
INTERNATIONAL JOURNAL

of

COMPUTERS COMMUNICATIONS & CONTROL

ISSN 1841-9836

A Bimonthly Journal
With Emphasis on the Integration of Three Technologies

Year: 2014 Volume: 9 Issue: 5 (October)

This journal subscribes to the principles of the Committee on Publication Ethics (COPE).

CCC Publications - Agora University Editing House

CCC Publications 

http://univagora.ro/jour/index.php/ijccc/



International Journal of Computers Communications & Control

Editor-in-Chief: Florin-Gheorghe FILIP
Member of the Romanian Academy

Romanian Academy, 125, Calea Victoriei
010071 Bucharest-1, Romania, ffilip@acad.ro

Associate Editor-in-Chief: Ioan DZITAC
Aurel Vlaicu University of Arad, Romania
St. Elena Dragoi, 2, 310330 Arad, Romania

ioan.dzitac@uav.ro
&

Agora University of Oradea, Romania
Piata Tineretului, 8, 410526 Oradea, Romania

rector@univagora.ro

Managing Editor: Mişu-Jan MANOLESCU
Agora University of Oradea, Romania

Piata Tineretului, 8, 410526 Oradea, Romania
mmj@univagora.ro

Executive Editor: Răzvan ANDONIE
Central Washington University, U.S.A.

400 East University Way, Ellensburg, WA 98926, USA
andonie@cwu.edu

Reviewing Editor: Horea OROS
University of Oradea, Romania

St. Universitatii 1, 410087, Oradea, Romania
horos@uoradea.ro

Layout Editor: Dan BENTA
Agora University of Oradea, Romania

Piata Tineretului, 8, 410526 Oradea, Romania
dan.benta@univagora.ro

Technical Secretary
Cristian DZITAC Emma VALEANU

R & D Agora, Romania R & D Agora, Romania
rd.agora@univagora.ro evaleanu@univagora.ro

Editorial Address:
Agora University/ R&D Agora Ltd. / S.C. Cercetare Dezvoltare Agora S.R.L.

Piaţa Tineretului 8, Oradea, jud. Bihor, Romania, Zip Code 410526
Tel./ Fax: +40 359101032

E-mail: ijccc@univagora.ro, rd.agora@univagora.ro, ccc.journal@gmail.com
Journal website: http://univagora.ro/jour/index.php/ijccc/



EDITORIAL BOARD of IJCCC

Luiz F. Autran M. Gomes
Ibmec, Rio de Janeiro, Brasil
Av. Presidente Wilson, 118
autran@ibmecrj.br

Boldur E. Bărbat
Sibiu, Romania
bbarbat@gmail.com

Pierre Borne
Ecole Centrale de Lille, France
Villeneuve d’Ascq Cedex, F 59651
p.borne@ec-lille.fr

Ioan Buciu
University of Oradea
Universitatii, 1, Oradea, Romania
ibuciu@uoradea.ro

Hariton-Nicolae Costin
Faculty of Medical Bioengineering
Univ. of Medicine and Pharmacy, Iaşi
St. Universitatii No.16, 6600 Iaşi, Romania
hcostin@iit.tuiasi.ro

Petre Dini
Concordia University
Montreal, Canada
pdini@cisco.com

Antonio Di Nola
Dept. of Math. and Information Sci.
Università degli Studi di Salerno
Via Ponte Don Melillo, 84084 Fisciano, Italy
dinola@cds.unina.it

Yezid Donoso
Universidad de los Andes
Cra. 1 Este No. 19A-40
Bogota, Colombia, South America
ydonoso@uniandes.edu.co

Ömer Egecioglu
Department of Computer Science
University of California
Santa Barbara, CA 93106-5110, U.S.A.
omer@cs.ucsb.edu

Janos Fodor
Óbuda University
Budapest, Hungary
fodor@uni-obuda.hu

Constantin Gaindric
Institute of Mathematics of
Moldavian Academy of Sciences
Kishinev, 277028, Academiei 5
Moldova, Republic of
gaindric@math.md

Xiao-Shan Gao
Acad. of Math. and System Sciences
Academia Sinica
Beijing 100080, China
xgao@mmrc.iss.ac.cn

Kaoru Hirota
Hirota Lab. Dept. C.I. & S.S.
Tokyo Institute of Technology
G3-49,4259 Nagatsuta, Japan
hirota@hrt.dis.titech.ac.jp

Gang Kou
School of Business Administration
SWUFE
Chengdu, 611130, China
kougang@swufe.edu.cn

George Metakides
University of Patras
Patras 26 504, Greece
george@metakides.net

Shimon Y. Nof
School of Industrial Engineering
Purdue University
Grissom Hall, West Lafayette, IN 47907
U.S.A.
nof@purdue.edu

Stephan Olariu
Department of Computer Science
Old Dominion University
Norfolk, VA 23529-0162, U.S.A.
olariu@cs.odu.edu



Gheorghe Păun
Institute of Math. of Romanian Academy
Bucharest, PO Box 1-764, Romania
gpaun@us.es

Mario de J. Pérez Jiménez
Dept. of CS and Artificial Intelligence
University of Seville, Sevilla,
Avda. Reina Mercedes s/n, 41012, Spain
marper@us.es

Dana Petcu
Computer Science Department
Western University of Timisoara
V.Parvan 4, 300223 Timisoara, Romania
petcu@info.uvt.ro

Radu Popescu-Zeletin
Fraunhofer Institute for Open
Communication Systems
Technical University Berlin, Germany
rpz@cs.tu-berlin.de

Imre J. Rudas
Óbuda University
Budapest, Hungary
rudas@bmf.hu

Yong Shi
School of Management
Chinese Academy of Sciences
Beijing 100190, China &
University of Nebraska at Omaha
Omaha, NE 68182, U.S.A.
yshi@gucas.ac.cn, yshi@unomaha.edu

Athanasios D. Styliadis
University of Kavala
Institute of Technology
65404 Kavala, Greece
styliadis@teikav.edu.gr

Gheorghe Tecuci
Learning Agents Center
George Mason University
U.S.A.
University Drive 4440, Fairfax VA
tecuci@gmu.edu

Horia-Nicolai Teodorescu
Faculty of Electronics and
Telecommunications
Technical University "Gh. Asachi” Iasi
Iasi, Bd. Carol I 11, 700506, Romania
hteodor@etc.tuiasi.ro

Dan Tufiş
Research Institute for Artificial Intelligence
of the Romanian Academy
Bucharest, "13 Septembrie" 13, 050711,
Romania
tufis@racai.ro

Lotfi A. Zadeh
Director,
Berkeley Initiative in Soft Computing (BISC)
Computer Science Division
University of California Berkeley,
Berkeley, CA 94720-1776
U.S.A.
zadeh@eecs.berkeley.edu

DATA FOR SUBSCRIBERS
Supplier: Cercetare Dezvoltare Agora Srl (Research & Development Agora Ltd.)

Fiscal code: 24747462
Headquarter: Oradea, Piata Tineretului Nr.8, Bihor, Romania, Zip code 410526

Bank: BANCA COMERCIALA FEROVIARA S.A. ORADEA
Bank address: P-ta Unirii Nr. 8, Oradea, Bihor, România
IBAN Account for EURO: RO50BFER248000014038EU01

SWIFT CODE (eq.BIC): BFER



BRIEF DESCRIPTION of IJCCC

Title of journal: International Journal of Computers Communications & Control.
Acronym: IJCCC; Starting year of IJCCC: 2006
Abbreviated Journal Title in JCR: INT J COMPUT COMMUN.
International Standard Serial Number: ISSN 1841-9836, ISSN-L 1841-9836
Publisher: CCC Publications - Agora University of Oradea.
Publication frequency: Bimonthly: Issue 1 (February); Issue 2 (April); Issue 3 (June); Issue
4 (August); Issue 5 (October); Issue 6 (December).
Founders of IJCCC: Ioan Dzitac, Florin Gheorghe Filip and Mişu-Jan Manolescu.
Logo:

Coverage:

• Since 2006, Vol. 1 (S), IJCCC is covered by Thomson Reuters and is indexed in ISI Web
of Science/Knowledge: Science Citation Index Expanded.

• Journal Citation Reports (JCR - Science Edition), IF = 0.694 (JCR2013).
Subject Category:

– Automation & Control Systems: Q4 (46 of 59);
– Computer Science, Information Systems: Q3 (96 of 135).

• Since 2008, 3(1), IJCCC is covered in Scopus, SJR2013 = 0.231, H index = 13.
Subject Category:

– Computational Theory and Mathematics: Q4;
– Computer Networks and Communications: Q3;
– Computer Science Applications: Q3.

• Since 2007, 2(1), IJCCC is covered in EBSCO.

Focus & Scope: International Journal of Computers Communications & Control is directed to
the international communities of scientific researchers in computer and control from the univer-
sities, research units and industry.

To differentiate from other similar journals, the editorial policy of IJCCC encourages the
submission of original scientific papers that focus on the integration of the 3 "C" (Computing,
Communication, Control).

In particular the following topics are expected to be addressed by authors:

• Integrated solutions in computer-based control and communications;

• Computational intelligence methods (with particular emphasis on fuzzy logic-based meth-
ods, ANN, evolutionary computing, collective/swarm intelligence);

• Advanced decision support systems (with particular emphasis on the usage of combined
solvers and/or web technologies).

Copyright © 2006-2014 by CCC Publications - Agora University



Contents
International Journal of Computers Communications & Control, ISSN 1841-9836
Volume 9, Issue 5, October 2014.

Estimation of the Technical State of Automotive Disc Brakes Using Fuzzy Logic
M. Baban, C.F. Baban, C. Bungau, G. Dragomir, R.M. Pancu 531

ANN Method for Control of Robots to Avoid Obstacles
E. Ciupan, F. Lungu, C. Ciupan 539

A Fairness Load Balancing Algorithm in HWN Using a Multihoming Strategy
Y. Donoso, C. Lozano-Garzon, M. Camelo, P. Vila 555

Trust Model in Cloud Computing Environment Based on Fuzzy Theory
L. Gu, J. Zhong, C. Wang, Z. Ni, Y. Zhang 570

Choice of Countermeasures in Project Risk Management Using Fuzzy Modelling
D. Kuchta, D. Skorupka 584

Decision Model for Assessing Healthcare ICT Support Implications: User Per-
ception
A.M. Oddershede, F.M. Cordova, R.A. Carrasco, F.J. Watkins 593

Optimal Routing Strategy Based on Specifying Shortest Path
F. Shao, B. Cheng 602

Flexible Service Oriented Network Architecture for Wireless Sensor Networks
A.P. Singh, O.P. Vyas, S. Varma 610

Steganalysis of ±k Steganography based on Noncausal Linear Predictor
K.M. Singh, Y.J. Chanu, T. Tuithung 623

A Modified Ant Colony Algorithm for Traveling Salesman Problem
X. Wei, L. Han, L. Hong 633

A Knowledge-based Telemonitoring Platform for Application in Remote Health-
care
W. Zhang, K. Thurow, R. Stoll 644

Author index 655



INTERNATIONAL JOURNAL OF COMPUTERS COMMUNICATIONS & CONTROL
ISSN 1841-9836, 9(5):531-538, October, 2014.

Estimation of the Technical State of Automotive Disc Brakes
Using Fuzzy Logic

M. Baban, C.F. Baban, C. Bungau, G. Dragomir, R.M. Pancu
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Abstract: According to existing studies the phenomena that occur in the exploita-
tion of the braking system are very complex and an analytical mathematical modeling
of braking process it is difficult to be developed [1]. Since these phenomena are also
characterized by some uncertainties, a fuzzy logic approach has been employed in this
research for the estimation of technical state of the disc brakes. Their technical state
was expressed through the thickness variation, which was used as the output linguistic
variable. The vibrations and temperature of the disc brakes were used as the input
linguistic variables. The fuzzy decision system for the estimation of technical state
of the disc brakes has been implemented with the Fuzzy Logic Toolbox TM of the
Matlab r software, which can be employed to determine if the thickness of the disc
brakes becomes smaller than the limit value prescribed by the manufacturer.
Keywords: disc brake, temperature, vibration, thickness variation, fuzzy logic ap-
proach.

1 Introduction

Throughout the exploitation of the disc brake its thickness is modified in the contact interface
with the friction material of the brake pads, due to the effect of wear. If the thickness of the disc
brake becomes smaller than a certain limit value prescribed by the manufacturer, the probability
of the deformation of the disc brake or even its damage is increasing at the high intensity or long
duration of braking. This may have serious implications for the road accidents.

The replacement of discs and brake pads depends on the number of traveled kilometers and it
is usually done preventively, when periodic revisions are carried out. Such replacement can occur
even if maximum wear is not reached, which leads to higher exploitation costs due to unused
of disc brakes for their entire lifetime. On the other hand, there may be situations where disc
brakes reach maximum wear before a periodic revision is scheduled, because of some exploitation
conditions that require a more intense use of the braking system of the vehicle.

Due to the complexity of the phenomena that occur in the exploitation of the braking system,
phenomena that are influenced by different factors [7] and are characterized by some uncertain-
ties, an analytical mathematical modeling of braking process it is difficult to be developed [1].
During the braking process, vibrations are produced within the contact area between the discs
and brake pads and their spectrum depends on factors such as the degree of wear and temper-
ature. Studies on vibrations in the car braking system are presented in ( [13], [15], [16]), while
investigations about the temperature of disc brakes are shown in ( [3], [8], [23]).

The employement of fuzzy logic in automotive engineering has been presented in different
studies. Von Altrock [20] emphasized the use of fuzzy logic for the ABS systems, control of the
engine and control of automatic transmission. The control of the braking system, the suspension
control and the vehicle dynamics control are presented among the relevant research areas of fuzzy
control in automotive field ( [9]). The use of fuzzy logic for the ABS systems has been shown

Copyright © 2006-2014 by CCC Publications
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in other studies ( [5], [11], [21], [22]). Fuzzy logic was also used to improve the handling and
stability of vehicles ( [4], [18]), to control the speed of an automotive engine ( [19]) or to control
a suspension system of automotive ( [6]).

While fuzzy logic in automotive field has been used lately, its employement for the estimation
of technical state of the disc brakesis is still a challenging approach and this area of research is
less developed. Within this framework, the fuzzy logic ( [12], [14], [17]) has been proposed for
the estimation of technical state of the disc brakes, so they can be replaced before the maximum
limit of wear is reached and without depending on the planned periodic revisions.

The research begins with the description of the experimental stand developed for the estima-
tion of the technical condition of disc brakes. A fuzzy logic decision approach for the estimation
of technical state of the disc brakes is shown in the next section. The implementation of the
fuzzy logic decision approach for the estimation of technical state of the disc brakes with the
Fuzzy Logic Toolbox TM of the Matlab r software is also depicted. At the end, conclusions and
recommendations for future research are presented.

2 Experimental method

For the estimation of the technical condition of disc brakes, the stand depicted Fig. 1 has
been developed. The stand is based on a powertrain that consists of the following main elements:
a) four cylinders diesel engine with the following characteristics: maximum power 43.5 kW at
4600 rot/min, maximum torque 110 Nm at 2000 rot/min;
b) gearbox 5-speed manual transmission;
c) MacPherson front suspension;
d) hydraulic brake system composed of:
- a master brake cylinder, operated by a screw to ensure precise movement of the piston within
its interior;
-a brake pipe and a brake caliper;
-a full disc brake with the diameter of 247 mm;
-brake pads.

The FLIR SC 640 infrared camera was used to monitor the temperature of braking disc. The
vibration monitoring was performed with a system composed of PC-TopMessage device (made
by Delphin Technology AG)-accelerometer sensor. The fluid pressure in the hydraulic circuit
was monitored through a manometer with glycerin (scale 0 ... 6 MPa). The speed rotation of
the disc brake (expressed in km/h) was monitored by a speedometer.

The contact force between the brake pads and disc was kept constant by maintaining the
pressure of the brake pipe fluid at 1 MPa. The disc rotation speed was also maintained constant
at a value corresponding to vehicle speeds of 30 km/h. The first speed of the gearbox was used
to provide an engine speed in the stable operation area, without trepidation that could affect the
vibrations measurement. Due to the dilatation of the material of the disk brake as a result of
increasing its temperature during the braking process, we proceeded to fine tune of the position
of the piston in the brake master cylinder using a screw-nut mechanism to maintain constant the
pressure of the brake fluid.

The experiments were conducted using two disc brakes, corresponding to a new disc (thickness
= 10 mm) and to a disc with the thickness at the lower limit prescribed by the manufacturer
(thickness = 8.5 mm).
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Speedometer

Manometer

Accelerometer
sensor

Figure 1: The experimental stand for the estimation of the technical condition of disc brakes

3 Results

A lowest value of the vibration amplitude equal to 1.46 mm/s rms was measured for a new
disc brake (thickness=10 mm) at a temperature of 50.9 0C. A highest value of the vibration
amplitude equal to 2.4 mm/s rms was measured for a disc brake with the thickness of 8.5 mm
at a temperature of 154.2 0C.

The fuzzy logic decision approach described in [2, p.22-23] was employed for the estimation
of technical state of the disc brakes, as follows:
1) The T=temperature [0C] and Avib=Vibration’s amplitude [mm/s] rms were used as the input
linguistic variables:

LVI = {T,Avib} (1)

Considering the measured value of the T and Avib, their domain values have been defined as
follows:

T : DT = [50.9, 154.2]

Avib : DAvib
= [1.46, 2.4]

(2)

2) For the T and Avib variables the linguistic terms have been established as:

T : LT T =



Tverysmall

Tsmall

Tmedium

Tbig

Tverybig


(3)
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and

Avib : LTAvib =



AV verysmall

AV small

AV medium

AV big

AV verybig


(4)

Among the membership functions, the triangular functions are extensively employed and they
have been proposed as the membership functions for both T and Avib variables. According with
the definition of [10, p.25], their expressions are:

mfTk (x, aTk
, bTk

, cTk
) =



0, x ≤ aTk
x−aTk
bTk

−aTk
, aTk ≤ x ≤ bTk

cTk
−x

cTk
−bTk

, bTk ≤ x ≤ cTk

0, cTk ≤ x

, k = 1...5 (5)

and

mfAvibj (x, aAvibj , bAvibj , cAvibj ) =



0, x ≤ aAvibj
x−aAvibj

bAvibj
−aAvibj

, aAvibj ≤ x ≤ bAvibj
cAvibj

−x
cAvibj

−bAvibj
, bAvibj ≤ x ≤ cAvibj

0, cAvibj ≤ x

, j = 1...5 (6)

where:
- aTk

< bTk
< cTk

are the parameters of each triangular membership function mfTk in the
expression (5), k=1...5;

- aAvibj < bAvibj < cAvibj represent the parameters of each triangular membership function
mfAvibj in the expression (6), j=1...5.
3)The TBD=the thickness of the brake disc [mm] was employed as the output variable:

LVO = {TBD} (7)

For the TBD variable, the domain value has been defined as:

TBD : DTBD = [8.5, 10] (8)

4) For the TBD variable the linguistic terms have been established as:

TBD : LT TBD =



TBDverysmall

TBDsmall

TBDmedium

TBDbig

TBDverybig


(9)
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The triangular function have also been proposed as the membership function for TBD variable
and its expression is [10, p.25]:

mfTBDr (x, aTBDr , bTBDr , cTBDr) =



0, x ≤ aTBDr

x−aTBDr
bTBDr−aTBDr

, aTBDr ≤ x ≤ bTBDr

cTBDr−x
cTBDr−bTBDr

, bTBDr ≤ x ≤ cTBDr

0, cTBDr ≤ x

, r = 1...5 (10)

where aTBDr < bTBDr < cTBDr represent the parameters of each triangular membership
function mfTBDr in the expression (10), r=1...5.
5) The fuzzy rules base is:

Rule1 : {IF (AV verysmall) and (Tverysmall) then (TBDverybig)}
Rule2 : {IF (AV verysmall) and (Tsmall) then (TBDverybig)}
Rule3 : {IF (AV small) and (Tverysmall) then (TBDverybig)}

...

Rule9 : {IF (AVmediu) and (Tmedium) then (TBDmedium)}
...

Rule23 : {IF (AV verybig) and (Tbig) then (TBDverysmall)}
Rule24 : {IF (AV big) and (Tverybig) then (TBDverysmall)}
Rule25 : {IF (AV verybig) and (Tverybig) then (TBDverysmall)}

(11)

6) The centroid method [17, p. 98] has been used to obtain the the defuzzified value TBD of the
thickness of the disc brake.

The fuzzy logic decision approach for the estimation of technical state of the disc brakes has
been implemented with the Fuzzy Logic Toolbox TM of the Matlab r software (Fig. 2). The
inference rules are shown in figure 3. Figure 4 depicts the dependence of the TBD=f(T, Avib).
Considering T=116 0C and Avib=2.16 mm/s rms we obtain TBD=8.9 mm, so that thickness of
the disc brake is within prescribed limits [8.5,10].
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Figure 2: The fuzzy decision system Technical-state-disc-brakes.fis

Figure 3: The inference rules of the fuzzy decision system Technical-state-disc-brakes.fis

Figure 4: The dependence TBD=f(T, Avib)
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4 Conclusions

The phenomena that occur in the exploitation of the braking system are very complex and
they are characterized by some uncertainties. Therefore, a fuzzy logic approach has been em-
ployed in this research for the estimation of technical state of the disc brakes, expressed through
their thickness variation.

A stand has been developed to establish the domain values of the temperature and vibration
amplitude of the disc brakes, which were used as the input linguistic variables. The thickness of
the disc brakes was employed as the output linguistic variable. The Fuzzy Logic Toolbox TM of
the Matlab r software was used to develop the fuzzy decision system, which can be applied to
establish if the thickness of the disc brakes is within prescribed limits by the manufacturer.

In our research both the contact force between the brake pads and disc, and the disc rotation
speed were maintained constant. Future studies are needed to investigate the development of a
fuzzy decision system when these two characteristics are also variable. The use of fuzzy logic
approach in joining with other artificial intelligence methods, including neural networks may also
represent important area for future research.
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Abstract: The avoidance of obstacles placed in the workspace of the robot is a
problem which makes controlling them more difficult. The known avoidance methods
used for the robots control are based on bypass trajectory programming or on using
the sensors that detect the position of the obstacle. This paper describes a method of
training industrial robots in order for them to avoid certain obstacles in the workspace.
The method is based on the modelling of the robot’s kinematics by means of an
artificial neural network and by including the neural model in the robot’s controller.
The neural model simulates the robot’s inverse kinematics, and provides the joint
coordinates, as referential values for the controller. The novelty of the method consists
in the deliberately erroneous training of the network, so that, when programming a
direct trajectory in the workspace, the robot avoids a known obstacle.
Keywords: Artificial Neural Network (ANN), control, robot, obstacle avoidance.

1 Introduction

Proportional-integrative-derivative PID controller is widely used for the control of robots,
because it is model-free, and its parameters can be adjusted easily and separately. An integrator
in a PID controller reduces the bandwidth of the closed-loop system. In order to remove steady-
state error caused by uncertainties and noise, the integrator factor has to be increased, having
the effect of reducing the performance of transient regime [19].

The application of neural networks to robots control is well known [10], [11] and an alternative
to the adaptive control is represented by the neural controllers [21].

Lewis et al. [10] demonstrate that neural networks do indeed fulfil the promise of providing
model-free learning controllers for a class of nonlinear systems. Neural network control offers
two specific advantages over adaptive control:

− neural network controller works for any rigid robot arm without computing a regression
matrix or performing any preliminary analysis

− neural networks provide a basis set for any smooth function, while the linear in the param-
eters equation provides a basis set only for linear systems.

There are several approaches to combine PID control with the intelligent control, such as the
neural control. The first way is to form neural networks into PID structure [5], [6], [10], [17].
By proper updating laws, the parameters of PID controllers are changed so that the closed-loop
systems are stable. The second method used intelligent techniques to tune the parameters of
PID controllers, such as fuzzy tuning [11], neural tuning [7], [18], and expert tuning [8].

All known approaches require the set point (the reference values) determination that consists
in drive joints coordinates which are obtained from the inverse kinematic analysis.

In the inverse kinematic analysis [14], [16], the coordinates and the effector’s orientation
(X,Y,Z,ψ,θ,φ) are considered to be known, and the coordinates of the joints (represented by qi,
i=1, ..., m, where m is the number of kinematic axes, equal to the number of the degrees of
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freedom) are to be determined. Although an apparently easy task, determining the coordinates
of the joints becomes more complicated when robots with complex kinematic structure, such as
the parallel robots, are at stake [20].

Given its advantages, neural computing is often used to solve the problem of inverse kine-
matics. The training of the neural network and the getting of the neural model implies solving
two important problems [7]:

a) getting the training data, especially when the mathematical model is not known, and
measurements on the physical model are necessary

b) performing the training process and obtaining an acceptable error, in the case of a large
amount of training data.

The proper control of the robot is carried out by the robot’s control equipment, by means of
generating a control input for each joint, so that it achieve coordinate qi resulted from the inverse
kinematics, and the effector pass through the points that belong to the trajectory. Therefore an
important problem is to determine the coordinates of joints.

Figure 1 shows a neural controller for the positioning of the effector, which uses a neural model
NM for the generation of the coordinates of the joints qi, PID controllers and feedback loops.
The method implies the completion of the following stages: providing the coordinates of the some
points that define the robot’s trajectory, generating some additional points on this trajectory
and determining the coordinates of the joints by using an NM neural model implemented onto
the robot’s control equipment, transmitting the coordinates of the joints to the controllers of
the PIDi axes, which generate the actuating quantity ei corresponding to the Mi motors of the
robot.

Figure 1: Neural network controller

In order to obtain and implement the NM neural model, it is necessary to complete the
following steps: creating a neural network, creating a set of training examples, training the
neural network, which results in the creation of the neural model, testing and validating the
neural model, and using the neural model by implementing it in the control equipment. The set
of training examples consists of pairs of input-output data which are determined by the choice
of a point cloud in the robot’s workspace. The input signals are considered to be the positioning
coordinates of the points in the workspace, while the output signals, the coordinates of the joints
associated with these positions.

The disadvantage of this method is that when programming a straight trajectory between
two points the robot cannot avoid an obstacle, even though the volume covered by the obstacle
has been excluded from the set of training examples. At the same time, another disadvantage
consists in the large number of training examples needed to cover the entire workspace of the
robot.

In the majority of the handling applications, the robot’s task is to complete linear movement
between points that belong to the workspace, points where it has to retrieve or deliver objects,
or where the robot perform operations. This general method can also be used to obtain a neural
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model in the case of the effector’s move between two points, so that it can avoid an obstacle.
In this case, the set of training examples is constituted by the association of coordinates of the
points on the deviation trajectory with the coordinates of the joints corresponding to them. It
is necessary for the trajectory to be described in this case.

A way of describing the trajectory is by its mathematical expression, which has the disadvan-
tage of having to determine it. The next step consists in the determination of the coordinates of
the joints for a set of points that belong to the bypass trajectory. For complex structure robots,
such as the parallel robots with 6 degrees of freedom, the expression of the joints determination
is complicated. The general form of the expression is qi=fi(X,Y,Z,ψ,θ,φ), i=1, ...,6. In this case,
the calculation is complex and it involves a large number of mathematical operations. This is a
disadvantage, especially in the case of robots that operate at high speeds, given that calculations
are made in real time.

Also, in the patent literature [9], [12], [13], there are many methods of robot control using
neural networks. Patent CN102346489 discloses a pulse neural network method of robot object
tracking control. The collision avoidance is done by processing a set of information from the
sensors. There is no information regarding a method to avoid a static obstacle in the robot’s
workspace to be achieved exclusively by neural network training, without the use of visual sensors
to identify the obstacle [15].

Some of the authors have been previously involved in research concerning the use of neural
networks for economic applications, or robot control. The program presented in [1], [2] was
designed with the purpose of using neural computing in the modelling and the simulation of pro-
cesses or activities. It is suitable for the study of any activity for which a three-layer perceptron
neural network may serve as a model.

Also, [3] shows a neural model for the kinematical analysis of six parallel robot. For reasons
related to simplification, there has been considered the move of the effector in a cube with a side
of 10 cm, without taking into account the variation of the position angles. For the training of the
network, there have been generated 130 training examples, and then the neural model for the
move of the robot on different trajectories has been validated. In the application of the neural
model, there has been noticed that the training of the neural model in a larger working space,
specific to a robot, is difficult, especially when the robot has to avoid an obstacle. That is why
the authors have aimed to develop a more effective method of control for the cases in which the
robot has to avoid an obstacle.

In [4] there has been presented the main principle of a method of obstacle avoidance, by
means of an erroneous instruction of the network. The experiments have been completed in a
smaller part of the robots workspace (a cube with the side 10 cm). Further research illustrated
the difficulty of obtaining an effective neural model that can lead the effector with a precision
that is appropriate to the application, and avoid the obstacle. There have been circumstances in
which the neural model did not offer the coordinates that lead the effector beside the obstacle [3].
The validation of the models presented [3], [4] has been made based on sets of data that have
not been used as training data; there has been completed no cross-validation.

In the current paper the authors have developed the method in terms of the generation of
the set of the training examples. In this sense, there have been stated clear rules that establish
the training examples. In a first stage, there has been completed a neural model tested through
a 4-fold cross-validation technique. The case studies have been carried out in a workspace that
had the shape of a cube with a side of 600 mm, corresponding to the majority of the applications,
by using an obstacle with a cube shape with a side of 200 mm. In order to avoid the collision,
there have been studied three types of envelopes.

There are several types of neural networks that can be used in modelling a system. They
can be classified based on criteria such as the structure or the instruction types (networks of
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perceptron type, radial basis function networks, Kohonen self-organization networks, Hopfield
networks, fuzzy neural networks, networks with supervised or non-supervised training and so
on). In all the modelling activities that are referred to in this paper there have been used
neural networks of the type of a three-layer perceptron, in which the initial layer has 6 neurons
corresponding to the position (X,Y,Z,ψ,θ,φ) of the effector. In the case of some of these models,
the final layer has 6 neurons corresponding to the coordinates of the joints qi, i=1, ...,6, or only
one neuron, corresponding to the coordinate of a single joint (q3 for instance). The number of the
neurons of the hidden layer has been determined by trial, throughout several training sessions,
based on the criteria of the minimization of the mean square error. The chosen activation
functions have been log-sigmoid for the neurons of the hidden layer, and the function purelin
for the neurons on the output layer. The training of the networks has been completed using
the Levenberg-Marquardt method. Unlike the descent gradient method, the process of training
through the Levenberg-Marquardt method could converge quickly when close to the solution. As
it is a method based on Hessian, there is no risk that in such a circumstance the solution be lost,
as it can occur in the training with the descent gradient method, when a higher rate of learning
is used. In the modelling activity, there has been used the Matlab application.

2 Method to avoid obstacle

2.1 Method presentation

The problem that this paper solves consists in the elaboration of an industrial robot training
method based on neural network modelling and training, so that, when programming a straight
trajectory between two points through which the robot’s effector has to pass, the robot avoid an
obstacle that it encounters.

The method of training robots to avoid obstacles is based on the modelling, training and
use of three-layer perceptron type neural networks, having k neurons in the input layer, which
corresponds to the number of degrees of freedom, m neurons in the output layer, which corre-
sponds to the number of kinematic axes, and a number n, consisting of 15 to 50 neurons, which
corresponds to the hidden layer. Figure 2 shows the scheme of a neural network of this type that
has 6 neurons in the input layer, corresponding to the 6 degrees of freedom, 6 neurons in the
output layer, corresponding to the 6 kinematic axes and an unspecified number n, in the hidden
layer.

The training data are determined from the mathematical model or by experimenting on the
physical model of the robot, by choosing a point cloud contained in a work plane included in
the robot’s workspace, plane in which the robot has to operate at least one move between two
given points. The avoidance of the obstacle in the robot’s trajectory is achieved by the training
of the network, with input data corresponding to the coordinates of some points on the robot’s
direct trajectory between two points, and output data (the joints coordinates) corresponding to
the bypass trajectory.

The set of training examples will have as input signals the coordinates of the cloud of points,
while as output ones, the coordinates of the joints, calculated according to the rule R below:

R1) for a point in the work plane outside the obstacle or its envelope, it is established as pair
the coordinates of the correct joints (in accordance with the mathematical model which
describes the robot’s kinematics, or in accordance with the experimental measurements)

R2) for a point in the work plane that belongs to the obstacle or its envelope, it is established as
pair the coordinates of the joints that belong to a different point, the latter being situated
on the surface of the obstacle, or on its envelope, depending on the case.
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Figure 2: Neural network diagram

The number of neurons in the hidden layer is chosen by means of trials, a practice which is
used in neural computing.

The novelty of this method consists in the way the training set is built. This leads to a
deliberately erroneous training, so that in the recall phase it is not necessary to know the bypass
trajectory.

The set of training examples is constituted by input-output data pairs, in which the input
signals correspond to some points on the robot’s direct Td trajectory. The output signals, in the
training phase, are the coordinates of the joints, but in "deliberately erroneous" way, they are not
the coordinates associated to the direct trajectory that crosses the obstacle, but to the output
signals corresponding to the points situated outside the obstacle, on a Ta avoidance trajectory.
Thus, in the recall phase, the model is going to behave erroneously. This means that for the
points on a direct trajectory (a line, in most of the cases) which does not bypass the obstacle,
transmitted as input data, the neural model will generate, as output, the coordinates of the
joints that will lead the robot beside the obstacle.

In order to achieve the neural model NM, one has to complete the following steps:

− create a neural network that has, in its input layer, a number of neurons equal to the
number of the robot’s degrees of freedom, and in its output layer, a number of neurons
equal to the number of joints qi

− create a set of training examples formed by pairs of effector coordinates, which belong to the
robot’s work plane, and corresponding coordinates of the joints qi, determined according
to rule R described above

− train a neural network with the sets of training data, the result of the training process
being called "neural model"

− test the neural model achieved previously and validate it, in case acceptable errors are
obtained

− use the neural model, which means that the neural model receives exclusively input data
which consists of robot effector positions, and generates the coordinates of the joints.
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2.2 Cross validation of the method

Let us consider the case of a serial robot with six degrees of freedom (Figure 3), given by
three positioning movements (X, Y and Z), and other three effector orientation movements (ψ, θ,
φ). Based on the robot’s kinematic scheme (Figure 3a), one can describe the connecting relations

Figure 3: a. Kinematic diagram; b. The robot architecture

between the joints coordinates qi, as well as the effector’s position (X, Y, Z, ψ, θ, φ). Thus, the
mathematical model for the inverse kinematics is obtained by solving the system of equations
(1)-(6):

X = X0 + q1 · iTx + l2sin(θ) (1)

Y = Y0 + q2 · iTy + (l1 + l2cos(θ))sinψ (2)

Z = Z0 + q3 · iTz − (l1 + l2cos(θ))cosψ (3)

ψ = ψ0 + q4 · iTψ (4)

θ = θ0 + q5 · iTθ (5)

φ = φ0 + q6 · iTφ (6)

where iTx, iTy, iTz, iTψ, iTθ, iTφ represent the transfer functions of the transforming mech-
anisms which generate the given movements, and X0, Y0, Z0, ψ0, θ0, φ0 represent the initial
values obtained for qi=0, i=1,...,6.

The architecture of the robot in Figure 3a is shown in Figure 3b. A portion of the robot’s
workspace (Figure 3b), which has the shape of a parallelepiped with base P1P2P3P4 is being
considered. In the workspace there is an obstacle ABCDA′B′C ′D′ which has to be avoided
during the operation. It is assumed that the robot’s effector has to move between points P1 P3,
but on a trajectory that should avoid the obstacle ABCDA′B′C ′D′.

The plane of points P1, P2, P3, P4 is called work plane (represented as Wp), namely a plane in
which the robot has to complete a number of operations (retrieve or place objects, feed equipment
etc.).

We are looking for a simple and comfortable method of the robot control, which would provide
as input data the coordinates of some points on the direct trajectory Td and make the robot move
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on the trajectory Ta which avoids the obstacle. This is achieved by a "deliberately erroneous"
training of the neural network which models the robot’s behaviour.

The set of training data, under the form of input-output matrix pairs, is obtained by the
association of the effector’s coordinates (X, Y, Z, ψ, θ, φ) with the joints coordinates (qi, i=1,
..., 6) resulted by means of mathematical model or by measuring on the physical model. The
generation of the training data is made according to table of Figure 4.

Figure 4: The way for obtaining the training data

In order to avoid the obstacle, the robot has to move on a deviating trajectory Ta. For the
robot to move on the deviating trajectory Ta, its control equipment has to receive information
regarding the shape of the trajectory as some coordinates of some points on the trajectory. A
possible description of the trajectory is given by its mathematical expression, which has the
disadvantage of having to determine it. The next step is to determine the coordinates of the
joints for a set of points which belong to the deviating trajectory Ta.

According to the approach of this paper the avoiding trajectory is approximated by a set of few
points, without knowing the mathematical expression of the trajectory, and the determination
of the joints is done on basis of a neural model.

In order to complete the data in table of Figure 4, in the case of the robot in Figure
3b, there have been chosen the points P1(200,200,200), P2(800,200,200), P3(800,800,200) and
P4(200,800,200). The obstacle is considered to be a parallelepiped defined by the points A(400,400,200),
B(600,400,200), C(600,600,200) and D(400,600,200), situated in the work plane and the points
A′(400,400,400), B′(600,400,400), C ′(600,600,400) and D′(400,600,400), situated in a plane par-
allel to the work plane, 200 mm away.

For the validation of the method, there has been considered the move of the effector on the
diagonal P1P3 (figure 3b). In order to establish the set of the training and testing examples for
the move on the segments P1A and CP3, rule R1 is applied. As for the movement on the segment
AC, there is applied rule R2. The set of the training data is shown in table of Figure 5.

There has been applied a 4-fold cross-validation technique of the method. Thus, the set of
the training examples in table of Figure 5 has been divided into four subsets. The inclusion
rule regarding the training examples in the four subsets is described by means of the indexes of
the lines in table of Figure 5, grouped in the subsets Mk, k=1, ...,4, according to the algorithm
below:

Mk = {jk,n | jk,n = k + 4n, k ∈ [1, 4], n ∈ [0, 75]} (7)

For the validation of the method, out of the four subsets, there has been successively retained
a subset for validation, while the other three subsets have been used, merged, for training. Thus,
there have been completed four rounds of training and validation of the method, using the
neural networks. Within each round, there have been developed several neural models of the
three-layer perceptron type, having the architecture 6-m-6, where m represents the number of
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Figure 5: The set of training examples for cross-validation

the neurons in the hidden layer. The activation functions chosen have been the log-sigmoid for
the neuron for the hidden layers, and the purelin function, respectively, for the neuron on the
output layer. The instruction has been completed by using the Levenberg-Marquardt method,
in the case of the Matlab application. Following the criterion of the minimization of the mean
square error throughout the repeated trainings, there have been retained models for which m=31.
The training parameters have default values, namely maximum epochs (1000), performance goal
(0), minimum gradient (10−05), maximum validation checks (6), multiplication factor (0.001),
multiplication factor decrease ratio (0.1), multiplication factor increase ratio (10), maximum
value of multiplication factor (1010).

Table presented in Figure 6 shows the most effective (minimum mean square error, marked
as MSE) obtained when training the networks in the case of each of the four rounds.

Figure 6: The best MSE

It has been noticed that for each of the four neural models obtained by means of the combi-
nation of three subsets Mk, there has been obtained, through testing on the fourth test subset,
very good results for the coordinates X, Y, ψ, θ, φ. The results of the four simulations are briefly
shown in Figure 7 and in table of Figure 8.

The analysis of the results obtained shows that there appear problems when simulating the
coordinate Z at the intersection of the direct trajectory with the obstacle, close to the latter.
Outside the area close to the points AA′ and CC ′, all the four simulations grant good results for
coordinate Z as well.
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Figure 7: The errors of coordinates X, Y, Z

Figure 8: Cross-validation results
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In a subsequent stage, efforts have been made to improve the solution by the development of
some simplified neural models. Thus, there have been considered the networks of the three-layer
perceptron type, with 6 neurons in the input layer, corresponding to position (X, Y, Z, ψ, θ,φ)
of the effector, and a single neuron in the output layer, corresponding to the coordinate of the
joint q3, which determines the Z coordinate. There has been applied the validation technique
of the models, the 4-fold cross-validation. The training has been completed using the set of the
examples shown in table 2; a remark that should be mentioned in the case being that only the
values of the coordinate q3j have been taken into account as output. This set has been divided
into four subsets according to the rules described by sets Mk, k=1, ..., 4. For each of the four
combinations of the sets Mk, k=1, ...,4, there have been realized four trainings of the network.
Thus, during the training, there have been obtained mean square errors that belong to the in-
terval [10−10, 10−1]. For each of the four rounds of training-validation corresponding to the four
combinations of the sets Mk, k=1, ...,4, there has been determined the root mean square error
(RMSE) of approximation of coordinate Z. This has been calculated as an overall mean of all the
individual errors Z(k)

j,l for a given value k data, where l=1, ..., 4 corresponds to the four neural
models obtained within each round. These values are shown in table of Figure 9.

Figure 9: The overall RMSE

The analysis of the data in tables of Figures 8 and 9 shows that there is no significant
difference between the errors of approximation of coordinate Z in the case of the two modelling
approaches. As a conclusion of this cross-validation, it has been remarked that the method can
be applied, but in order to avoid the obstacle it is necessary to envelope it (to cover the obstacle
with a smoother surface). The following case studies play the role of evaluating the avoidance
method by using the neural models in which the obstacle is enveloped.
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3 Case study for an enveloped obstacle

In order to analyse the avoidance precision, based on the same number of training points,
the obstacle with three types of envelopes (Figure 10) has been considered.

The point O1 has the coordinates (500,500,200), while the point O′
1 has the coordinates

(500,500,450), the distance O1O
′
1 being greater than the segment AA′. In order to reduce the

number of the training examples, it is considered that ψ=θ=φ=0.

Figure 10: The obstacle envelopes

Figure 11: Training data for Envelope 1

For the points in the work plane that do not belong to the obstacle proper or to its envelope,
the coordinates of the joints are calculated based on the coordinates (Xj , Yj , Zj , ψj , θj , φj)



550 E. Ciupan, F. Lungu, C. Ciupan

which define these points.
For the other points in the work plane which belong to the obstacle, or to its envelope, namely

those which are at the intersection between the work plane and the envelope of the obstacle, the
coordinates of the joints are calculated based on the coordinates of some corresponding points
situated on the envelope.

For each of the three envelopes of the obstacle, there has been created and trained a neural
network. Table of Figure 11 shows how the training data for Envelope 1 has been achieved.

The training of the neural network has been completed having as input signals coordinates
Xj , Yj , Zj , ψj , θj , φj of the points (columns 1-3 and 5-7 in table of Figure 11), and as output
signals, the coordinates of the joints qi,j (columns 8-13 in table of Figure 8) corresponding to
points Xj ,Yj and Z ′

j . The same has been applied in the case of Envelopes 2 and 3.

Figure 12: Errors for Envelope 1, 2, 3

In order to validate the method and the neural models, there have been considered as input
data the coordinates of points (Xj , Yj , Zj , ψj , θj , φj) corresponding to the move of the effector on
the direct trajectory P1P3 (columns 1-3 and 7-9 in table of Figure 12). Based on the coordinates
of the joints qi,j simulated by the neural models corresponding to the envelopes, by means
of relations (1)-(6), there have been calculated the effector coordinates and they have been
graphically represented in Figure 13. The error obtained through the simulation on the neural
model corresponding to each envelope is shown in table of Figure 12 (columns 10 - 18).

The results in table of Figure 12 show that Envelope 1 does not solve the problem at the
borders of the intersection of the direct trajectory with the obstacle, as it is possible for the
latter to be hit. This problem is solved in the case of Envelopes 2 and 3. The precision obtained
by simulation for the models Envelope 2 and Envelope 3 can be accepted only in the case of
some handling applications that do not require a high level of precision. This precision can be
improved by increasing the number of training examples and by increasing their density in the
workspace. In this research, there have been used only 169 training examples for the entire
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Figure 13: Effector coordinates for a. Envelope 1; b. Envelope 2

workspace, the distance between two successive points being 50 mm.

Figure 14: Direct and simulated trajectory

In order to test the obstacle avoidance in the case of programming several trajectories in the
work plane (Envelope 3), there has been considered the robot’s move on direct trajectories under
the form of straight segments between points P1-P4-P5-P6-P3-P1 (Figure 14). The points P1, P4,
P5, P6, P3 are points in which the robot has to complete operations and where the effector has
to position itself with an accuracy corresponding to the application. All the points P1, ..., P6

are situated in the work plane Wp. For the validation, there has been used the neural network
for Envelope 3 and the results are shown in Figure 14.

The analysis of the results in Figure 14 reveals that, although the input data consisted
of coordinates of some points on the direct trajectories Td, the neural model offers the joint
coordinates that make the robot avoid obstacle when direct trajectory Td intersects the envelope
of this obstacle. When the direct trajectory does not intersect the obstacle, the neural model
NM provides data that leads the robot’s effector on the direct trajectory Td.

4 Conclusions and future work

In order to validate the method by numerical research, there has been considered a robot
with six degrees of freedom that has to move between two points in the workspace Wp. In
plane Wp, there has been considered a parallelepiped-shaped object which has to be avoided.
The research aimed to obtain several neural models of the robots kinematics based on a certain
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method of creation of the set of training examples. Within the research, it has been noticed that
the model obtained by the training of the robot so that it move on a trajectory that avoids, to
the limit, the straight trajectory (the completed trajectory follows the obstacles outline) does
not approximate well the move along the axis OZ at the frontier of the obstacle. There have
been recorded relative errors of approximately 50% in such points.

In order to obtain an improved model, there have been considered three envelopes that dress
the obstacle. For each envelope, there has been trained a neural network, each having the
same number of training examples. The set of training examples has been generated by inverse
kinematics analysis, considering a cloud of equally distanced points in the robot’s work plane.
The joint coordinates have been generated depending on the obstacle’s envelope, in accordance
with rule R described in the paper.

It has been noted that in all the three cases the neural model provides the joint coordinates
that lead the end-effector on a bypass trajectory. In all the three cases studied, the bypass
trajectory intersects the obstacle near the points that limit its superior base ( A′B′C′D′ ). The
positive deviation from the coordinate Z does not affect the obstacle avoidance, only the negative
ones.

The analysis of the errors in the case of the coordinates (Xrj , Yrj , Zrj) simulated by the
neural network relating to the programmed coordinates (Xj , Yj , Zj) shows that the results are
influenced by the choice of the obstacle envelope as follows:

• for Envelope 1:

– the coordinates Xrj and Yrj are approximated with errors less than 2%

– there are important errors in the case of coordinates Zrj simulated by the neural model
in the area close to the obstacle (40%, table of Figure 12, row 7)

– close to points A′ and C′, the deviant trajectory intersects the obstacle (%Zrj =
-5.27%, table of Figure 12, row 16)

• for Envelope 2:

– the coordinates Xrj and Yrj are approximated with errors less than 2.5%

– the coordinates Zrj simulated by the neural model are quite well approximated (%Zrj<8%,
table of Figure 12, row 6)

– close to points A′ and C′ , the deviant trajectory intersects the obstacle (%Zrj= -3.98%,
table of Figure 12, row 16)

• for Envelope 3:

– the coordinates Xrj and Yrj are approximated with errors less than 1%

– the coordinates Zrj simulated by the neural network are well approximated (%Zrj<3%)

– close to points A′ and C′, the deviant trajectory intersects the obstacle (%Zrj=-2.81%,
table of Figure 12, row 16).

The problem of the intersection between the bypass trajectory and the obstacle can be solved
by the choice of an envelope that exceeds the obstacle in all its points. Thus, for the case in point,
if one chooses the parallelepiped ABCDA′B′C′D′ with sides 10% larger that the dimensions of
the obstacle, the problem of the collision is going to be avoided. Another option is to increase
the training examples number.

Future research aims to optimize the avoidance trajectories and to improve the position
accuracy in the working points. The trajectory optimization will account for accuracy and
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energy consumption refinements. The positioning accuracy in the working points will be made
by choosing a denser cloud of points around them. Further research aims to study the method
presented in this paper using other types of neural networks and make a comparative analysis of
the results.
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Abstract: Due to the growth of the number of intelligent devices and the
broadband requirements, between others technical requirements, of the new
applications, suppose a new challenge in planning, maintenance and resource
allocation in mobile networks for the telecommunication operators. Service
providers must ensure a quality of service for users in a new environment
based in Heterogeneous Wireless Networks (HWN). A good way to achieve
this goal is to prevent the quantity of services of each mobile users being
connected to the same access networks and therefore reducing the possibility
of overloading it. This paper presents a load balancing optimization scheme
that enables operators to make decisions about re-allocation of each of the
services in different access networks, keeping the required Quality of Service
(QoS). In this paper, we propose 1) a mathematical model addressed as a
fairness resource allocation in order to obtain a global load balancing, and 2) a
two-step algorithm based on the anchor-adjustment heuristic to solve it. Our
algorithm contribute to unload the network with maximum load while at the
same time, the other networks are balanced. As a result, we show that our
algorithm finds (near)-optimal solutions while keeps low complexity.
Keywords: Fairness, load balancing, multihoming, quality of service, hetero-
geneous wireless networks (HWN).

1 Introduction

Nowadays, mobile operators have a great challenge in planning, maintenance and optimiza-
tion of their complex network infrastructure [2]. Many of these challenges are related to the
continuous growth of both mobile subscriptions and mobile traffic; in [3] the Global mobile Sup-
pliers Association estimates that there are around 1.3 billion of broadband mobile subscriptions
in the second quarter of 2013, and that the monthly traffic was around 885 Petabyte in 2012
and is expected to reach to 11.2 Exabyte in 2017 [4]. This growing, together with the need of
allowing a quality of service that ensures connectivity and mobility to its users, regardless of the
access technology, constitute the main topic of our study.

Copyright © 2006-2014 by CCC Publications
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Current infrastructure deployed by the majority of mobile operators is made up by a com-
bination of radio access technologies (RAT). It is possible that during the network operation of
the network some of these access channels could be overloaded due to a sudden growth of traffic.
Hence it is necessary to perform a good management of the resource allocation, specifically band-
width in this case, over all the access infrastructures. The final aim is to ensure a balance between
the use of network resources and the number of user connections; likewise, operators must allow
user mobility between technologies without users perceiving the change [5]. Thus, it is essential
for operators to use decision-making algorithms to manage both their network resources and the
connection of the services. This decision could be based on the QoS requirements, among other
parameters, and it can be seen as a RAT selection process.

Combining the advantage of the existence of user equipment and network protocols to provide
connections through multiple interfaces to different kind of networks [10], it would provide net-
work benefits such as ubiquitous access, reliability, load balancing, among others [6]. Specifically,
multihoming could separate a flow between multiple points of attachment (simultaneously active
or not) of a node, usually by choosing the less loaded connection or according to preferences on
the mapping between flows and interfaces. Following the latest idea, we initiated our study about
the Always Best Connected (ABC) problem in HWN with an approach based on the possibility
that the mobile user could make the decisions about which network it wants to be connected [7].
We designed a Vertical Handover (VHO) Decision Algorithm that allows the user terminal to
start a proactive re-allocation of the mobile based on parameters such as: user preferences, QoS
requirements, and network conditions. This process has as aim to avoid the over burdening of
any interface.

In this paper, we propose an efficient decision-making algorithm to perform a load balancing
by re-allocation of connected services among networks by using multihoming as main strategy.
However, the decisions are made on the operator side by using both local and global information.
The proposed algorithm is based on the anchor-adjustment heuristic proposed by Tversky and
Kahneman in [8], which runs in quadratic time proportional to the number of mobiles in the
network.

This paper extends the conference paper [1]. The key additions of this journal version are as
follows. First, Section 2 describes several works about the use of multihoming in this research
scenario. Second, this paper contains an additional explanation of the proposed model in Section
3 and the algorithm designed in Section 4. Finally, this paper contains an additional scenario
composed by seven networks and a variable number of mobiles; our obtained results are contrasted
with the results of round robin and least connected algorithms, two ore the most used load
balancing algorithms.

The remainder of this paper is organized as follows. In Section 2 we present the related
work on load balancing in cellular networks using multihoming as main strategy. In Section 3
we introduce the mathematical model that encode the objective function to obtain a global load
balancing among HWN under QoS constraints. In section 4 the load balancing algorithm based
on the anchor-adjustment heuristic is presented. The experimental results about the performance
of our proposal compared to round robin and least connected algorithms are shown in Section 5.
Finally, concluding remarks and directions for further research are given in Section 6.

2 Related Work

Multihoming and Load Balancing strategies have been topics of several research projects. A
mathematical model to load balancing is presented in [9]. This model aims to minimize the load of
network by re-allocating services from the more loaded network. Sousa, Pentikousis and Curado
present in [10] the architectural goals and system design principles for multihoming, and review
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different approaches. In addition, they show in a survey, how multihoming is supported at the
different levels of the OSI layers, covering all recent proposals based on a locator/identifier split
approach. A mathematical model for heterogeneous network and its performance, considering
both multihoming and network coding, is presented in [11]. They propose an optimal resource
allocation by deciding which data should be transmitted on which interface and, simultaneously,
which coding parameters should be used on the data. They showed that the combination of mul-
tihoming and network coding can improve significantly the service rate of Access Points (WiFi)
and Base Stations (Cellular System) and reduce the system delay. An alternative technique
based on traffic splitting using common radio resource management for Long Term Evolution
(LTE) and High-Speed Downlink Packet Access (HSDPA) networks is presented in [12]. They
propose a mathematical model to solve the traffic split problem. In their research, they found
that to maximize the throughput it is necessary minimize the transmission delay between both
networks. Then, the split ratios can be dynamically adjusted according to the channel qualities
and the load status of the networks.

Some other research studies about the use of multihoming in the cellular heterogeneous net-
works are related with the VHO process. In [13], authors present a transport-layer scheme to
support VHO between Universal Mobile Telecommunications System (UMTS) and Wireless Local
Area Network (WLAN) using Stream Control Transmission Protocol (SCTP). Their method is
based in the multihoming capability and the dynamic address reconfiguration extension of SCTP;
through it, they obtain a decrease in handover delay and improve throughput performance. The
study of Liu, Boukhatem, Martins and Bertin in [14] propose a multihoming approach to imple-
ment a seamless VHO for UMTS and WiMAX over integrated and tight coupling architectures.
Based on these architectures, authors design a sublayer of OSI layer 2 to be added to the Radio
Network Controller (RNC) and Mobile Station (MS); this sublayer implements a dual retrans-
mission queue scheme to enable a soft handover that can eliminate packet losses and reduce
handover latency significantly.

Paik et al. [15] also designed a seamless VHO mechanism using multihoming for mobile net-
works. They implement a multihomed mobile access point, which was tested over heterogeneous
networks formed by Wireless Broadband Network (WiBro) and HSDPA access technologies. As
a result, they obtained a significant reduction of handover latency by reducing IP connection
latency. Authors in [16] also use the seamless handover and multihoming techniques but their
aim was to increase the access availability, which is fundamental for QoS and critical services.
They propose one method to calculate and distribute network topology information with esti-
mated availability, which allows to predict the overall availability of accessible networks. This is
a criteria, among others, used for a handover decision in the IMH 802.21 framework. To test the
proposal they used three different access technologies, WLAN, WiMAX and UMTS.

Finally, other researchers have studied the use of multihoming as strategy to make a better
distribution of the bandwidth charge. Sungwook and Varshney [17] worked on a dynamic on-line
bandwidth reservation algorithm for some multimedia services over cellular networks. This algo-
rithm was designed to control bandwidth according to the priority of traffic services and current
network traffic conditions. Later, in [18] they proposed another adaptive on-line algorithm for
the multimedia services but it is based on the minimization of the maximum available bandwidth
in each cell in order to keep the load balancing. They compared the performance of both pro-
posed schemes with the ABR scheme and the CAC provision scheme, obtaining an appropriate
performance balance between contradictory requirements.

In this paper, we propose both a generic mathematical model to load balancing in HWN,
which uses as a main objective function the concept of fairness over the networks, and a scalable
two-step algorithm with low computational complexity that can be implemented by using VHO.
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3 A Mathematical Model for Load Balancing

Since the resources are limited, an incorrect allocation could impact both the performance
of the network and the satisfaction perception of the users. Therefore, it is necessary to define
a mathematical model that encodes the requirements of the user, the environment constraints
and the main target: to balance the load among different networks while ensuring the QoS
requirements are met. In the following sections, we define the variables, functions and parameters
of the mathematical model, and a solution that gives us an optimal distribution of loads across
multiple networks under QoS constraints.

3.1 Network Load

Let N , M and S be the sets of n networks, m mobiles and s services that compose a Cellular
System, respectively (See Figure 1). Additionally, let yj,k ∈ [0, 1] be a binary parameter that
indicates if the service k of the mobile j is activated or not. We calculate the load of the network
i (αi) as the sum of demanded bandwidth (Dk) of each connected service (k), for each mobile
(j) over the total capacity of the network channel (Ci).

αi =

∑m
j=1

∑s
k=1Dk · xki,j · yj,k

Ci
, ∀i (1)

Where xki,j = 1 if the service k of the mobile j is connected to the network i, or 0 otherwise.

Mobile Device 1
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Mobile Device m

Services ServerRAT 1

RAT 2

RAT n
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Services 1

Services 2
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Services 1
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Figure 1: Multihoming Cellular System

3.2 Load Balancing: Jain’s Index Functions

Fairness is a concept related with “equality" in the resource allocation widely used in many
research fields, including those in Wireless Networks [19]. The Jain’s Index function [20] can be
formulated to measure the fairness of resource allocation among networks, i.e. it can give us an
accurate measurement of how well-distributed is the network load in the Cellular System. This
function can be formulated as follows:

f1(α) =
[
∑n

i=1 αi]
2

n ·
∑n

i=1 α
2
i

, αi ≥ 0,∀i (2)
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f1(α) is a continuous map in to the real interval [0,1], where a value closer to 0 represent a
unbalanced load in the system, whilst a value near to 1 represents a fairer allocation.

3.3 Constraints

In this model we need to consider several constraints in order to ensure the adjustment to the
real-life networks. Some constraints are related to QoS requirements and others to the service
connectivity.

QoS constraints

We consider only two QoS parameters in our modeling: Bandwidth and Signal Strength.
However, it is important to remark that the model can be extended by including any other
QoS requirements. The bandwidth is a resource that is not unlimited, therefore, it is necessary
to ensure that all the services connected to a given network receive the requested bandwidth,
otherwise the network must reject the connection. In other words, the service k of the mobile j
can be connected to the network i if and only if:

Dk · xki,j ≤ ABi ∀i ∈ N, ∀j ∈M, ∀k ∈ S (3)

Where ABi is the available bandwidth of the network i.

The Received Signal Strength Indication (RSSI) is the relative received signal strength in a
wireless environment. It measures the power level being received by the antenna, where higher
values of the RSSI imply stronger received signals. If this value is below a certain threshold
RSSIth, we assume that the quality of the communication between the mobile and the base
station is very poor. Thus, we can define that the service k of the mobile j can be connected to
the network i if and only if:

xki,j ≤ zki,j ∀i ∈ N, ∀j ∈M, ∀k ∈ S (4)

Where the parameter zki,j = 1 if
RSSIki,j
RSSIth

≥ 1, or 0 otherwise.

Actived services constraint

This constraint ensures that all activated services of each mobile device j must be connected
to some network in N .

xki,j ≤ yj,k ∀i ∈ N, ∀j ∈M, ∀k ∈ S. (5)

Connectivity constraint

Through this constraint we ensure that each service used by the mobile j is connected to
only one network.

n∑
i=1

xki,j = max
1≤i≤n

{zki,j · yj,k} ∀j ∈M, ∀k ∈ S. (6)
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Summary

A summary of the proposed mathematical model is presented as follows:
Maximize

f1(α) =
[
∑n

i=1 αi]
2

n·
∑n

i=1 α
2
i
, αi ≥ 0 (2)

Subject to

Dk · xki,j ≤ ABi, ∀i ∈ N, ∀j ∈M, ∀k ∈ S (3)

xki,j ≤ zki,j , ∀i ∈ N, ∀j ∈M, ∀k ∈ S (4)

xki,j ≤ yj,k, ∀i ∈ N, ∀j ∈M, ∀k ∈ S (5)∑n
i=1 x

k
i,j = max

1≤i≤n
{zki,j · yj,k}, ∀j ∈M, ∀k ∈ S (6)

xki,j ∈ {0, 1}, ∀i ∈ N, ∀j ∈M, ∀k ∈ S (7)

4 Proposed Algorithms

The resource allocation problem has been proved to be NP-Complete [21], therefore, an
efficient algorithm that solves this problem is not known yet. In addition, our model includes an
objective function (see equation 2) that can only be solved by Mixed-Integer Nonlinear Fractional
Programming methods [22], which also difficult the possibility of finding an optimal solution even
in small problems. Thus, it is necessary to implement heuristics that either solve the problem
quickly or find an approximate solution when classic methods fail.

Based on the anchor-adjustment heuristic proposed in [8], we present a two-step algorithm
that solves the above mathematical model in quadratic time proportional to the number of
mobiles in the network. The proposed algorithm (see Algorithm 1) finds a (near)-optimal load
balancing among networks by performing a re-allocation of connected services. Roughly speaking,
the first step of the algorithm tries to balance the load of the network by distributing the
services from the more loaded network to the one with minimum load. Second step performs an
optimization on the result obtained from the first one by using a load distribution method with
local information.

Algorithm 1 Two-Step algorithm based on anchor-adjustment heuristic
Require: List of the set of Available Networks ANj,k = {t1, . . . , tp}, ∀j ∈M , ∀k ∈ S and p ≤ n
Require: Set of actual connection of mobiles and their services X = {x11,1, . . . , xsn,m}
Ensure: A (re) allocation of each used service by each connected mobile device.
1: Call Anchor algorithm based on a Max-Min strategy at network level (Algorithm 2)
2: Call Adjustment algorithm based on local information (Algorithm 3)
3: return A set of connections of mobiles and their services X = {x11,1, . . . , xsn,m}

We assume that for each mobile j ∈ M and each service k ∈ S of j, we have access to the
set of available networks ANj,k = {t1, . . . , tp}, ∀j ∈ M , ∀k ∈ S and p ≤ n, which is derived
by selecting those networks that meet both requirements the RSSI threshold and the available
bandwidth (see constraints 3 and 4). We will see below that the time complexity of this two-step
algorithm is bounded by O(m2), when m >> n and m >> s.
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4.1 First Step: Anchor based on a Max-Min strategy at network level

Given the set N of networks and a valid set of connections X = {x11,1, . . . , xsn,m}, i.e. set of
connections that meet the constraints 5 and 6, the algorithm finds the network imax ∈ N with
maximum load αimax and selects a random service k connected to it. Then, k is moved to the
available network with minimum load imin ∈ N that is available for k. In case that there are no
alternative networks to connect s, i.e. either there are not more reachable networks to connect
the service or all the networks have the same load, the service is not re-allocated. Note that
although the Algorithm 2 can obtain an optimal load balancing among networks in most cases,
the addition of constraints into the mathematical model may permit that the algorithm can be
stuck in local minimum. For example, if all services connected to imax ∈ N have not alternative
networks to move, then the algorithm can not perform a load balancing among any network.
The load balancing is obtained by the assignation of each service to the feasible network with
the minimum load at that moment.

Algorithm 2 Anchor based on a Max-Min strategy at network level
Require: List of the set of Available Networks ANj,k = {t1, . . . , tp}, ∀j ∈M , ∀k ∈ S and p ≤ n
Require: Set of actual connections of mobiles and their services X = {x11,1, . . . , xsn,m}
Ensure: A (re) allocation of each used service by each connected mobile device.
1: imax ← 0, imin ← 0, l← 0;
2: repeat
3: Compute αi, ∀i ∈ N ;
4: imax ← i | i ∈ N and max

i
{αi};

5: Select any xki,j = 1 | i = imax;
6: imin ← t | t ∈ ANj,k and min

t
{αt};

7: if αimin < αimax then
8: xkimax,j

= 0, xkimin,j
= 1;

9: end if
10: l = l + 1
11: until l = m · s
12: return A set of connections of mobiles and their services X = {x11,1, . . . , xsn,m}

The complexity of the Algorithm 2 is Θ(m2 · s2), where m is the number of mobile devices,
and s the number of services. Remark that although the main loop has Θ(m · s) iterations, step
6 of the algorithm implies to find the services connected to a specific network. This operation
takes at most Θ(m ·s) steps, i.e. we need to classify each mobile and its services regarding which
network they are connected to.

4.2 Second Step: Adjustment based on local information

Algorithm 4.2 uses the result of the Algorithm 2, and tries to improve the allocation of services
by using an iterative process of adjustment. The algorithm iterates on each j ∈ M and moves
each one of its service k to its available network with minimum load. In case that there are no
alternative networks to connect the service k, i.e. either there are not more reachable networks
to connect the service or all the networks have the same load, the service is not re-allocated.

Observe that Algorithm 3 permits to leave local optimal from Algorithm 2 in a greedy way:
in each iteration, the service k ∈ S of each mobile j ∈ M is moved to its less loaded available
network (local information). However, we can not ensure an optimal solution at the end of
Algorithm 3 because in each iteration, the actual load of the networks has been influenced by
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both the initial allocation of services (from step 1) and the allocation of services performed before
the current iteration.

Algorithm 3 Adjustment based on local information
Require: List of the set of Available Networks ANj,k = {t1, . . . , tp}, ∀j ∈M , ∀k ∈ S and p ≤ n
Require: Set of actual connection of mobiles and their services X = {x11,1, . . . , xsn,m}
Ensure: A (re) allocation of each used service by each connected mobile device.
1: for 1 ≤ j ≤ m do
2: for 1 ≤ k ≤ s do
3: iact ← i | xki,j = 1;
4: imin ← t | t ∈ ANj,k and min

t
{αt};

5: if αimin < αiact then
6: xkiact,j = 0, xkimin,j

= 1;
7: end if
8: end for
9: end for

10: return A set of connections of mobiles and their services X = {x11,1, . . . , xsn,m}

We found that the complexity of the Algorithm 3 is Θ(m·s), where m is the number of mobile
devices, and s the number of services. Note that this algorithm has a linear time complexity
with respect to the total number of mobiles. In general, the combination of Algorithm 2 and 3
gives us a time complexity equal to Θ(m · s+m2 · s2). However, since the number of mobiles is
usually larger than the number of services and networks, the time complexity of the Algorithm
1 has as upper bound O(m2).

5 Experimental Results

We propose an experimental environment composed for seven different radio access tech-
nologies and a finite number of mobile devices, each one with at most three different network
interfaces to supporting data, voice, and video services.

Table 1: Access Network Bandwidth
Network EDGE HSPA WiMax HSPA+ WiFi G WiFi N LTE

Bandwidth(Mbps) 0.384 14.4 37.0 42.0 54.0 100 100

Table 2: Requested Bandwidth for Service
ID Service Required Bandwidth (Mbps)
1 Voice 0.012
2 Data 0.028
3 Video 0.128

Tables 1 and 2 show the characteristics of each access network and the minimum required
bandwidth to ensure QoS for each service. To verify the efficiency and effectiveness of our algo-
rithm, we compare the solutions found by our algorithm with respect to those obtained by solving
the mathematical model and by using both the Round Robin and Least Connected algorithms.
The mathematical model was implemented in GAMS [23], and it was solved by using the global
optimization solver BONMIN (Basic Open-source NonlinearMixed INteger programming) [24].

Two different scenarios to evaluating the proposed algorithm are presented in the following
sub-sections.
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5.1 Scenario 1: Three networks and 10 mobiles

The first scenario is composed of three networks (WiMax, EDGE and HSPA) and 10 mobile
devices, where each one of them has two activated services: data and voice. Mobiles are randomly
distributed among networks and the RSSI threshold is set to 10. Figure 2, and Table 3 show the
distribution of mobiles among the networks and the RSSI values of each mobile according to a
random distribution. Table 4 (a) presents an initial connection matrix, which is the result of a
random selection process on the mobile RSSI matrix, which ensures the required bandwidth of
each service.

Figure 2: Distribution of mo-
biles in scenario 1

Mobile WiMax EDGE HSPA
k1 0 3 26
k2 9 27 23
k3 16 19 29
k4 5 15 12
k5 29 4 12
k6 14 17 24
k7 24 8 29
k8 15 14 18
k9 28 15 0
k10 19 21 11

Table 3: RSSI for each mobile in scenario 1

(a)
Mobile ID Service 1 Service 2

k1 HSPA HSPA
k2 HSPA HSPA
k3 EDGE EDGE
k4 HSPA HSPA
k5 HSPA HSPA
k6 EDGE EDGE
k7 HSPA HSPA
k8 EDGE EDGE
k9 EDGE EDGE
k10 EDGE EDGE

Jain’s Index = 0.3510

(b)
Mobile ID Service 1 Service 2

k1 HSPA HSPA
k2 HSPA HSPA
k3 WiMax WiMax
k4 HSPA HSPA
k5 HSPA HSPA
k6 WiMax WiMax
k7 HSPA HSPA
k8 WiMax WiMax
k9 WiMax WiMax
k10 WiMax WiMax

Jain’s Index = 0.5586

(c)
Mobile ID Service 1 Service 2

k1 HSPA HSPA
k2 EDGE HSPA
k3 WiMax WiMax
k4 HSPA HSPA
k5 WiMax WiMax
k6 WiMax WiMax
k7 WiMax WiMax
k8 HSPA WiMax
k9 WiMax WiMax
k10 WiMax WiMax

Jain’s Index = 0.6653

Table 4: Connection of services: (a) Initial, (b) obtained from Algorithm 2, and (c) obtained
from Algorithm 3

From the initial connection matrix, the computed Jain’s Index (See function (2)) was 0.3510
(See Table 4 (a)). Once we ran the Algorithm 2, this value raised up to 0.5586 (See Table 4 (b)).
Finally, by using the connection matrix resulting from Algorithm 2 as input for 3, the Jain’s
Index increased to 0.6653 (See Table 4 (c)), while the optimal value of such function calculated
by BONMIN was 0.7070 in 17 seconds (See Table 5). We emphasize that the solution found by
our proposal has only a relative error of 5.9% with respect to the optimal one, and its execution
time was less than 1 second.
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Mobile ID Service 1 Service 2
k1 HSPA HSPA
k2 HSPA HSPA
k3 WiMax WiMax
k4 HSPA HSPA
k5 HSPA WiMax
k6 WiMax HSPA
k7 HSPA HSPA
k8 EDGE HSPA
k9 WiMax WiMax
k10 WiMax WiMax

Jain’s Index = 0.7070

Table 5: Optimal connection of services

5.2 Scenario 2: Seven networks and a variable number of mobiles

In this scenario, we show the behavior of the proposed algorithm when the number of mobiles
is increased. The scenario is composed for seven different radio access networks (EDGE, HSPA,
WiMax, HSPA+, WiFi G, WiFi N, and LTE), and a set of a distributed randomly mobile devices
over those networks, where each one has three activated services and the number of them is
increased from 10 to 1000. We also implement both the round Robin (RR) and Least Connected
(LC) algorithms [25] to compare their performance with respect to our proposed algorithm. The
pseudo-codes of these algorithms are described in Algorithms 4 and 5. It is important to note
that our version of RR and LC also include a random selection process when the next network
in the list can not be reached by a given mobile.

Algorithm 4 Round Robin Algorithm
Require: List of the set of Available Networks ANj,k = {t1, . . . , tp}, ∀j ∈M , ∀k ∈ S and p ≤ n
Require: Set of actual connection of mobiles and their services X = {x11,1, . . . , xsn,m}
Ensure: A (re) allocation of each used service by each connected mobile device.
1: inew ← −1;
2: for 1 ≤ j ≤ m do
3: for 1 ≤ k ≤ s do
4: iact ← i | xki,j = 1;
5: inew ← (inew + 1) mod (n− 1) + 1;
6: if tinew ∈ ANj,k then
7: xkiact,j = 0, xkinew,j

= 1;
8: else
9: i ← Select a random network index from ANj,k;

10: xkiact,j = 0, xki,j = 1;
11: end if
12: end for
13: end for
14: return A set of connections of mobiles and their services X = {x11,1, . . . , xsn,m}
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Algorithm 5 Least Connected Algorithm
Require: List of the set of Available Networks ANj,k = {t1, . . . , tp}, ∀j ∈M , ∀k ∈ S and p ≤ n
Require: Set of actual connection of mobiles and their services X = {x11,1, . . . , xsn,m}
Ensure: A (re) allocation of each used service by each connected mobile device.
1: inew ← −1;
2: for 1 ≤ j ≤ m do
3: for 1 ≤ k ≤ s do
4: iact ← i | xki,j = 1;
5: inew ← Network with less number of connections;
6: if tinew ∈ ANj,k then
7: xkiact,j = 0, xkinew,j

= 1;
8: else
9: i ← Select a random network index from ANj,k;

10: xkiact,j = 0, xki,j = 1;
11: end if
12: end for
13: end for
14: return A set of connections of mobiles and their services X = {x11,1, . . . , xsn,m}

# Mobiles Optimal Without Vertical HandOver Relative Error Proposed Algorithm Relative Error
10 0.852 0.231 0.729 0.717 0.158
30 0.890 0.173 0.806 0.890 0.000
50 0.991 0.179 0.819 0.767 0.226
70 0.999 0.174 0.826 0.769 0.230
100 0.955 0.176 0.816 0.882 0.076
200 1.000 0.176 0.824 0.784 0.216
300 1.000 0.172 0.828 0.841 0.159
400 1.000 0.170 0.830 0.878 0.122
500 0.945 0.169 0.821 0.939 0.006
600 0.975 0.171 0.825 0.973 0.002
700 0.991 0.172 0.826 0.990 0.001
800 0.998 0.172 0.828 0.997 0.001
900 1.000 0.173 0.827 0.999 0.001
1000 1.000 0.173 0.827 0.998 0.002

Table 6: Computed Jain’s Index: Optimal, Without Vertical HandOver and using the proposed
algorithm

# Mobiles Round Robin Relative Error Least Connected Relative Error
10 0.162 0.810 0.174 0.796
30 0.198 0.778 0.248 0.721
50 0.216 0.782 0.256 0.742
70 0.244 0.756 0.307 0.693
100 0.490 0.487 0.338 0.646
200 0.500 0.500 0.409 0.531
300 0.659 0.341 0.515 0.485
400 0.624 0.376 0.589 0.411
500 0.682 0.278 0.646 0.316
600 0.709 0.273 0.686 0.296
700 0.783 0.210 0.712 0.282
800 0.815 0.183 0.758 0.240
900 0.829 0.171 0.781 0.219
1000 0.860 0.140 0.737 0.203

Table 7: Computed Jain’s Index: Round Robin and Least Connected Algorithms
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Figure 3: Effectiveness of the proposed algorithm

Figure 4: Relative error of the proposed algorithm

Table 8: Final network load and the computed Jain’s Index for the instances of 30, 500 and 1000
mobiles

Number of Mobiles

30 500 1000

Network PA RR LC PA RR LC PA RR LC

HSPA 2.14% 5.22% 11.31% 24.83% 96.08% 99.89% 48.89% 93.81% 99.11%

HSPA+ 1.52% 1.90% 1.78% 23.80% 32.72% 41.53% 48.25% 76.98% 70.10%

WIMAX 1.74% 3.07% 2.53% 24.22% 39.37% 67.36% 47.89% 90.36% 99.63%

LTE 1.35% 0.70% 0.50% 23.89% 14.57% 6.01% 48.16% 29.38% 19.41%

EDGE 3.23% 68.75% 48.96% 43.75% 45.83% 94.79% 54.08% 54.17% 98.96%

WiFi N 1.36% 0.99% 0.70% 24.18% 12.46% 5.36% 48.26% 29.07% 14.02%

WiFi G 1.35% 0.74% 0.61% 24.18% 27.11% 28.72% 48.01% 55.69% 99.27%

Jain-s Index 89.05% 19.84% 24.84% 93.94% 68.23% 64.61% 99.82% 86.01% 79.73%
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Tables 6 and 7 show the computed Jain’s Index and the relative error of the solutions found
by Round Robin (RR), Least Connected (LC) and the proposed (PA) algorithms. It is important
to remark that for the instances between 100 and 1000 mobile devices, we relaxed the variable
xki,j to accept real values between 0 and 1 in order to obtain a lower bound for those instances
by nonlinear programming. As you can see in Figure 3 our proposed algorithm obtains a near
optimal solutions when the number of mobiles is increased. Compared to RR and LC, we can see
in Table 8 that our algorithm converge to the optimal values obtaining a fairness load balancing.
The results obtained shows that the convergence of RR and LC to the optimal values of Jain’s
Index is due to the networks being loaded up to 100% instead of a fairness load balancing in fact.

It is appropriate to note that without vertical handover, the Jain’s Index of the networks was
low, and therefore the initial network load is unbalanced. Once we executed our algorithm, we
observed that the resulting resource allocation had given us solutions with relative error less than
23% in the first instances. However, when the size problem increases, our algorithm presents a
better convergence towards the optimal solution. Figure 4 shows how the relative error converges
to zero when the number of mobiles is increased.

6 Conclusions and Future Work

In this paper, we have presented a load balancing optimization model using multihoming
approach in heterogeneous wireless networks. In this approach, we have worked with different
wireless access networks like HSDPA, HSPA+, Edge, WiMax, WiFi and LTE. Furthermore, in
this paper we designed and implemented a Vertical Handover (VHO) Algorithm following the
Always Best Connected scheme. It allows to give a solution, in a proactive way, for re-allocation
of services when a new access network is available. It is also best to provide the required resources.
Our proposed algorithm gives a solution to global optimality.

The resource allocation problem has been proved to be NP-Complete and we have proposed
an algorithm that calculates the best load balancing solution in heterogeneous wireless networks
using a multihoming approach in polynomial time O(m2).

The mathematical optimization model was computed by using the solver called BON-MIN
(Basic Open-Source Nonlinear Mixed Integer Programming) and their results were compared
with our proposed algorithm. Simulation results showed that without vertical handover, the
initial value of the Jain’s Index was very low, which means that the initial load balancing of
the network was poor. However, the proposed algorithm solved the load balancing optimization
model with nearly the same values as the ones given by the optimal solution obtained with the
BONMIN solver.

Finally, when the number of mobiles was increased, the results obtained by our algorithm
were very close to the optimal ones from the mathematical optimization model.

In further studies, we will consider researching the applicability of Evolutionary Algorithms
for a multi-objective load-balancing scheme. In the technical scheme, we are going to work to
implement this algorithm like a functional protocol.



568 Y. Donoso, C. Lozano-Garzon, M. Camelo, P. Vila

Acknowledgments

The authors acknowledge to the Administrative Department of Science, Technology and
Innovation (COLCIENCIAS) for the financial support to Carlos Lozano-Garzon through the 528
- 2011 National Call for Doctoral Studies in Colombia, and to the Comissionat d’Universitats
i Recerca (CUR), which is part of the Departamento de innovacion, universidades i empresas
(DIUE) of the Generalitat de Catalunya, the ROGER project (TEC 2012-32336) of the Spanish
Government, the CSI project (SGR-1202) of the Generalitat de Catalunya, and the European
Social Fund through the financial support given in the grant FI-DGR 2011 to Miguel Camelo.

Bibliography

[1] Donoso Y., Lozano-Garzon C., Camelo M., Vila P.(2014); A Multihoming Load Balancing
Algorithm for a Fairness Resource Allocation in Heterogeneous Wireless Networks, Interna-
tional Conference on Computers, Communications & Control, Romania, Oradea, Baile Felix,
May 6-10, 2014, Abstracts of ICCCC 2014, ISSN 1844-4334, 4: 43.

[2] Donoso Y. (2008); Network Design for IP Convergence, Auerbach Pubn, ISBN 978-
1420067507.

[3] Global Mobile Suppliers Association, GSM/3G Stats. Fast Facts, Global Mobile Suppliers
Association, available at http://www.gsacom.com/news/statistics.php4.

[4] CISCO (2013); Cisco Visual Networking Index: Global Mobile Data Traffic Forecast Update,
2012-2017, Cisco, San Jose, CA, USA.

[5] Kumar S., Anand S.(2011); A novel scalable software platform on android for efficient QoS
on android mobile terminals based on multiple radio access technologies, Wireless Telecom-
munications Symposium (WTS), New York City, 1-6.

[6] Ernst T., Montavont N., Wakikawa R., Ng C., Kuladinithi K. (2008); Motivations and Sce-
narios for Using Multiple Interfaces and Global Addresses, Draft IETF Monami6 Working
Group, 2008.

[7] Lozano-Garzon C., Ortiz-Gonzalez N., Donoso Y.(2013); Mobile Network A Proactive VHD
Algorithm in Heterogeneous Wireless Networks for Critical Services, International Journal
of Computers Communications & Control, ISSN 1841-9844, 8(3): 425-431.

[8] Tversky A., Kahneman D. (1974); Judgment under Uncertainty: Heuristics and Biases, Sci-
ence, ISSN 0036-8075, 185: 1124-1131.

[9] Donoso Y., Fabregat R.(2007); Multi-Objective Optimization in Computer Networks Using
Metaheuristics, Auerbach Pubn, ISBN 978-0-8493-8084-6.

[10] Sousa B.M., Pentikousis K., Curado M.(2008); Multihoming Management for Future Net-
works, Mobile Network Application, ISSN 1383-469X, 16(4):505-517.

[11] Capela N., Sargento S. (2012); Optimizing Network Performance with Multihoming and
Network Coding, Globecom Workshops, 2012 IEEE, 210-215.

[12] Ruiming Y., Yongyu C., Jia S., Dacheng Y. (2012); Traffic Split Scheme Based on Com-
mon Radio Resource Management in an Integrated LTE and HSDPA Networks, Vehicular
Technology Conference (VTC Fall), 2012 IEEE, 1-5.



A Fairness Load Balancing Algorithm in HWN Using a Multihoming Strategy 569

[13] Li M., Yu F., Leung, V.C.M., Randhawa T. (2004); A New Method to Support UMT-
S/WLAN Vertical Handover using SCT, IEEE Wireless Communications, 11(4):44-51.

[14] Liu B., Boukhatem N., Martins P., Bertin, P. (2010); Multihoming At Layer-2 For Inter-
RAT Handover, 2010 IEEE 21st International Symposium on Personal Indoor and Mobile
Radio Communications (PIMRC), 1173-1178.

[15] Paik E.K., Heo S.Y., Kim H., Jin J.S., Lee S.C., Lee S.H. (2008); Seamless Vertical Handover
Using Multihomed Mobile Access Point, 2008 IEEE Global Communications Conference, 1-4.

[16] Folstad E.L., Helvik B.E. (2009); Managing availability in wireless inter domain access,
International Conference on Ultra Modern Telecommunications & Workshops, 1-6.

[17] Sungwook K., Varshney, P.K. (2002); An Adaptive Bandwidth Reservation Algorithm for
QoS Sensitive Multimedia Cellular Networks, 2002 IEEE 56th Vehicular Technology Confer-
ence, 3:1475-1479.

[18] Sungwook K., Varshney, P.K. (2003); Adaptive Load Balancing with Preemption for Mul-
timedia Cellular Networks, 2003 IEEE Wireless Communications and Networking (WCNC),
3: 1680-1684.

[19] Shi H., Prasad V., Onur E., Niemegeers I. (2013); Fairness in Wireless Networks:Issues,
Measures and Challenges, IEEE Communications Surveys & Tutorials, ISSN 1553-877X, 5-
24.

[20] Jain R., Chiu D.M., Hawe W.R., A Quantitative Measure Of Fairness And Discrimination
For Resource Allocation In Shared Computer Systems, DEC Research Report TR-301, 1984.

[21] Bayrak A. E., Optimization algorithms for resource allocation problem ff air task-
ing order preparation, Master Thesis, Middle East Technical University, available at
etd.lib.metu.edu.tr/upload/12612325/index.pdf.

[22] Mond. B, Craven B. D. (1975); Non-Linear fractional programming, Bulletin of the Aus-
tralian Mathematical Society, 12(3) : 391-397.

[23] GAMS Development Corporation, The General Algebraic Modeling System (GAMS), Re-
trived November 2013, from http://www.gams.com/.

[24] Computational Infrastructure for Operations Research, BONMIN and BONMINH Solvers,
available at http://www.gams.com/dd/docs/solvers/coin.pdf.

[25] Teo Y. M., Ayani R. (2001); Comparison of Load Balancing Strategies on Cluster-based
Web Servers, Simulation, 77(5-6): 185-195, 2001.



INTERNATIONAL JOURNAL OF COMPUTERS COMMUNICATIONS & CONTROL
ISSN 1841-9836, 9(5):570-583, October, 2014.

Trust Model in Cloud Computing Environment Based on Fuzzy
Theory

L. Gu, J. Zhong, C. Wang, Z. Ni, Y. Zhang

Lichuan Gu, Chengji Wang, Youhua Zhang
School of Computer and Information, Anhui Agricultural University
No.130 ChangJiang Road, Hefei, Anhui, 230036 China
glc@ahau.edu.cn, wang_chengji@qq.com, yhzhang@ahau.edu.cn

Jinqin Zhong
University School of International Business
No.420 Linquan road, Hefei, Anhui, 230031 China.
jinqinzhong@163.com

Zhiwei Ni, Lichuan Gu
School of Management, Hefei University of Technology
No.9 Tunxi Road, Hefei, Anhui, 230009 China
gdnzw@hfut.edu.cn

Abstract: Recent years have witnessed the development of cloud computing. How-
ever, there also come some security concerns in cloud computing environment, such
as emerging network attacks and intrusions, and instable cloud service provision due
to flexible cloud infrastructure and resources. To this end, we research on the trusted
computing in cloud computing environment. Specifically, in this paper, we propose
a trust model based on virtual machines, with two considerations. First, we intro-
duce timeliness strategy to ensure the response time and also minimize the idle time
of servers. Second, we extend the linear trust chain by differentiating the trust of
the platform domain and user domain. Besides, we develop a fuzzy theory based
method to calculate the trust value of cloud service providers. We also conduct some
experiments to evaluate our method.
Keywords: Trust model, fuzzy theory, cloud computing.

1 Introduction

Recent years have witnessed the development of cloud computing, which is an integration of
parallel computing, grid computing and distributed computing [1, 2]. With massive computing
and storage capability, cloud computing provides various resources to end users through trusted
and reliable services. In this way, users can be relieved from trivial management routines and
stay focused on the interesting business only. For example, cloud services can help to reduce the
complexity of enterprise informatization process, improve the efficiency of companies’ operation,
and facilitate the utilization of computer resources [3].

However, although cloud computing brings us extremely convenience, there also comes some
security concerns [4, 5]. The security flaws are growing ever since the complexity of system
softwares increases. Also, the increasingly development of internet, as well as emerging net-
work attacks and intrusions [6], leads to more security events. Besides, the flexibility of cloud
infrastructure and resources increases the difficulty of management and brings instability. More-
over,there might be single point failure in demanding for high quality trusted service, and thus
the cloud service delivery could be delayed or failed. For example, suitable authentication is re-
quired for access to bank accounts, healthrecords, intellectual property and business or politically
sensitive information to reduce the security risks of cloud computing infrastructure [7].

Copyright © 2006-2014 by CCC Publications
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To this end, trusted computing [8,9] is proposed by the Trusted Computing Group (TCG) [10].
With trusted computing technologies, computers can be safer and less prone to viruses and mal
ware, and therefore hardware and software can consistently behave in expected manner. One
way to ensure the functionality of cloud infrastructure through trusted computing is to leverage
the idea of chains of trust.

In this paper, we propose a trust model and its evaluation method in cloud computing envi-
ronment. Specifically, (1) the trust model in this study is built in cloud computing environment
instead of traditional scenarios; (2) since time factor is significant for both QoS in requesting
cloud services and also maximizing the utilization of cloud resources, we consider timeliness
strategy in choosing trusted cloud services; (3) we extend the traditional linear trust chain as a
tree-like structure to differentiate the trust of the platform domain and user domain; and (4) the
evaluation of trusted computing is based on the fuzzy theory.

The remains of this paper are organized as follows. In Section 2 we provide some related
work. Section 3 presents our proposed trust model and the fuzzy theory based evaluation method.
Then experiments are conducted in Section 4. Finally, the paper is concluded in Section 5.

2 Related work

In this section, we present some related work. Generally, there are three categories: theo-
retical research on trusted computing (TC),architecture and implementation of TC, and TC for
virtual machines environment.

The first category is theoretical efforts on trusted computing. Blaze et al. [11] first proposed
the concept of trust management in 1996. Then, Josang et al. [12–14]proposed a trust model
based on subjective logic, and introduced evidence space and opinion space to measure the trust
relationship. Beth et al. [15] classified trust into direct trust and indirect trust, and proposed to
measure the trust based on the degree of task completion. Fault tolerance capability in trusted
computing within the whole life cycle of software development was also discussed [16–18]. Smith
et al. [19] developed a outbound authentication model using IBM secure coprocessors. Abadi et
al. [20] provided a formal description of the access control process in NGSCB system using secure
logical language. Chen et al. [21]described the process of secure bootstrap in trusted computing
using predicate logic.

There are also many efforts on the architecture and implementation of TC. IBM 4758 secure
coprocessors [22] are one of the most earliest secure hardware. The design of IBM 4758 is to
provide an isolated running environment to ensure the computing and storage capability even
when something happens to the operating system or the main processors. Stanford University
developed an architectural support for copy and tamper resistant software, called XOM [23].
Suh et al. [24] developed AEGIS, an architecture for a single-chip aegis processor which can be
used to build computing systems secure against both physical and software attacks. Chen et
al. [25] designed another secure processor Cerium. BEAR [26, 27] constructs trusted computing
in commercial trusted platforms in Linux, and extends trust chain to the folder layer by checking
the integrity of folders when they are first opened. Also, IBM proposed an architecture for
trusted computing called IMA [28].

The last category of related work is trusted computing for virtual machines. Garfinkel et
al. [29] developed a virtual machine-based platform for trusted computing, called Terra. It allows
applications with a wide range of security requirements to run simultaneously on commodity
hardware. Also, IBM implemented vTPM [30] to support trusted computing for multiple virtual
machines, by introducing a virtual layer and extending the trust chain for virtual machines based
on typical trusted platform module (TPM).
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3 Proposed trust model

In typical cloud computing environment, the service model is multi-layered. That is, the cloud
service provider (CSP) not only provides services to end users, but also to the upper layer CSPs,
which forms a trust chain of service providers and consumers. As shown in Figure 1, the arrow
denotes from providers to consumers. For example, the service of end users might be provided
by a SaaS CSP directly, or first PaaS CSP then SaaS CSP, or from IaaS CSP downstream to
end users.

Figure 1: Trust transitivity service providers and consumers

There are two kinds of trust in cloud computing environment: direct and indirect trust.
Direct trust means the impression of consumer users on the service quality of CSP, while indirect
trust denotes the aggregated impression of all other previous consumers who have used the service
or other CSPs who have connections with current CSP.

Suppose user ua wants to use the cloud service from CSP X .The objective is to calculate
the trust value of X and determine if X is trusted. Denote Imp(a, b) as the impression of b on
a. Therefore, the trust value of X for ua can be calculated as:

Imp(X,ua) = C1

∑
ui∈U

αiImp(X,ui) + C2

∑
Y

βiImp(X,Y ) (1)

where Imp(X,ui) is the impression value of ui on CSP X , Imp(X,Y ) is the impression of other
CSPs on X, and C1, C2, αi, βi are coefficients.

3.1 Timeliness strategy

In a cloud computing environment, host data nodes provide trusted services with high credible
and stable resources, where timeliness is a significant indicator. Generally, the process of trusted
cloud services is as follows. First, if there exist idle host data nodes, then evaluate the timeliness
of the node. Second, calculate the trust value of data node based on the timeliness and trust
model. If the trust value is satisfactory, then the node is assigned for cloud services; otherwise,
repeat the process for the next service request.

We assume that the trust value is related to time, and the more recent the evaluation is, the
more contribution it has to the current trust calculation. Let Imp(X,ui)L be the trust value
at time L Therefore, the trust value of X for ua can be represented by rewriting Equation (1)
through introducing timeliness strategy:

Trust(X,ua) = Imp(X,ua)L −∆Imp · F (t− L) (2)

where Imp(X,ua)L is the current impression value at time L , and ∆Imp ·F (t−L) indicates the
affect of previous trust value.

Suppose there are k historical impression values before L, and Imp(X,ua)L is defined as:

Imp(X,ua)L =
k∑
i=1

Imp(X,ua)iwi (3)
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where
k∑
i=1

wi = 1.

Since the history impression evaluation happens randomly, we equally split the history time
period into m segments in order to differentiate the importance of each historical evaluation.
Historical impressions within the same time window W are assigned an identical weight ωW .
Therefore, inspired by [31], weight wi can be calculated as:

wi =

n∑
j=1

m−1
√
ωW1(m− j)ωWm(j − 1)

n
(4)

where n is the number of values within i-th historical impression. Substitute Equation (4) into
(3), we get

Imp(X,ua)L =

k∑
i=1

Imp(X,ua)i
n∑
j=1

m−1
√
ωW1(m− j)ωWm(j − 1)

n
(5)

Suppose the experience distribution of ∆Imp follows Gumbel distribution [32]. Therefore the
estimate of ∆Imp is:

Ĝ(Impi) = exp

{
− exp

{
− Impi − û

δ̂

}}
(6)

where û, δ̂ is the maximum likelihood estimates for Gumbel distribution.
Time based function F (t− L) follows exponential distribution:

F (t− L) =
∫ +∞

L
(t− L)f(t)dt = exp(−λL)

λ
(7)

3.2 Tree structured trust chain

In this section, we consider the trust between a specific CSP and users. The objective is to
measure the trust value from the CSP hardware to user defined software.

Trust relationship in cloud environment is more complicated than the traditional scenarios.
For example, the services are typically running in virtual machines with larger management and
user domain, which is hardly measured by the traditional linear structure. Moreover, for some
business requirements, services are assembled across multiple user domains, which also increase
the difficulty of measuring the trust. Note that by management domain, we mean the set of
objects, typically refers to the component in traditional trust chain; by user domain, we mean
that different users that request for the service.

Typically, cloud users don’t have controls over the hardware devices, and thus the safety
is only ensured by service-level agreement (SLA). However, users wish to somehow control the
virtual computing resources, i.e., virtual machines (VM), so that user-defined security strategy
can be passed over VM and therefore ensure the safety of cloud resources.

One popular solution is to use trusted platform module (TPM), which is a specialized chip
that can securely store information, such as passwords and encryption keys, with independent
execution CPU unit. The typical architecture of TPM is shown in Figure 2. TPM provides
trusted computing by ensuring security to operating systems and TCG Software Stack (TSS).
TSS is a support software of TPM, and its architecture is shown in Figure 3.

In cloud computing environment, trusted computing is typically implemented by virtualizing
the Trusted Platform Module (vTPM). However, vTPM is only a virtual instance of physical
TPM in user domain, which calls the physical TPM resource to provide TPM service, as shown
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Figure 2: TPM component architecture

Figure 3: Architecture of TSS
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in Figure 4. There are some limitations of this simple structure. First, the whole structure is
dependent on limited physical TPM, which is not scalable for large scale virtual machines in
cloud platform. Second, evaluation of each individual vTPM is sequential due to the limited
physical resource, and therefore it is not dynamic and elastic. Last, vTPM relies on physical
TPM, that is, the trusted capability is ensured by the cloud infrastructure only. Accordingly,
users cannot specify their personalized security strategies on demand. Moreover, we observe that
existing trust models, where the evaluation is all performed by one single node, are inappropriate
especially in cloud computing environment [33].

Figure 4: Illustration of user virtual machine

To this end, in this section, we propose a tree structured trust model by distributing the
evaluation work to multiple nodes. Specifically, we combine the trust evaluation from physical
platform and user domain. As shown in Figure 5, there are two stages in the evaluating of trust
value. First, there is a chain of trust in physical TPM, i.e., CRTM’BIOS’GRUB’VMM. The
integrity and security of the system is ensured by the isolation mechanism of physical TPM and
cloud infrastructure. Second, TPM controller creates TPM for each user, i.e., uTPM, which is
responsible for the evaluation and security of software components in the user domain. Each
uTPM is created for a user virtual machine, and holds the results of integrity evaluation and
reports to users.

There are two kinds of trust transitivity in this model. (1) Pass the trust from physical TPM
to TPM controller, from hardware to user virtual machine. In this way, we can combine the trust
of platform and the trust of user virtual machine together, to provide a complete trust chain.
(2) Pass the trust from user to virtual machine. By virtualizing TPM, an independent vTPM is
created for each user virtual machine, i.e., uTPM. In Figure 5, each node in the upper physical
trust chain is responsible for evaluating trust, and the evaluation is performed for each user in
parallel in the lower user domain trust chain.

Theorem 1. The tree structured trust model in Figure is trusted.
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Figure 5: Illustration of tree structured trust model

Proof: For ease of description, we simplify the tree structured trust model in Figure 6. Denote
the trust value of node A for B as T (A,B) . Inferred by the trust transitivity principle, we
have T (A,B) = min{T (A,B), T (B,C), . . . , T (N − 1, N)} . As proved in [24], the left part chain
A→ B → C → · · · → N is trusted.

Now we consider the right part chain. Each node Ui represents a trust chain of each
user virtual machine, and therefore Ui itself is trusted. There are multiple direct paths, i.e.,
T1(N,U1), T2(N,U2), . . . , TN (N,UN ). The final trust value T (N,U) is no less than

max
{
T1(N,U1), T2(N,U2), . . . , TN (N,UN )

}
.

Therefore the right part chain is trusted. 2

Figure 6: Illustration of tree structured trust model

3.3 Fuzzy theory based trust model

As used in many Suppose the confidence level for trust is U = {U1, U2, U3, U4} = {‘not
trusted’, ‘somehow trusted’, ‘normal trusted’, ‘complete trusted’}, and the confidence vector
V = {v1, v2, v3, v4}, where vi(i = 1, 2, 3, 4) denotes the degree of membership of each level Ui.

Figure 7: Illustration of trust transitivity
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The trust between initial entity and target entity is evaluated through the stepwise evaluation
and the transitivity between them. As shown in Figure 7, where A is observed entity, B is
evaluation entity, and R1, R2, . . . , Rn are the intermediate entities. The corresponding trusts
between nodes are Vt1, Vt2, . . . , Vtn, Vd , and the trust vector from A to B is Vt . The integrity
of direct measurement is mainly affected by the measuring capability of the current evaluation
node.

Now we consider the timeliness factor. Let DT (Ri, Rj, t) be the direct trust of Rj in Ri at
time t , and it can be calculated as:

DT (Ri, Rj , t) =
SRjRi

SRjRi + FRjRi

δ(t, t0) (8)

where SRjRi denotes the number of successful historical integrity evaluation of Rj on Ri, FRjRi

is the number of failure evaluation, and t, t0 denote the current and first evaluation time respec-
tively. δ(t, t0) is the time decay function, defined as:

δ(t, t0) = 1− t− t0
t

ξ (9)

where ξ ∈ [0, 1] is the adjustment factor of the decay.
The value of direct trust DT (Ri, Rj , t) can be transformed into a fuzzy vector V (i, j) =

(v1, v2, v3, v4) , where

v1 =


1− 2

(
DT
0.5

)2
, 0 ≤ DT ≤ 0.25;

2
(
0.5−DT

0.5

)2
, 0.25 < DT < 0.5;

0, 0.5 < DT < 1.

(10)

v2 =



0, 0 ≤ DT ≤ 0.25;

1− 2
(
DT−0.25

0.5

)2
, 0.25 < DT ≤ 0.25;

2
(
0.75−DT

0.5

)2
, 0.5 < DT ≤ 0.75;

0, 0.75 < DT ≤ 1.

(11)

v3 =



0, 0 ≤ DT ≤ 0.25;

2
(
DT−0.25

0.5

)2
0.25 < DT ≤ 0.5;

1− 2
(
0.75−DT

0.5

)2
0.5 < DT ≤ 0.75;

0 0.75 < DT ≤ 1.

(12)

v4 =


0, 0 ≤ DT ≤ 0.5;

2
(
DT−0.5

0.5

)2
0.5 < DT ≤ 0.75;

1− 2
(
DT−1
0.5

)2
0.75 < DT ≤ 1.

(13)

Suppose there are n evaluation metrics Z = {z1, z2, . . . , zn}, we get the evaluation matrix for
entity Ri :

Vi =


v1,1 v1,2 · · · v1,n

v2,1 v2,2 · · · v2,n

v3,1 v3,2 · · · v3,n

v4,1 v4,2 · · · v4,n

 (14)
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Therefore, the indirect trust of Ri is calculated as:

ITi =Wi · Vi (15)

where Wi = (w1, w2, w3, w4) is the weights of each metric, and wi ∈ [0, 1],
4∑
i=1
wi = 1. We employ

a fuzzy reasoning method based on similarity. Suppose there exist a rule:

R : If A Then B, λ,W (16)

where A is the antecedent component, B is the consequent component of the rule, and λ is a
threshold which decides the rule to be executed or not.

The similarity between two entities is calculated as:

S(A′i, Ai) =


M(A′i∩Ai)

M(A′i)∨M(Ai)
, if A′i ⊆ Ai or A′i ⊇ Ai

A′i∩Ai
M(A′i) , else.

(17)

where A′i, Ai are fuzzy set, M(Ai) =
∑
x∈Xi

µAi(x), Xi is the mathematical domain of discourse

for A′i, Ai.
As shown in Figure, in our case, the antecedent components are Vt1, Vt2, . . . , Vtn, and the

consequent component is Vt. That is, the rule is:

R : If the measurement of A for R1 is Vt1
AND the measurement of R1 for R2 is Vt2
AND · · ·
AND the measurement of Rn for B is Vd
Then the measurement of A for B is Vt

(18)

Given the observed values are V ′t1, V ′t2, . . . , V ′tn, the goal is to calculate the observed V ′t. The
process of inference is as follows.

Step 1: Calculate the similarity between observed S(V ′ti, Vti), i = 1, 2, · · · , n;
Step 2: If S(V ′ti, Vti) > λ , calculate the overall similarity:

SW (V ′ti, Vti) =
n∑
i=1

S(V ′ti, Vti)∗
wi
n∑
j=1

wj

(19)

Step 3: Compute the inference results:

θ1 =

k1∑
i=1

S(V ′ti, Vti)∗wi
k1∑
i=1
wj

(20)

where j ∈ {i :M(V ′ti) ≥W (Vti)} , and

θ2 =

k2∑
i=1

S(V ′ti, Vti)∗wi
k2∑
i=1
wj

(21)
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where j ∈
{
i :M(V ′ti) < W (Vti)

}
.

If θ ̸= 0 and θ2 ̸= 0, then

V ′t =


Vt∗θ1
θ2

, θ1 ≤ θ2;

min
{
1, Vt∗θ1θ2

}
, otherwise.

(22)

If θ1 = 0 or θ2 = 0, then

Vt =

Vt∗SW , θ1 ≤ θ2;

min
{
1, VtSW

}
, otherwise.

(23)

To sum up, in this section we presented the proposed trust model, which works as follows.
When user a wants to use some service, for each qualified candidate CSP X, he/she first inquires
the information from other users and CSPs who have interactions with X. Then, for each X, a
tree structured trust chain is constructed, where the upper part is the trust chain for physical
TPM of X, and the lower part is built for each possible user. After that, an evaluation method
based on fuzzy theory is performed to calculate the trust value of a for X. Once all the trust
value is learned, user a can determine if a CSP X is trusted or not.

4 Experiment

In this section, we evaluate the efficiency of our proposed tree structured trust model. The
configuration of PC is as follows. Intel Core i5 2.8 GHz CPU with four cores, 4 GB memory, 500 G
hard disk. We use Xen virtualization platform for virtualization implementation, CloudSim [34]
for cloud computing platform simulation, and Matlab for fuzzy system implementation.

4.1 Evaluating trusted cloud service selection

Figure 8 shows the trust value of four types of CSPs with different number of transactions. We
have the following observations. First, for complete trusted and normal trusted CSPs, the trust
value is near linearly growing since they are offering real trusted services. Second, for somehow
trusted CSPs, the trust value is unstable. Third, the value of not trusted CSPs decreases quickly,
and they would not be selected as the cloud service provider.

4.2 Evaluating timeliness

We compare our method with traditional Dynamic Level Scheduling (DLS) algorithm [35]
for scheduling cloud services with the consideration of timeliness factor. The results are reflected
as the average of 100 executions.

Figure 9 shows the ratio of successful execution with different numbers of tasks. We can
observe that the successful execution tends to increase when the number of tasks is growing.
However, for DLS algorithm, the maximum success ratio is around 0.65. The reason is that it
does not consider the node failure at specific time. By contrast, our method performs better
because we consider the timeliness factor in all historical evaluations.

Figure 10 shows the average schedule length with different numbers of tasks. The average
schedule length grows when there are more tasks. Also, the average schedule length of DLS is
smaller than that of our method. Therefore, we can see that our method achieves larger success
ratio by sacrificing the scheduling time. Although the time cost increases, our method can help
to select more successful trusted cloud services.
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Figure 8: Trust value of four types with different number of transactions

Figure 9: The ratio of successful execution with different numbers of tasks
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Figure 10: Average schedule length with different numbers of tasks

5 Conclusion

In this paper, we proposed a trust model in cloud computing environment. Specifically, the
trust model is designed for virtual machines with the consideration of timeliness factor. Moreover,
we employ a fuzzy theory based method to calculate the trust value of specific CSP.

In our experiments, we exhibit the trust value of four pre-defined confidence levels, and also
evaluate the efficiency of the timeliness consideration. We find that our method can improve the
successful response of selecting cloud services at the expense of average schedule length.

However, in future works, we might want to explore a more optimal balance between efficiency
and effectiveness.
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Abstract: The paper proposes a new method for project risk management. It is
proposed how, after risk identification, the countermeasures for risk mitigation and
elimination can be selected, taking into account the cost and effort linked to them
as well as the weights assigned by the decision maker to risk attributes, such as
probability or consequences, and the values of those attributes. The risk attributes
and weights, as well as the maximal total risk and the maximal total effort of risk
mitigation accepted by the decision maker for the project are expressed as fuzzy
numbers, which in turn constitute models for linguistic expressions.
Keywords: project risk, risk mitigation, risk transfer, risk elimination, fuzzy logic-
based optimisation.

1 Introduction

Project risk management is a very important subject and there is a lot of literature connected
to it. There are also a lot of risk definitions (it is assumed here, after [1], that risk is defined as
an event which may happen and if it does, it will have negative consequences on at least one of
project success determinants1) and risk management methods or techniques (e.g. [1]). Most of
them can be summarized as follows:

I. Risk identification;

II. Risk evaluation - the risks identified in point I. are evaluated on the basis of their attributes
(like probability and consequences);

III. Risk elimination, transfer or mitigation - taking some steps or countermeasures which
eliminate some risks or decrease the evaluation of others;

IV. Risk control during the project execution;

V. Lesson learned recording.

The problem to which this paper wants to contribute is point III. of the above procedure.
There are no formal methods in the literature, apart from one presented in [10], helping the
decision maker in this step. Normally only informal procedures are proposed (e.g. [6]). And
in [10] the authors assume among others that the probability of the risks cannot be explicitly

1Project success determinants are discussed later in the paper.

Copyright © 2006-2014 by CCC Publications
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influenced by the countermeasures, but only the expected value of monetary losses, which in our
opinion is wrong - in reality usually each risk attribute (e.g. probability, consequences, etc.), can
be individually influenced by individual countermeasures. The authors of [10] assume also that
the goal is the maximization of the monetary expected value of risk reduced by the countermea-
sures, whereas we assume that the goal should be the minimization of countermeasures total cost
needed to attain a fixed total risk level of the project, which we think to be more realistic. Also,
in [10] crisp values are required for risk attributes, ever for quality, whereas we assume linguistic
expressions (fuzzy numbers) for risk attributes, like it is done e.g. in [4] and [9], as we think
crisp values would usually be difficult to obtain from the decision maker. Also, basing ourselves
on [9], it is assumed here that different risk attributes may have various weights in the eyes in
the decision maker, which in [10] is ignored. For one decision maker mostly the consequences
may count (this is the case for projects where consequences are injuries or deaths of human
beings), for some decision makers mostly the probabilities (it is so for many public projects,
where each problem, even a relatively small one, is noticed by the media who make a big deal of
it). What is more, nowhere in the literature the notion of risk levels (e.g. project level, closest
environment level, further environment level, national level, international level etc., introduced
in [8]) and the effort linked to an effective application of countermeasures on each of the different
levels are combined with the choice of risk countermeasures, and this is done in the present paper.

2 Basic notions and notation

As it was mentioned above, project risk is an event which might happen and if it happens,
it will have negative consequences on one of the success determinants of the project. There are
several determinants of project success (for a review see e.g. [2]), like time, quality, cost, customer
satisfaction, etc. Let us denote those determinants as Dl, l = 1, . . . , L.

The risks may concern several levels ( [8]), e.g. the project level, the closer environment level
(for construction projects this would be the construction market level), the further environment
level (for construction projects this would be the national level), etc. The various levels are
denoted as Lt, t = 1, . . . , T . The higher the level index, the harder accessible and the less
possible to influence the level is, thus the less manageable the risks linked to this level are.

It is assumed that (point I. of the project risk management procedure given above) P lt risks
for each level Lt, t = 1, . . . , T and for each determinant Dl, l = 1, . . . , L have been identified
(the risks will be denoted as Rt,lk , k = 1, . . . , P lt ). Each risk Rt,lk , if it happens, it concerns level
Lt (thus, if one wanted to mitigate or eliminate it, one would have to act on the respective level)
and will influence determinant Dl, l = 1, . . . , L of project success. It is also assumed that each
risk is linked to exactly one level and to exactly one determinant, but this assumption would not
be difficult to be given up.

Each risk Rt,lk will have several attributes. Usually two or at the most three risk attributes
are considered: the probability of occurrence, the consequences of the occurrence (for the project
success determinant linked to the specific risk, i.e. risks may have consequences for time, cost,
quality, customer satisfaction etc.) and sometimes the difficulty in an early detection or in early
forecasting of the risk occurrence (e.g. [6]). Sometimes additional attributes may be important,
like the probability of the occurrence of consequences once the risk has happened, the degree of
influence we have on the occurrence of the risk etc. The latter attribute is especially important
in case we have to consider several levels on which the risks may occur: the further the level, the
less effective our countermeasures may be.

Let us denote the number of attributes asA, and the attributes themselves as va, a = 1, . . . , A.
The attributes are functions of risks, thus the value of the a-th attribute of risk Rt,lk will be
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va(R
t,l
k ), a = 1, . . . , A , l = 1, . . . , L, t = 1, . . . , T, k = 1, . . . , P lt . va(R

t,l
k ) will be all measured in

the same scale, their values will be given by experts.
As mentioned above, various risk attributes may have various weights in the eyes of the

decision maker. Each attribute va(R
t,l
k ) will be thus assigned a weight wa(R

t,l
k ), also according

to a given scale.
Finally, it is possible to use the defined parameters to evaluate each risk (point II. of the

project risk management procedure). The evaluation REV (Rt,lk ) of each risk may be defined
using one of the formulae proposed e.g. in [6]2, e.g. the following one:

REV (Rt,lk ) =

A∑
a=1

wa(R
t,l
k ) · va(Rt,lk )

A∑
a=1

wa(R
t,l
k )

(1)

As a further step (point III. of the project risk management procedure), it is proposed to try
to identify certain countermeasures to eliminate or mitigate the risks. It is assumed that each
measure may concern only one level, one project success determinant and one risk attribute. This
assumption seems natural: one countermeasure can e.g. be effective only on the national level
and affect only the time, i.e. a possible delay being the consequence of a certain risk, another
countermeasure may concern only the project level and affect the cost and the probability of
an event which would increase cost. Let us introduce also a simplifying assumption that each
attribute of each risk can be affected by only one measure. Thus, for each l = 1, . . . , L, t =
1, . . . , T and a = 1, . . . , A let us define a set of measures (M t,l,a

h , h = 1, . . . , H l,a
t ). Then, for each

attribute va(R
t,l
k ), a = 1, . . . , A of each risk Rt,lk (k = 1, . . . , P lt ) it is identified which measure

among the measures
{
M t,l,a
h , h = 1, . . . , H l,a

t

}
can be applied, and the index of this measure will

be denoted as M(va(R
t,l
k )). The value of each attribute of the risk Rt,lk after the application of the

measure indexed by M(va(R
t,l
k )) will be equal to m(va(R

t,l
k )). Of course it is true m(va(R

t,l
k )) <

va(R
t,l
k ). For some risks and attributes no countermeasure may exist - then it is set everywhere

m(va(R
t,l
k )) = va(R

t,l
k ).

The evaluation of each risk after the application of the measures will be

REV (Rt,lk ) =

A∑
a=1

wa(R
t,l
k ) ·m(va(R

t,l
k ))

A∑
a=1

wa(R
t,l
k )

(2)

Each measure will of course be linked to a cost, measured in monetary values, denoted as
C(M t,l,a

h ), h = 1, . . . , H l
t , l = 1, . . . , L, t = 1, . . . , T, a = 1, . . . , A. Apart from the cost, the

implementation of each measure will mean an effort, problems of various kind, the necessity to
seek the access to certain people, to ask for permissions, uncertainty as far the effect of the
measure is concerned, etc. - usually the bigger, the higher the level index is. Thus it is assumed
that the effort depends on the level, not on the individual measures (again, it is only a simplifying
assumption). It will be denoted as Et, t = 1, . . . , T and evaluated by an expert in a fixed scale.
Each single measure M t,l,a

h , h = 1, . . . ,H l
t , l = 1, . . . , L, a = 1, . . . , A will be thus linked to effort

Et.
2In [6] there is a discussion showing that from the practical point of view all the formulae are in fact equivalent.
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3 Model optimising the choice of countermeasures in project risk
management

In the model we assume that the project manager wants, if possible, to achieve a small project
overall risk level at the minimal cost. Also, the effort linked to the measures should be taken
into account. Thus in fact three objective functions should be present in the model: the overall
risk level, the cost of applying risk mitigation or elimination measures and the overall effort of
applying those measures.

In order to solve this multicriteria problem, let us choose the easiest approach, where the level
of all but one criteria has to be fixed, so that only one criteria formally remains as an objective
function. In our opinion in most cases the decision maker will have to maintain a certain level of
overall risk, and this level would be fixed beforehand. The decision maker would thus seek a way
to achieve this level at the minimal cost. Also, he would like to minimize the effort, but probably
rather as a secondary goal, trying to control it and be aware of it than to search for an absolute
minimum. That is why the following model is proposed, but of course other formulations of this
multicriteria problem would be possible too.∑

h=1,...,Hl
t, l=1,...,L,

t=1,...,T, a=1,...,A

C(M t,l,a
h ) · xt,l,ah → min (3)

∑
l=1,...,L, t=1,...,T,
a=1,...,A, k=1,...,P l

t

A∑
a=1

wa(R
t,l
k ) · (1− yt,lk,a) · va(R

t,l
k ) +

A∑
a=1

wa(R
t,l
k ) · yt,lk,a ·m(va(R

t,l
k ))

A∑
a=1

wa(R
t,l
k )

≤ RL (4)

∑
k∈{1,...,P l

t} and M(va(R
t,l
k ))=h

yt,lk,a ≤M · x
t,l,a
h (5)

for each h = 1, . . . , H l
t , l = 1, . . . , L, t = 1, . . . , T, a = 1, . . . , A∑

h=1,...,Hl
t, l=1,...,L,

t=1,...,T, a=1,...,A

E(M t,l,a
h ) · xt,l,ah ≤ EL (6)

where xt,l,ah , h = 1, . . . , H l
t , l = 1, . . . , L, t = 1, . . . , T, a = 1, . . . , A, will be equal to 1 if the

corresponding measure should be applied and to 0 otherwise, yt,lk,a, l = 1, . . . , L, t = 1, . . . , T, a =

1, . . . , A, k = 1, . . . , P lt will be binary variables fulfilling the constraint yt,lk,a = 0 (thus, being able
to be eliminated from the model) if the value of the a-th attribute of risk Rt,lk would not be
changed thanks to the corresponding countermeasure. The constant RL stands for the admissible
overall project risk level, the constant EL for the admissible effort level linked to the selected
countermeasures and the constant M for a sufficiently big number.

Actually, in practice most of the parameters in the above model may be impossible to deter-
mine in an exact way and may require a fuzzy formulation. Because of the limited scope of the
paper, we assume, basing ourselves on [4, 5, 7, 9], only the risk attributes and the weights of the
attributes to be fuzzy, as well the constants RL and EL and cost values will be crisp.

For the fuzzy modeling, let us use here the language from [9], where the authors consider
three risk attributes (probability of occurrence, severity of consequences, early detection diffi-
culty) whose values can take five fuzzy vales each (VH - very high, H - high, M - moderate, L
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- low, VL - very low). The same 5 values are assigned in [9] to the attributes weights. The
human language assumed in [9] at the background is as follows (Ã = (a1, a2, a3) stands for the
triangular fuzzy number with support [a1, a3] and a2 as the value with the membership degree 1):

Table 1: Linguistic scale for risk attributes, their weights and the effort linked to the counter-
measures [9]

Linguistic term Corresponding triangular fuzzy number
Very low (VL) (0, 0, 0.25)

Low (L) (0, 0.25, 0.5)
Moderate (M) (0, 0.5, 0.75)

High (0, 0.75, 1)
Very High (VH) (0.75, 1, 1)

For RL and EL we will use fuzzy numbers Ã = (a1, a2, a3) with a2 = a3. The decision maker
might be supported in the choice of the fuzzy numbers for RL and EL by means of questions
similar to the following ones:

• For RL: how many serious risks at the maximum would he accept, and how many serious
risk he thinks have to be linked to each project at the minimum (as there are no projects
without risk and accepting risks opens new possibilities)?

• For EL: similar questions, but regarding difficult countermeasures.

With fuzzy parameters denoted by ,̃ we would have a mathematical programming problem
with fuzzy parameters in constraint (4), which would become

∑
l=1,...,L, t=1,...,T,
a=1,...,A, k=1,...,P l

t

A∑
a=1

w̃a(R
t,l
k ) · (1− yt,lk,a) · ṽa(R

t,l
k ) +

A∑
a=1

w̃a(R
t,l
k ) · yt,lk,a · m̃(va(R

t,l
k ))

A∑
a=1

w̃a(R
t,l
k )

≤ R̃L (7)

The rest of model (3) - (6) will remain unchanged.
Constraint (7) is not unequivocal. It may be interpreted in many ways, according to the way

the decision maker chooses to compare fuzzy numbers. Also, the fuzzy numbers on the left hand
side have to be multiplied with a constant and added one to another.

Let us thus discuss shortly basic arithmetical operations on fuzzy numbers and the simplest
approaches of comparing them. Let us thus consider two triangular fuzzy numbers Ã and B̃,
based, respectively, on the following triples of crisp numbers: (a1, a2, a3) and (b1, b2, b3). Then
we have:

• Ã+ B̃ = (a1 + b1, a2 + b2, a3 + b3) (8)

• Ã · B̃ = (a1b1, a2b2, a3b3) if all the parameters are positive (9)

• For each crisp number r we have: r · Ã = Ã · r = (ra1, ra2, ra3) (10)

If it comes to the inequality Ã ≤ B̃, it may be interpreted depending on the pessimism/opti-
mism degree of the decision maker. E.g. three interpretations listed below are possible, where
the first one is the most pessimistic (it is most difficult for Ã to satisfy it) and the last one the
most optimistic:
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• a3 ≤ b1 (11)

• a3+a2
2 ≤ b2+b1

2 (12)

• a2 ≤ b2 (13)

• a2+a1
2 ≤ b3+b2

2 (14)

• a1 ≤ b3 (15)

For other possibilities see e.g. [3]. Choosing (in cooperation with the decision maker) one of
the approaches, we can turn constraint (7) into a crisp constraint.

4 Example

Let us consider a real world construction project, presented in detail in [8]. There are over
30 risks there and a similar number of countermeasures. Here let us consider only a selection of
the data. Thus we have the following risks:

• on the project level, determinant time: R1,1
1 - erroneous identification of soil;

• on the project level, determinant cost: R1,2
1 - accidents during the construction;

• on the construction market level, determinant time: R2,1
1 - non-availability of work force

at the budgeted cost;

• on the construction market level, determinant cost: R2,2
1 - non-availability of required

equipment;

• on the national level, determinant cost: R3,2
1 - unfavorable inflation.

The values of the risk attributes were assessed by the experts, as well as the weights of the
attributes (we assume in the example that the weights are the same for all the risks).

Table 2: Risks attributes and their weights in the example
Risk R1,1

1 R1,2
1 R2,1

1 R2,2
1 R3,2

1 Weight of
the attribute

Probability of occurrence M VH M H H L
Consequences of occurrence H VH H M VH VH
Difficulty in early detection VH H L L L M
Difficulty in influencing the risk
by countermeasures

L L H H VH M

Five countermeasures have been identified, together with their cost and effort:
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Table 3: Countermeasures, their cost, efforts and effects for the example
Countermeasure Risk and

attribute
influenced

Effect on
the at-
tribute

Cost of the coun-
termeasure (in
monetary units
denoted $)

Effort linked
to the coun-
termeasure

Having ready an alter-
native technology which
can be used immediately
when the soil problem is
detected, M1,1,2

1

R1,1
1 conse-

quences
H → L 40 $ L

Additional check of all
the equipment and work-
ers training, M1,2,1

1

R1,2
1 , proba-

bility
VH→H 30 $ L

Training offered to pupils
which are about to grad-
uate a construction high
school, M2,1,2

1

R2,1
1 , proba-

bility
M→L 50 $ H

Renting or reserving
the needed equipment
already now, M2,2,1

1

R2,2
1 , conse-

quences
M→VL 40 $ H

Using a more stable cur-
rency in all the transac-
tions, M3,2,1

1

R3,2
1 , proba-

bility
H→L 20 $ VH

For the example we have:

• l = 1, 2 (we consider two project success determinants: time and cost)

• t = 1, 2, 3 (we have three levels: the project level, the construction market level, the
national level);

• a = 1, 2, 3, 4 (we have four risk attributes corresponding to the rows of Table 2);

• H l,a
t = 1 for the following triples (t, l, a), which can be read off from the rows of Table 3:

(1, 1, 2), (1, 2, 1), (2, 1, 1), (2, 2, 2), (3, 2, 1). Otherwise it is equal to 0;

• decision variables (binary) are as follows: x1,1,21 , y1,11,2, x
1,2,1
1 , y1,21,1, x

2,1,2
1 , y2,11,1, x

2,2,2
1 , y2,21,2,

x3,2,21 , y3,21,1.

Let us assume RL = EL = (2, 3, 3). We get then the following model (using values from
Table 1,2 and 3 and formulae (8)-(10)):

40x1,1,21 + 30x1,2,11 + 50x2,1,21 + 40x2,2,21 + 20x3,2,21 → min (16)
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A =(0, 75, 1, 1)(1− y1,11,2)(0, 0, 75, 1) + (0, 75, 1, 1)y1,11,2(0, 0, 25, 0, 5)

+ (0, 0, 25, 0, 5)(1− y1,21,1)(0, 75, 1, 1) + (0, 0, 25, 0, 5)y1,21,1(0, 0, 75, 1)

+ (0, 0, 25, 0, 5)(1− y2,11,1)(0, 0, 5, 0, 75) + (0, 0, 25, 0, 5)y2,11,1(0, 0, 25, 0, 5)

+ (0, 75, 1, 1)(1− y2,21,2)(0, 0, 5, 0, 75) + (0, 75, 1, 1)y2,21,2(0, 0, 0, 25)

+ (0, 0, 25, 0, 5)(1− y3,21,1)(0, 0, 75, 1) + (0, 0, 25, 0, 5)y3,21,1(0, 0, 25, 0, 5)

=(0, 0, 75, 1)(1− y1,11,2) + (0, 0, 25, 0, 5)y1,11,2 + (0, 0, 25, 0, 5)(1− y1,21,1)

+ (0, 0, 1875, 0, 5)y1,21,1 + (0, 0, 125, 0, 375)(1− y2,11,1) + (0, 0, 0625, 0, 25)y2,11,1

+ (0, 0, 5, 0, 75)(1− y2,21,2) + (0, 0, 0, 25)y2,21,2 + (0, 0, 1875, 0, 5)(1− y3,21,1)

+ (0, 0, 0625, 0, 25)y3,21,1

(17)

B = (0, 75, 1, 1) + (0, 0, 25, 0, 5) + (0, 0, 25, 0, 5) + (0, 75, 1, 1) + (0, 0, 25, 0, 5) = (1, 5, 2, 75, 3, 5)
(18)

A

B
≤ (2, 3, 3) (19)

y1,11,2 ≤Mx1,1,21 , y1,21,1 ≤Mx1,2,11 , y2,11,1 ≤Mx2,1,21 , y2,21,2 ≤Mx2,2,21 , y3,21,1 ≤Mx3,2,21 (20)

(0, 0, 25, 0, 5)x1,1,21 + (0, 0, 25, 0, 5)x1,2,11 + (0, 0, 75, 1)x2,1,21

+ (0, 0, 75, 1)x2,2,21 + (0, 75, 1, 1)x3,2,21 ≤ (2, 3, 3)
(21)

Assuming the method (12) of comparing fuzzy numbers and combining (17), (18) i (19), we
get the following crisp linear programming model:

40x1,1,21 + 30x1,2,11 + 50x2,1,21 + 40x2,2,21 + 20x3,2,21 → min

0, 875(1− y1,11,2) + 0, 375y1,11,2 + 0, 375(1− y1,21,1) + 0, 34375y1,21,1 + 0, 25(1− y2,11,1)

+ 0, 15625y2,11,1 + 0, 625(1− y2,21,2) + 0, 125y2,21,2 + 0, 34375(1− y3,21,1) + 0, 15625y3,21,1 ≤ 2, 5
(22)

y1,11,2 ≤Mx1,1,21 , y1,21,1 ≤Mx1,2,11 , y2,11,1 ≤Mx2,1,21 , y2,21,2 ≤Mx2,2,21 , y3,21,1 ≤Mx3,2,21

0, 375x1,1,21 + 0, 375x1,2,11 + 0, 875x2,1,21 + 0, 875x2,2,21 + x3,2,21 ≤ 2, 5 (23)

Solving model (16),(20),(22),(23) we get the information that measures M1,1,2
1 and M2,1,1

1

should be applied, at the cost of 80. However, if we change the weight of the risk attributes in
the last column of Table 2, e.g. if the probability gets the weight VH, there is no solution and
we have to accept a higher risk level: RL = (3, 4, 4). In that case the cheapest way of attaining
this risk level would be the application of measures M1,2,1

1 and M3,2,1
1 .
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5 Conclusions

A new method of selecting risk countermeasures to attain the desired risk level has been
proposed. It allows to choose risk countermeasures taking into account such elements as various
risk attributes and various weights assigned to them by the decision maker, various risk levels
(the ones closer to the project, where we have more influence, and the ones further away), the
monetary cost linked to the countermeasures as well as the immeasurable effort their application
implies. The information required from the decision maker may be given in linguistic terms,
modeled by fuzzy numbers. A real world example has been presented too.

Further research is necessary to verify the approach in other real world projects as well as
to support the decision maker in the choice of the definition of fuzzy inequalities, which may be
interpreted in many ways. The choice of the interpretation of fuzzy constraints has to correspond
to the preferences of the decision maker, otherwise the model will not lead to a satisfying solution.
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Abstract: This paper presents a multi-criteria decision model based upon user judg-
ments to assist the evaluation process of an Information and Communication Tech-
nology (ICT) network system in health care to improve the quality of service (QoS).
Measuring quality in health care services is not an easy task, as there are many com-
peting goals involved, human, economic, communications technology, governmental
and others. Integrating multiple criteria decision analysis (MCDA) methodology with
modeling and simulation through Optimization Network Engineering Tool (OPNET)
platform permit to characterize main ICT user and identify priority applications to
examine network QoS requirements and implications. The proposed approach per-
mitted to identify the main users, to elaborate a profile and characterization of the
ICT support requirements according to their main daily task in answer to a service
requirement. The results generate evidence related to the important factors effecting
quality in hospital requirement as availability of services and the need for ubiquitous
access to integrated information. The stakeholder interface perception and resources
for ICT network support are investigated through a case study for Chilean hospitals.
Keywords: MCDA, Decision support, User perception, ICT Healthcare.

1 Introduction

Information and communications technology appears as an emerging concept in health care
undertaking an important role for healthcare-related activities [3]. An information technology
system provides stakeholders with several applications to support their duties in clinic care, medi-
cal research and administrative issues. These applications rely on the ICT network infrastructure
and its performance. An ICT system should be a facilitator for health care users since they need
to access all types of data existing on all types of systems. There is evidence [7], [9] that an ICT
network system implementation generates an effect on the service and health care providers. In
this sense it has become important to consider, [1], [2] evaluation mechanisms for ICT healthcare
support and applications. The Health ICT design, implementation and its management has to
consider risk for quality and efficiency on patient care and be in agreement with the type of user
needs that could be attained through user profiling and requirements analysis.

Copyright © 2006-2014 by CCC Publications
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The study is concerned with the development of an exploratory assessment model incorpo-
rating empirical data collected from the main users of the health network system.The model will
be of assistance to find out user perception of quality of the service related to the communica-
tions system in a healthcare institution, to identify critical areas for QoS of each user type, to
provide a decision making tool as a guidance to analyse and evaluate a networked system for
health related activities, to compare the different requirements and to enable trade-offs in accor-
dance to the institution necessity. With the purpose to recognize the properties of the system
that could subsequently affect the degree of satisfaction with the ICT system in unanimity with
user activities, a multi- criteria approach is utilised, modelling with AHP [13]. The obtained
data allows generating user profiles and applications profiles to support the design of models for
evaluating ICT healthcare network QoS through the Optimization Network Engineering Tool
(OPNET) simulation platform to examine the network behaviour and performance.

Section 2 introduces the proposed evaluation approach. Section 3 gives notions of the applied
AHP method. Following the case study description and its results is presented in section 4
providing information that is not currently available. In section 5, the conclusions are provided.

2 Healthcare ICT Network System Evaluation Approach

The evaluation approach considers integrating user perception modelling through AHP with
network modelling and simulation to observe the network and examine performance. QoS offered
by a particular network could be established by technical parameters that can be measured objec-
tively. However, it is a difficult task to find a set of universal parameters for every type of service
because there are many and dissimilar parameters involved in the performance evaluation. The
QoS technical metrics related to each attribute has to be defined together with the applications
profile. These profiles are influenced by healthcare user requests for developing a specific task.
The user perception depends upon their needs, their precise applications and their expectations.
Concerning stakeholder’s perception, AHP modelling plays an important role generating net-
work attributes of the system. It is of great utility to analyze which of the parameters would be
relevant when considering the user perception for a determined service. The organization must
then define a service level agreement (SLA) for their main applications. Once healthcare service
application and user profiles are characterized it follows to model, design and simulate through
Optimization Network Engineering Tool to examine the potential network performance.

This paper is focused on presenting the perception model related to the communications
system and its results for recognizing priority health activities and distinguishing the critical IT
network support resources that could lead to the improvement of the service. The results will
reveal key QoS parameters that generate user and activities profiles to support the assessment
of communications resources of Local Area Networks (LAN) in a hospital.

3 The Analytic Hierarchy Process Methodology

The AHP involves decision-makers (DM) in breaking down a decision into smaller parts,
proceeding from the goal to criteria to sub-criteria down to the alternative courses of action.
DMs then make pair-wise comparison judgements throughout the hierarchy to arrive at overall
priorities for the alternatives [13]. This approach provides the structure and the mathematics
to support decision-makers make rational decisions. The basic principles of AHP are: Hierarchy
representation and decomposition, which is a representation of a complex problem in a multilevel
structure whose first level is the goal followed successively by levels of factors, criteria, and sub
criteria, and so on down to a bottom level of alternatives. Figure 1 shows an illustration of a
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Figure 1: Generic Decomposition of a Problem into a Hierarchy

simple three level hierarchy. The object of a hierarchy is to assess the impact of the elements
of a higher level on those of a lower level or alternatively the contribution of elements in the
lower level to the importance or fulfillment of the elements in the level above. This type of as-
sessment is usually made by paired comparisons responding to an appropriately posed question
eliciting the judgement. The mathematical definition of a hierarchy is given in Saaty’s Book [13].

Setting priorities in a hierarchy requires that we perform measurements throughout the struc-
ture. We must then synthesize these measurements to obtain priorities for the bottom level
alternatives. The AHP is based on ranking activities in terms of relative ratio scales. In the
paired comparison approach of the AHP, one estimates ratios by using a fundamental scale of
absolute numbers in comparing two alternatives with respect to an attribute and one uses the
smaller value as the unit for that attribute. To estimate the larger one as a multiple of that unit,
assign to it an absolute number from a fundamental scale shown in table 1.

Table 1: Saaty’s Fundamental Scale
Importance Intensity Definition

1 Equal Importance
3 Moderate Importance
5 Strong Importance
7 Very strong or demonstrated Importance
9 Extreme importance

If activity i has one of the above nonzero numbers
Reciprocals of above assigned to it when compared with activity j, then

j has the reciprocal value when compared with i

This process is done for every pair. Thus, instead of assigning two numbers wi and wj and
forming the ratio wi/wj we assign a single number drawn from the fundamental 1 − 9 scale
to represent the ratio (wi/wj) : 1. The absolute number from the scale is an approximation
to the ratio wi/wj . The derived scale tells us what the wi and wj are. Let W be a matrix (1)
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whose row elements are ratios of the measurements wi of each of n items with respect to all others.

W =


w1/w1 · · · w1/wn

w2/w1 · · · w2/wn
...

. . .
...

wn/w1 · · · wn/wn

 (1)

A number in the matrix is a dominance judgment. A judgment of 1.0 means that two
activities contribute equally to the objective or goal, a judgment of 3.0 means that slightly
favour one activity over another or three times as much (if you are dealing with measurable),
a judgment of 5.0 means that judgement strongly favour one activity over another, a judgment
of 7 means that activity is strongly favoured over another; its dominance is demonstrated in
practice and 9.0 means that the evidence favouring one activity over another is of the highest
possible order of affirmation. You should group your elements into homogeneous clusters so that
it is not necessary to use a number larger than 9. In this way, we can interpret all ratios as
absolute numbers or dominance units. The AHP provides guidelines for a test of consistency of
judgments to ensure that elements are grouped logically and ranked consistently according to a
logical criterion. In general, the ratio should be in the neighborhood of 0.10 [13]. Too great a
departure from the perfectly consistent value indicates a need to improve the judgments or to
restructure the hierarchy.

4 The Case Study and AHP application

The stakeholder interface perception and resources for ICT network support are investigated
through a case study for Chilean hospitals. A pilot study has been carried out collecting data
from health Institutions in Chile (private, public, regional) to examine ICT infrastructure, ICT
network provision and stakeholders perception related to ICT network system. An AHP model
is constructed to determine user perspective related to the ICT support importance in devel-
oping their work. For this study, we classified the main ICT network system users into three
groups: those who develop activities in clinic care, who would make use of ICT to deliver a
service (Physician, nurses, paramedics, etc.); the medical research group, who develop health
research, collecting disease statistic and/or investigate new drugs and new devices and a third
group integrated by users who perform administrative activities, billing, products distribution,
and inventory control or other connected. For this study patients were not considered since from
previous work, [10] ICT support showed to have a lower impact on patient [1]. Figure 2 show the
AHP process results. ICT support reflects the greatest impact on supplying clinical care service.

The next step is concentrated in finding out the relevant ICT application for each type of
healthcare users that would support to perform a better service. Initial data was collected from
480 participants; following an expert team of 36 is grouped comprising representatives from
each category from all of the three types of hospitals considered. The ICT applications to be
supported by a server are: Email, Web Browsing (Http 1.1), File transfer, Database Access, File
Print, Video Conferencing, and Voice.

A new AHP model is developed and processed. The pairwise results from the three group
representatives indicated the relative importance of ICT system application for performing their
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Figure 2: Relative ICT Support Importance for User Type Group

Table 2: Overall Relative Importance Priority for ICT Applications
Application Priority
Data base access 51, 1

Web browsing 16, 5

FTP 2, 9

E mail 14, 5

Video and Voice 2, 9

activities as seen in table (2).

Though, when analysing separately, the clinical care group revealed a strong tendency, to
rely on database applications to have access to patient records throughout email services. The
research group indicated a strong interaction with Web Browsing application and data base
application. This result would be in concordance to the nature of their work. While from ad-
ministration group perspective, the preferences are for data base and file transfer protocol. The
activities such as, delivering and obtaining test and exams results, within the institution implies
interaction with database application. The applications relative importance according to ICT
user group for each application is depicted in figure 3.

Regarding to current ICT applications usage in Healthcare Institutions there is a gap between
current usages compared to what users declare important. From data collected and author’s ob-
servations the application, e-mail, appears to be mostly employed and there is little usage of
the others. Figure 4 shows the usage according to different health Institutions. In this sense
there is work to be done, moreover, the results analysis suggests that health ICT network users
expectations are that network will help to deliver a service with the required functionality on
time and within the budget.

Consequently, a new AHP model is developed, to bring about information related to the
most important network attributes to develop the applications. The essential QoS attributes to
meet the ICT support requirement for each defined activity has to be established. It follows the
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Figure 3: Relative ICT Support Importance for User Type Group

Figure 4: Applications Usage in Healthcare Institutions

process to determine the QoS attribute relative importance for applications according to user
type expectation. This refers to the ICT support, user perceives about service satisfaction. For
example: success in the connection, accessibility, velocity, etc. ICT system users expect that
the network will help to deliver a service on time with the required functionality and within the
budget.

Then the hierarchy structure should consider the attributes that would improve/ensure a
better performance. The attributes considered are based on standard ISO [6] quality software
model: Functionality, Efficiency, Reliability, Availability, and Serviceability. Even though, the
five attributes are essential, it was possible to detect some differences in relation to the type of
user. The two overall most important QoS attributes concomitant to the ICT applications in
performing their health related activities system are availability and reliability. The attribute
availability is most important for the group who develop task in Clinic care. In effect, clinic care
professionals require having information on their patients including those elaborated by others,
as, complementary tests results, at the moment and at the place of attendance. Availability of
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ICT support is critical, when dealing with an emergency situation. Figure 5 shows the overall
relative importance for attributes that the panel of experts indicated.

Figure 5: User relative importance for attributes

Through the AHP it was possible to identify applications priority and to characterize main
ICT system users. The relative importance of ICT network support for each activity to deliver
a better service is obtained. At this point, the QoS technical metrics that would guarantee a
service related to each attribute are defined together with the applications profile. Technical
requirement demanded for the different activities the group perform is shown in figure 6.

This information and data obtained by author’s research and extensive collaboration with the
IT network and management teams from a range of hospitals which differ in size and category
as public, university, private is used for configuring profiles which will be the input for mod-
elling and simulation to examine ICT network technical aspects and behaviour through OPNET
methodology [11].
Then the next step is to set up profile applications according to each user type which is based
on the AHP results obtained. According to OPNET methodology, initially a topology has to
be selected from a hospital zone as a first approach to analyze technology infrastructure and
network performance. Continuing with traffic configuration where every workstation will have
a profile application consistent with the users’ main role. Once applications and profiles are
defined, then different scenarios are characterized for each study case to visualize how sensible
network performance is, related to changes. Then, simulations are ran increasing the number
of ICT network user, formulating scenarios, varying the number of users and/or varying the
links (Ethernet connections) between workstations and switches, to obtain the point to point
throughput in bits/secs. and utilization (link usage %). The Utilization percentage of link usage
is expressed as:

Point− to− point.Throughput(bits/sec) ∗ 100
Ethernetconnection(Mbps)

(2)
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Figure 6: User Relative Technical Requirement Demanded

5 Conclusions

The existing competing objectives for improving quality of service in Health Institution in-
crease complexity when analysing ICT support. The utilisation of a scientific multicriterial
decision method AHP was beneficial for identifying high-priority requirements of an ICT system
in health related activities.

The attribute for measuring quality in Clinic healthcare system, availability and the need for
ubiquitous access to integrated information are considered most important. The combination of
fixed and wireless network support can facilitate to obtain the timely information needed. This
issue is critical in healthcare institution operation mainly for the clinic care group and work has
to be done in this sense.
The MCDA approach allowed elaborating a profile and characterization of the ICT support
requirements in healthcare service. The use of AHP modelling and empirical evaluation permits
to capture human perspective. This allowed designing profiles characterization that would help to
configure network traffic and different scenarios for simulating and evaluating network behaviour.
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Abstract: How to enhance the transfer capacity of weighted networks is of great
importance. The network transfer capacity, which is often evaluated by the crit-
ical packet generation rate, is proved to be inversely proportional to the highest
node betweenness. By specifying the shortest path according to the different node
characteristics, two different routing strategies are proposed to reduce the high node
betweenness for the different node delivery capability schemes. Simulations on both
computer-generated networks and real world networks show that our routing strate-
gies can improve the network transfer capacity greatly. Especially, the greater the
new added edge number is, the more efficient our routing strategies are.
Keywords: complex networks, weighted networks, routing strategy, betweenness.

1 Introduction

Due to the constantly growing significance of large scale communication networks such as the
World Wide Web, the network transfer capacity has attracted an increasing attention. In those
previous studies to improve transfer capacity and control traffic congestion on networks, some
focus on making appropriate adjustments to the network topology structure [1] - [3] while others
on finding optimal routing strategies [4] - [9]. Since the former is too expensive and too difficult
to implement in some large-scale networks, most of previous works focused on effective routing
strategies. Some of them are based on the global information: the shortest path routing strategy
[4] which pass through the minimum number of nodes, the efficient path routing strategy [5] whose
sum of node degrees is the minimum. Some others focus on local topological information since
global information is usually unavailable in large-scale networks: the neighbor information [6],
the next-nearest-neighbor information [7].

However, those aforementioned studies are mostly focused on the simplest unweighted net-
works with edges between nodes are represented by binary states according to whether the edges
are present or not. In fact, the scientific collaboration networks [10], the cellular metabolism [11],
the world-wide airport networks [12] and the Internet [13] have been proved to be weighted net-
works which are specified not only by its topology but also by the weight of the edges. Lots
of models have been presented to describe weighted network among which the BBV weighted
network model, coupled dynamical evolution of topology and weights, is most widely used.

In those most widely used traffic models in weighted network, the packets are transferred
through the traditional shortest path [4], which is a path with the minimal number of nodes
between arbitrary pairs of nodes, or the weighted shortest path [10, 14], where the distance
between nodes is just the inverse of the weight of edge linked them. However, it is proved that
these two routing strategies are not optimal for weighted networks [15]. Since there may be more
than one traditional shortest path between some pairs of nodes, we can specify the best one to
enhance the network transfer capacity.

This paper is organized as follows. In section 2 we describe the model and our routing
strategy, followed by the experimental evaluations on the computer generated networks and real
world network in section 3. The conclusions are given in section 4.

Copyright © 2006-2014 by CCC Publications
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2 Models

2.1 Network Model

The BBV network can be completely described by a weighted adjacency matrix W whose
elements wij denote the weight of the edge linking node i and j. The generation of the BBV
network is based on two coupled mechanisms:

i Topological growth. Starting from the initial network with N0 nodes which are fully con-
nected by edges with assigned weight w0, one new node is added at every time step. The
new added node will be connected to m different nodes with equal weight w0 for every edge
and will choose nodes with large strength according to the probability

∏
n→i

= si/
∑
l

sl,

where si =
∑
j

wij is the node strength.

ii Weight dynamics. The weight of each new added edge is initially set to a given value w0

which is often set to 1 for simplicity. But the adding of edge connecting to node i will
result in increasing the weight of the other edges linked to node i which is proportional to
the edge weights. If the total increase is δ (we will focus on the simplest form: δi = δ), we
can get

wij = wij +∆wij = wij + δ ∗ wij
si

(1)

This will yield the strength increase of node i as:

si = si + δ + w0 (2)

The degree distribution of BBV network P (k) ∝ k−γk and the strength distribution P (s) ∝
s−γs yield scale-free properties with the same exponent [12], [16]- [18]:

γk = γs =
4γ + 3

2γ + 1
= 2 +

1

2γ + 1
(3)

2.2 Traffic Model

The traffic model can be described as follows:

i All nodes can create packets with addresses of destination, receive packets from other
nodes, and forward the packets to their destinations.

ii At each time step, there are R packets generated in the network, with randomly chosen
sources and destinations. Once a packet is created, it is placed at the end of the queue if
the node already has several packets waiting to be forwarded to their destinations.

iii At each time step, the first Ci packets at the top of the queue of node i, if it has more than
Ci packets in its queue, are forwarded one step toward their destinations and placed at the
end of the queues of the selected nodes. Otherwise, all packets in the queue are forwarded
one step. This procedure applies to all nodes at every time step.

iv A packet, upon reaching its destination, is removed from the system.
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In our model, three node delivery capability schemes are considered: (i) each node has the
same packet delivery capability (Ci = 1, CON stands for this scheme); (ii) the node delivery
capacity is considered to be proportional to the node strength si (Ci = si/ < s >, STR stands
for this scheme); (iii) the node delivery capacity is considered to be proportional to the node
degree ki (Ci = ki/ < k >, DEG stands for this scheme). To compare the overall transfer
capacity, we normalize the delivery capability to keep the total node delivery capability of the
whole network is equal to the node number n in three situations the same. When R is increased
from 0 to ∞, two phases will be observed: free flow and congested phase. For R < Rc, the
numbers of created and forwarded packets are balanced, resulting in a steady free flow of traffic.
For R > Rc, traffic congestion occurs due to the fact that packet delivery capacity of node
is limited. The phase transition from the former to the latter occurred at the critical packet
generation rate Rc. We focus on the critical value Rc which can best reflect the transfer capacity
of a network.

We utilize the betweenness bi [19] to estimate the traffic passing through a node i under a
given routing strategy:

bi =
∑
s,t

σ (s, i, t)

σ (s, t)
(4)

where σ (s, i, t) is the number of paths under the given routing strategy between nodes s and
t that pass through node i and σ (s, t) is the total number of paths under the given routing
strategy between s and t and the sum is over all pairs s, t of all distinct nodes.

The probability a packet will pass through the node i is bi/
∑n

j=1 bj , and therefore the average
number of packets that the node i will receive at each time step is. When the number of incoming
packets is equal to or larger than the outgoing packets at the node i, Rbi/ (n (n− 1)) ≥ Ci, traffic
congestion will occur. So the critical packet generation rate Rc is

Rc = min

(
Ci ∗ n ∗ (n− 1)

bi

)
= n ∗ (n− 1) ∗min (Ci/bi) (5)

2.3 Routing Strategy

Enlightened by the efficient path [5], we also definePi→j as the path between node i and j
which pass through the nodes sequence x0 (= i) , x1, x2, · · · , xn−1, xn(= j) . However we define

F (Pi→j , α) =
n−1∑
i=0

wαij (6)

In our routing strategies, we specify the path between i and j as the one makes F (Pi→j , α)
minimum under a given tunable parameter α. When α is -1, the specified routing strategy is the
same as the weighted shortest path routing strategy [10,14] (WSH stands for this routing strat-
egy). When α is 0, the specified routing strategy is the same as the traditional dijkstra shortest
path routing strategy [4] which pass through the minimum amount of nodes (SHT stands for this
routing strategy). As we mentioned above, there may be more than one shortest path between
some nodes. We calculate the sum of strengths si of all nodes on each shortest path, and select
the one with minimum sum as our specified path. SSS stands for this routing strategy and SSD
for the minimum sum of degrees ki. The definition of our routing strategies (the SSS routing
strategy and the SSD routing strategy) is shown in Tab.1.
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Table 1: Definition of our routing strategies (SSS and SSD)
WSH SHT SSS SSD

F (Pi→j , α) min

(
n−1∑
i=0

w−1
ij

)
min

(
n−1∑
i=0

w0
ij

)
SHT&min

(
n−1∑
i=0

si

)
SHT&min

(
n−1∑
i=0

ki

)
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Figure 1: Rc of different routing strategies. BBV network with n = 200 and w0 = 1, Ci = 1

3 Results and Discussion

To obtain the critical packet generation rate Rc in simulations, we use the order parameter[1]:

η = lim
t→∞

⟨∆Θ⟩
R∆t

(7)

where ∆Θ = Θ(t+∆t)−Θ , with ⟨· · · ⟩ indicating average over time windows of width ∆t , and
Θ(t) is the total number of packets in the network at time t. At the early stage, when R is very
small, the generated packets can be delivered, ⟨∆Θ⟩ is less than zero and so is η. Where η is
greater than zero, we can obtain the critical packet generation rate Rc.

In figure 1, we plot the critical packet generation rate Rc of different routing strategies in a
BBV network with n = 200 and ω0 = 1. (For every network, 10 instances are generated and for
each instance, we run 10 simulations. The results are the average over all the simulations.)

Fig.1 shows that when each node has the same packet delivery capability, the WSH routing
strategy is the most sensible to traffic congestion. The SHT routing strategy is better than
WSH, and the SSD routing strategy has the maximum transfer capacity. Moreover, the greater
the new added edge number m is, the more efficient our routing strategies are. Take networks
with δ = 4,m = 4 and δ = 4,m = 8 for example, the SHT, SSS and SSD routing strategies
can enhance the critical packet generation rate Rc 95.72%, 246.53 %, 326.75% than the WSH
routing strategy correspondingly in network with δ = 4,m = 4 while 112.95%, 306.81%, 398.81%
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Figure 2: Rc of different routing strategies. BBV network with n = 200 and w0 = 1 (a)
Ci = si/ < s > (b) Ci = ki/ < k >
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Figure 3: Rc of different routing strategies. BBV network with n = 100 and w0 = 1 (a) Ci = 1
(b) Ci = ki/ < k >

in network with δ = 4,m = 8. When the new added edge number m is increased, there are more
edges in the network and there might be more traditional dijkstra shortest paths between nodes
consequently. That is why our routing strategies are more efficient with larger parameter m.

Then we turn to the other two schemes: the node delivery capacity is proportional to the
node strength si and the node degree ki. Simulation results are shown in Fig.2(a) and Fig.2(b)
correspondingly.

Fig.2(a) presents that when the node delivery capacity is considered to be proportional to
the node strength, the SHT routing strategy is the most effective while the SSD routing strategy
has the largest Rc when the node delivery capacity is considered to be proportional to the node
degree as shown in Fig.2(b). Fig.2(a) shows that our routing strategies do not work well in
STR scheme. In DEG scheme, the SHT routing strategy is also better than WSH, and the SSD
routing strategy still has the maximum transfer capacity. However, the gap among the SHT and
SSS and SSD routing strategies is narrowed. And our routing strategies are more efficient with
the greater new added edge number.

Then we check the impact of the node number n on our routing strategies. We test our rout-
ing strategies on BBV weighted networks with n = 100 nodes to achieve the simulation results
of CON scheme and DEG scheme as shown in Fig. 3.

Fig.3(a) and Fig.3(b) display the influence of node number our routing strategies. We can
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Figure 4: Betweenness per node. BBV network with n = 200, δ = 4,m = 4 and w0 = 1 (a)
Ci = si/ < s > (b) Ci = ki/ < k >

discover that the SSD route is still the best way to enhance the critical packet generation rate.
And by comparing Fig.3(a) with Fig.1 and Fig.3(b) with Fig.2(b), we can discover that the node
number n has a little effect on the transfer capacity.

To achieve heuristic explanation for the routing strategies corresponding to the highest trans-
fer capacity, we investigate the betweenness distribution on the network as presented in Fig.4.

The betweenness normalized by the strength of STR scheme is shown in Fig.4(a) and nor-
malized by the degree of DEG scheme shown in Fig.4(b). In both figures, the load of the most
effective routing strategy is distributed more evenly than the other three. In Fig.4(a), the be-
tweenness divide by the strength of the SHT routing strategy is relatively flat which means the
node with higher strength forward more packets. And in Fig.4(b), the node with higher degree
forward more packets while using the SSD routing strategy. It is obvious that the traffic load
under the SHT routing strategy for STR scheme and under the SSD routing strategy for DEG
scheme are distributed evenly to the nodes according to their strength and degree correspond-
ingly.

Those routing strategies which elongate the average path length LAV E unnecessarily may not
be efficient for network communications. Thus it is of great importance for a routing strategy to
maintain the small-world phenomenon, i.e. LAV E ∝ lnn. In our routing strategies, all the paths
are the shortest path between arbitrary nodes which means the small-world phenomenon is still
maintained in our routing strategies.

Finally, we test our routing strategies for three schemes on real world network. We choose the
USAir 97 network (network of direct flight connections between US airports for the year 1997,
http://vlado.fmf.uni-lj.si/pub/networks/data/) with 332 nodes and 2126 edges. Simulation re-
sults are shown in Tab.2.

Table 2: Rc of different routing strategies of USA airport network
WSH SHT SSS SSD

CON 3.49 4.86 5.85 5.87

STR 2.24 2.26 2.24 2.24

DEG 83.69 161.96 169.03 169.90

From Table 2 we can discover that in CON scheme, the SSD routing strategy has the max-
imum transfer capacity which is only a bit higher than the SSS routing strategy. The WSH
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routing strategy has the lowest transfer capacity. It means when each node has the same packet
delivery capability, our SSS routing strategy and our SSD routing strategy can enhance the
transfer capacity in real world network. And in STR scheme, the SHT routing strategy has the
maximum transfer capacity which is also the same as the computer generated weighted network.
When it turns to the DEG scheme, the SSS routing strategy and the SSD routing strategy also
achieve better results than the traditional routing strategy. In a word, the SSS routing strategy
and the SSD routing strategy also works well in the real world network in the CON scheme and
in the DEG scheme.

4 Conclusions

Considering the different node delivery capability, this paper has proposed two novel routing
strategies to enhance the network transfer capacity in weighted networks. The characteristic of
our strategy is to specify the shortest path according to three kinds of different node delivery
capability schemes. The simulation shows that when each node has the same packet delivery
capability, we can select the path with the minimal number of nodes and with minimum sum
of node degree. And this routing path is also optimal in the scheme which the node delivery
capacity is considered to be proportional to the node degree. When the node delivery capacity
is considered to be proportional to the node strength, our routing strategies do not work. It is
worth mentioning that our routing strategies are more efficient with the more new added edge.
At last, we apply our routing strategies on the USAir 97 network to show the validity of our
routing strategies on real world network. Moreover, the above-mentioned research may throw
lights on designing better communication protocols.
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Abstract: Wireless Sensor Network (WSN) is a combination of homogeneous and
heterogeneous sensor nodes which are physically deployed at different places. Het-
erogeneous WSM can be characterized with different parameters such as hardware
resources, application, services, software platform and network. WSN are powerful
technology, which is used to build up many applications in the era of technological
development. These developments demand homogeneous or heterogeneous services as
per the user requirements at applications level. The requirement results in increas-
ing the number of services over the network and hence the number of complexities.
Complexities of wireless sensor networks are increasing due to the lack of adoption of
new services, new protocols and interoperability between heterogeneous services with
common communication architecture. This paper deals with these issues of wireless
sensor networks, elaborating the need of generalized communication architecture for
applications, developers and users, proposing generalized Flexible Service Oriented
Network Architecture (FSONA) to solve above issues along with the detailed func-
tionality of the proposed architecture.
Keywords: Wireless Sensor Networks (WSN), Flexible Service Oriented Network
Architecture (FSONA). middleware architecture, interoperability, localization.

1 Introduction

In the modern epoch wireless sensor networks are increasing rapidly in current environment
for different application such as health monitoring, target tracking, mobility of object, petroleum
industries, pressure measurement at various levels, environmental change etc. Sensors are small
devices which are used to compute the environmental changes according to application. These de-
vices have been developed from organizations and vendors, due to this reason hardware platform,
software platform and specification can be dissimilar. Heterogeneous sensor network introduces
a major issue to sensor node with its various different specification, failure prone Sensors and
operation in the current dynamic environment. Failure prone sensors may affect the performance
of the network. Therefore Multi objective method enhances the performance of task and network
life time after detecting the failure prone sensor nodes [6]. So there is requirement to identify
the failure prone nodes.

To provide a common interface between the sensor node and its requirement for sensor net-
work, middleware architecture has been evolved which is capable to tackle the heterogeneous
environment without changing the specification and its platform. Sensor middleware can be de-
fined as a standard interface which is useful for communication and requirements of sensor, users
in terms of services without affecting the platform [16]. Middleware architecture is able to man-
age the requirements of node in the form of request, storage of data and constraints like when,
how the data and service are needed for the node operation. Middleware architecture supports
a range of machine which have different configuration and provides compatibility for communi-
cation among the network and client. Wireless sensor network has the various challenging issues

Copyright © 2006-2014 by CCC Publications
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which can be handled with service oriented computing model [5]. Service oriented computing
model is based on the approach of service oriented architecture. Service oriented computing
model intends to provide better service availability, communication protocols and accessibility
of services in efficient way without knowing low level detail of hardware implementation and
infrastructures. Service oriented architecture has various advantages over traditional approach
such as reusability, flexibility, interoperability and loose coupling which is beneficial to develop
middleware architecture.

Service oriented computing method covers the functional and non functional requirements of
the application in the current dynamic environment. Service oriented middleware [20] provides
a connection between various components and assist for communication over a multiple channel.
Middleware layer is an approach to satisfy the need of wireless sensor network at the level
of design and implementation. Various approaches have been proposed as a middleware in
wireless sensor network [8]. These middleware architecture deals with dissimilar applications
like installation of software in efficient manner and aggregation of data. Sometimes application
needs more advanced functions to reduce the complicated design and implementation with the
middleware architecture. In the current dynamic scenario Service oriented architecture is an
approach which may attempt these challenges. This approach provides a flexibility which is
very much useful to add a component or replace the old component to fulfil the demands of
application. Various services [9] can be managed at network level with wireless sensor network
by way of service oriented model i.e. Flexible Service Oriented Model. Very few researchers
have done the survey on the middleware architecture for wireless sensor as well as network
architecture [8]. Integration of heterogeneous platforms with a single standard interface is the
demand of current era to support technological development [12].

SOM is a possible way to do such kind of things because of its property. To perform the
integration among various components flexibility should be there. So In this paper we have
proposed a Flexible Service Oriented Network Architecture which is based on the approach
of basic Service oriented architecture [19] to provide flexibility, loose coupling and reusability.
Flexible Service Oriented Network Architecture consists of following components: 1. Building
Blocks, 2. Building Block Repository, 3. Workflow Engine.

The proposed Flexible Service Oriented Network Architecture is able to couple or decouple
the components according to the requirement of applications. In this paper we discuss the
Service oriented architecture, issues of wireless sensor network with middleware architecture,
Related works, Proposed Flexible Service Oriented Network Architecture for WSN as middleware,
Comparison and Conclusion.

1.1 Service Oriented Model

In this model service provider play a role to develop new service module, Service broker regis-
ters the service with its description in UDDI (Universal Description Discovery and Integration),
Service requester requests for service to service broker as per its need. Service oriented archi-
tecture is valuable to make a thing possible in heterogeneous environment. These advantages
are: It can provide a common interface to publish or subscribe the service in the heterogeneous
environment; many applications can run on different platforms and interact easily with each
other, Service user can be coupled for time duration according to need of application, It can
reduce the dependency among the components due to loose coupling, Service user can consume
an exact service without knowing its location.

From the above features of Service oriented model we can use those models which can work
as middleware architecture. This type of middleware is capable to integrate the components
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Figure 1: Service Oriented Model

and components reusability on demand in heterogeneous computing environment. It can handle
the functional (service creation, communication, invocation, group management, and real-time
operation) and non functional (service discovery, interoperability, reusability) requirements of
application. Numerous middleware architectures have been proposed to add a new functionality
like enterprise system. This approach is used to provide reusability of components like protocol,
software etc. Service Oriented Model based middleware is a demand of todays environment.

2 Issues of Wireless Sensor Networks with Middleware Architec-
ture

Middleware architecture is software infrastructure which will provide connectivity between
components like hardware, operating system, communication protocol, network corresponding to
application. Middleware architecture should be capable to provide runtime support, connectivity
and execution of applications in dynamic environment. Middleware architecture provides isola-
tion among various components at abstraction layer. Various challenges are present to develop
service oriented model based middleware architecture for wireless sensor network. Challenges are
consist of two things: one is development of middleware and another is wireless sensor network.
Development of Flexible Service Oriented Network Architecture is a challenging issue which will
support the applications of wireless sensor network. Some issues are discussed below.

Service Heterogeneity: Heterogeneity is a major problem in wireless sensor network at
application level. This heterogeneity can be defined in terms of variation of services, platforms
and networks. Services heterogeneity is increasing to fulfill the need of users requirements.
Various services are present to perform the same operation in wireless sensor network at different
levels of application. It is very much difficult to provide standard service in the service oriented
environment to achieve the quality of service. Therefore Service oriented environment needs
a common architectural platform for wireless sensor networks, which can provide a method to
access the services form different platforms.

Adoption of Protocol: Requirement of users are increasing according to application, con-
sequently number of protocols are also increasing to full fill the requirements. In current environ-
ment users or programmers are developing a protocol to support the application requirements.
Number of protocol will present on the web in future but protocols may not be common to satisfy
the requirements of application. Maintenance of protocol is also an issue. To address these is-
sues, flexible middleware architecture is needed. Flexible middleware architecture should provide
loose coupling. Loose coupling will provide flexibility to couple or decouple the protocols with
application requirement. So flexible middleware architecture will also helpful for maintenance of
protocol and users will have flexibility to choose the protocol from the web according to need.
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Integration with Networks: Integration mechanism will provide interaction to share the
services or information with other network according to requirements of application. So mid-
dleware architecture should have capability to integrate the WSN application with external
environment. Middleware architecture can provide interface for communication.

Interoperability: In Service oriented environment service vendors, service providers and
platforms are increasing to perform the task in Wireless sensor network. These services are
developed on different platforms such as C, java etc. Interoperability between different platforms
should be present to provide a service composition. Therefore Wireless sensor network needs
interoperability mechanism to support different type of services and platforms.

Adoption of New Service: Innovation of new technique and improvement of previous
technology provides new services for various application domains such as Wireless sensor net-
works, Adhoc networks, Cloud computing etc. These developments are the result of requirements
and feedback of users after using the applications. All platforms may not be support the newly
developed services. Therefore Adoption of new service is one of the crucial issues in Wireless
sensor network.

Security: Sensor network is use to capture the data or information from the environment.
Information or data can be sensitive according to application like military services, health services
etc. This type of application requires security modules to secure the data from attacker. So
security is also an issue to provide secure communication and data between WSN and system.
Service oriented model can provide security modules as a service as per requirement. Very few
works have been done on the security with service oriented model [2]. Therefore Flexible Service
Oriented Network Architecture will suit to resolve the security issue.

3 Related Works

Various methods have been proposed to address the issues of wireless sensor network. This
section provides overview of various solutions in the context of wireless sensor network issues
and its solutions. These solutions are serving the way to tackle the problems. Wireless sensor
network are suffering from the problem of data aggregation, resource management, energy effi-
ciency, heterogeneity, hardware, routing etc. To solve these issues authors have been proposed
various approach in terms of middleware technology. Middleware approach provides abstraction
at various levels such as interoperability, language, hardware, complexity etc. We are discussing
the some work in comprehensive mode.

COMiS: This is component based middleware architecture [10] which is used to satisfy the
constraints like power and memory. Components of this middle- ware can be varying as per the
behaviour of sensor nodes and loaded memory based application. Components of this middleware
are Listener, Register, Discovery, Send and update. Each component is responsible to perform its
task according to functionality. It provides a various additional functionality such as discovery of
k components according to distance, component management, and registration and component
updation. It is more suitable for collaborative applications.

SOMA: An SOMA [1] tries to fulfill the gap of interoperability among homogeneous plat-
form. This middleware (Service Oriented Middleware Architecture) approach provides a com-
munication model for wireless sensor network. To reduce the power consumption this solution
is feasible at high traffic. Standards of middleware components are inspired with the web ser-
vices, which will helpful to accommodate the component interoperability and reusability. This
solution provides a way to manage the homogeneous platform with interoperable manner. It has
some advantages like complexity reduction, service specific interface etc. In this approach major
drawback is gateway dependency because failure of single point will affect the performance of
whole network.
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MiSense: It is Component based middleware layer [13] which is use to support distributed
sensor application. MiSense reduces the complexity of system by imposing structure on top of
component model. This middleware provides a resource management, network abstraction and
communication without knowing the detail of low level complexities. It is a feasible to handle
the issues like data aggregation, topology management and event detection.

SOM: Service oriented model [3] is much efficient than traditional middleware. Service ori-
ented computing environment provides better availability, easy accessibility with some standard
models and protocols. This approach provides a facility of interoperability and loose coupling
between services in distributed scenario. SOM is capable to handle the communication, service
discovery and publication among various services.

OASiS: OASiS is a programming framework [14] which provides abstraction layer to hide
the complexity at low level. This is planned for resource constraint application devices. OASiS
framework is combination of various service modules such as Composer, Node manager, Object
manager, Service discovery protocol. These modules are responsible to perform the specific task.
Node manager is responsible for routing, service discovery is responsible for search the service
domain, Object manger is use identify the object and Composer is responsible for initiating a
service graph, parsing of graph and binding of service. This framework is feasible to support the
single object at particular instance but it can be improve.

SMC: This framework is based on service oriented architecture [4]. In this middleware various
components are defined as a service. These components are use full to support various application
domains. Service based midtier component (SMC) is capable to deal with different functions.
This model consists of layers and each layer is responsible to perform particular task. Layers
are independent to each other. Service bus layer provides a facility to establish communication
between protocols. Binding is responsible to bind the service according to application. Interface
repository service layer is used for repository and classification of domain. Data exchange service
provides facility to exchange the data among similar nodes. Encryption is used for security of
data. Synthesizer service layer is use to facilitate the processing of data and its composition.
Routing layer is responsible to handle various queries at same time.

USEME: USEME is programming framework [7] which is based on service oriented ap-
proach. This framework provides facility to developer to deploy the service on sensor node and
actuator. These services are developed to satisfy the real time constraint and specification. It
is platform independent. This framework support to wireless sensor network as a middleware.
Useme framework is combination of various components. Constraint management is use full to
fulfill the demand of real time environment, Configuration management is responsible to maintain
the frequency of service discovery, Invocation and communication is used to deliver the packet
among various nodes, Publication and service discovery is used to store the record of service and
group management is responsible to form a group to achieve the efficiency and scalability.

GEM: GEM is a generic event service middleware framework [11]. This framework is de-
signed to support the new event based service. Gem is generic middleware, which is use to
facilitate the wireless sensor application along with service package. Generic middleware ar-
chitecture provides multilevel event detection, event language description and mote module to
encode the code. Language of event defines the format of data and storage in mote. Information
of every mote is required to identify the event at group level.

A range of solutions are existing to address above issues.These solutions are capable to re-
solve the above issues of wireless sensor network.Some issues of wireless sensor networks still exist
such as adoption of new services, new protocols, and interoperability between heterogeneous ser-
vices.Therefore we are providing a Flexible Service Oriented Network Architecture as a solution
which is capable to tackle these issues.



Flexible Service Oriented Network Architecture for Wireless Sensor Networks 615

4 Proposed Work

This is generic architecture of the system with proposed Flexible Service Oriented Network
Architecture. Generic architecture consists with four layers (Figure 2). Every layer is responsi-
ble to perform specific task as per the need of application. Proposed Flexible Service Oriented
Network architecture exists on top of every layer. Other layers are application software, X- oper-
ating system and system software. Application s/w is repository of softwares like web browsers,
database spread sheet etc, which provides a communication between proposed architecture and
X- operating system. X- Operating system is component based operating system. System s/w
provides a communication between h/w and X- Operating system.

Figure 2: Generic System Architecture

In proposed Flexible Service Oriented Network Architecture, a new solution for the Wireless
sensor network which is constraint based and constraint free. Constraint based and constraint
free network can have various issues such as adoption of new service, adoption of new protocol,
Interoperability, service selection and composition availability of service, security, heterogeneity
of platforms. Detail functionality of Flexible Service Oriented Network Architecture in Figure 3.

Service user will be able to find out the service as per the requirements of application. Service
user can be classified in terms of domain expert and general user with its knowledge. Users can
give input to API with requirement such as application requirements, user requirement, and
network requirements.

Service broker will get the request through the API. Broker will search the service in its local
repository as per the requirement. If service will available then broker will return optimized
service for application otherwise send the request to another broker to get best service. Service
provider will provide the service to user through broker. Service provider will compose the
service as per the user requirements and reply back to broker. Broker will send the service to
user without knowing the low level detail of service.

Completion of above steps user will get the best service as per the requirements. Then user
will be able to deploy the service for wireless application like sensor network through the API.

Service user: In this architecture level of users are classified in two categories such as Non
parametric user and parametric user based on expertise. The execution of services in flexible
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Figure 3: Flexible Service Oriented Network Architecture

service oriented network architecture begins with requirements of application as a user input.
Non Parametric User: Non parametric users are passive recipient of service without know-

ing the technical or low level details. The service request of Non parametric user is forwarded to
broker through the application programming interface without any technical requirements; the
requested services are fetched from service provider with default setting and delivered to the user
through the broker. In this case non parametric user may not get filtered services due to lack of
technical requirements as an input.

Parametric User: Parametric users are service users, who have detailed technical knowledge
of application requirements. These requirements are application requirements, user requirements
and network requirements. A parametric user sends request in the form of requirements param-
eters of application to the service broker. Service Broker will fetch the service from the service
provider after composition as per the requirements and reply back to the Service users. Com-
posed service will be filtered and most suitable for the application. Service users will deploy the
service in application after getting the reply from broker.

Service Broker: There three types of functionalities, which are performed by a broker to
complete the success full communication in flexible service oriented environment.

Protocol Graph Generator: A specific pattern of combination or sequence of building
block known as protocol graph. Complex services can be made with the combination of various
simple service s. A graph sketch specifies the specific pattern, which is needed for getting a
service of user. Every node has capacity to generate the protocol graph. Requirements like user,
application, and network are playing important role for dynamic generation of protocol graph.

Message Translator: In this module some messages are composed with the combination
of more than one message, which is performed by the message list. A building block can add
message, create message read message and removes the message from message list as per the
compatibility. Application building block is used for message transformation. This building
block also plays a role of bridge between workflow and application.

Message Transmission: This module is responsible for the transmission between appli-
cation and Network building blocks. Message Formats for communication Following pattern is
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used for communication in flexible service oriented network environment.
msg 1 and msg2: A XML file name in string format.
msg4 and msg5: This is msg1,built in message list format.
msg3 and msg6: Tagged message with filename and fragmented data to be transferred.

Figure 4: Communication Process between Brokers

After receiving the request from user end, Broker generates a list of unavailable building blocks
(Service module) in XML format. Building blocks information sent to application building block
in the form of msg1 (Figure 4) [15]. Up port of Transmission building block receives a msg2 from
application building block after translation. Transmission building block forwards msg3 to the
data port of Network building block. Then received msg3 sent to the other Network Building
block with same msg format. At the receiver end, Network building block sends msg to the down
port of transmission building block. The data pull out from Transmission building block, will be
copied in XML format. Above process will be repeated for reply msg in appropriate format.

Service Providers: The service providers are entity of our proposed architecture, which
provides service to user as per the requirements. These services are classified according to its
nature in various categories such as Compound, composition, conventional, template and services
in future. A Service provider plays a role of developer and provider for consumer. Service provider
provides a many flavour of service along with same or different providers. Service providers have
facility to develop a new service based on predefine, precompiled and precomposed methods as
per the requirement parameters of users. These above methods are helpful at the time of service
composition. The service provider can use static or dynamic methods to develop a new service.
When parameters of service need not change frequently at run time then developer follows the
static method otherwise dynamic method to support the frequent change at runtime.

Services: Service is functional module, which is used to perform single or multiple tasks.
Functional module of service may be a single or combination of other modules. These modules
can be implemented by any technology on any platform with scalability, flexibility and fault tol-
erance. The goal of concerning things are interoperability, heterogeneous system services should
be capability to connect, loose coupling, to minimize interdependencies between modules and
heterogeneous data type, interaction pattern at the time of platform binding, logical deployment.
These are performed with loose coupling. Our Flexible service Oriented Network architecture
supports for wide range of wireless sensor network services.Conventional Service Represents those
type of services which developed in previous days and we are using without any required modi-
fication. These services have some flaws like network protocol adaption, Localization algorithms
and its complexity, tight coupling etc.
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Template: Template is a service, which is defined as set of reusable service related data
that will minimize the required time to create service. This is applied for designer, developer
and user to create or use the service. The template is used by various applications in order to
save time needed to develop network interface, network load balancer and one or more virtual
machines. This architecture provides a facility for developer, architect to develop or design new
template as a service and register it for use of public environment.

Compound Service: The Compound service is a result from combination of two or more
modules, which may be different or same according to configuration. Development of compound
service is not easy task because before the development of this service user should know the
compatibility of application programming interface, protocol and integration requirements for
application. Prior knowledge of low level detail of different services and platform is not easy. So
there is need of architecture to support in the development and deployment of compound services
for application. Our Architecture resolves above issues and provides support to developer and
user without knowing the low level details of other services.

Service Composition: Service composition is a way to build a new service from a set of
service modules at run time. Service location and selection plays an important role in the process
of composition. In this architecture we are considering two types of service compositions. Static
service composition all requirements are fixed at the time of service designing. The requirements
cannot be changed frequently at run time because lack of flexibility, agile for run time. Therefore
we are also considering dynamic service composition to accomplish the requirements of user as
a service. In dynamic service composition various complications comes like operating service,
service selection criteria. It is not necessary that composition process will always give correct
result as per the user requirements. So through the application programming interface provides
a facility to change in the requirements to get an available service. Dynamic service composition
reduces the human effort in service selection. We are considering both environments for service
selection in our proposed architecture. Service in future Services in future are vision to develop
a new service, protocol, tools, plat- form, language etc. In the current era of development
researchers and developers are providing a new solution for the specific problem as a service
to fulfill the demand of users with fast speed. So services are increasing with rapid rate on
the internet. Users may not know all solutions of specific problem. Therefore we are providing
architecture which will give the best service which will available on internet in future.

Technical Requirements: Many solutions are available in the form of service for specific
task on the web. These services are required to execute the application. User will have flexibility
to give an input in terms of requirement for service selection and composition [18]. Therefore
user has option to select a service with specification of requirements. Being a user, requirements
can be categorized such as user requirement, application requirement and network requirement
which are given in Figure 5.

User requirements can be defined as a goal of application.This requirement is useful to find
out the type of service for application [17]. There are various type of applications are used in
sensor network so requirements of application will also be differ as per the performance. Applica-
tion requirements may be defined as accuracy, computation time, bandwidth, delay etc. network
requirements is defined as, need of network related constraints. These constraints may be the
selection of protocol, level of fault tolerance, transmission speed, life time of network etc. These
requirements play an important role to find out the best service for the application.

Let S be the set of services which is represented as:
S=
∑l

i=0 Ui +
∑n

j=0Aj +
∑m

k=0Km.
User requirement may be single or multiple, which is mandatory. A is application require-
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Figure 5: Technical Requirements

ments, N is network requirements.These requirements are optional, which can be represented
as:

A={a1, a2, a3, .......................an}
N= {n1, n2, n3, .....................nk}.

When n, k=0 then interaction pattern of application is similar to current pattern, where user
will get minimal facility of service selection. When j=1...n and k= 1...m, then this condition will
increase the better tune of service. The application uses different protocols for communication
and also there are many applications which can work with diverse of protocols.

Let P be the total number of protocols available which can be represented as:
P={p1, p2, p3................pn} , af ={pf |pf ⊂ p}.

Convergence of service request interpretation:
E(X − S)2= 0

then X=’S’ with probability 1 or x converges to S with probability 1 let σ2x is variability of
measurement according to Chebyshev inequality:

p{|X −A| ≤ ϵ} ≥|σ2x ÷ ϵ2x.
If σx is very much smaller than ϵ then observed variable X is between (S-ϵ) and (S+ϵ) which

is almost certain and one measurement of X is sufficient. However if σx is not sufficiently smaller
compared to ϵ, then the result will not be of sufficient accuracy.

5 Comparison of Various Service Oriented Approaches with Flex-
ible Service Oriented Architecture

Wireless Sensor network is distributed service over the network with well-defined interface.
These services are easily accessible and deployable by WSN application through service oriented
model based Interfaces. Service oriented model covers functional and non functional require-
ments of users to fulfill the gap of applications. These applications can be use the services to get
the better result as per the requirements. To achieve result communication should be perform
in between two parties with indirect manner i.e. with service brokers. Services are accessible
through multiple paths; best path will increase the response time of service with UDP, SOAP
transport. In the comparison table 1. We have tried cover all the requirements of user and
applications with Flexible Service Oriented Architecture for WSN. Few of them are covered in
individual model but no one covers all the requirements and flexibility of module implementation
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as per the new requirements, which may come in future. Therefore we have shown comparative
analysis in Table 1.

Table 1: Comparison with main features
SI. No. SOA based

Approach
Environment Features Covered Requierments

1 Flexible
Service
Oriented
Network
Architecture
for WSN

Wireless/Wires
Sensor Networks,
Supports TCP/IP
based networks

Flexibility to In-
novation, Loose
Coupling, Au-
tomatic service
discovery, Adap-
tion of New service,
Support real time
constrains of users

Run time support,Service
transparancy, Interop-
erability among ser-
vice,QOS,Integration
with other sytem,Service
discovery, Service abstrac-
tion.

2 USEME Wireless/Wires
Sensor networks

Handles publica-
tionand discov-
ery,Management of
real time constraint

Runtime support service
discovery Service abstrac-
tion

3 OASiS Wireless Sensor
Networks

Environment based
sepration Con-
cerns,Dynamic
service discovery
and deployment

Runtime support sys-
tem, Service discov-
ery,Abstraction.

4 Misense Wireless Sensor
Networks

Content based on
sepration of concers
and subscription
model, Flexible
data manage-
ment,Programming
API

Service
transparancy,Efiicient
large amount of data.

5 Stream Ware Sensor network
(Wired/Wireless)

Query based access.
Hetroginity Man-
agement,Scalability

Service discov-
ery,management,Efficient
handling of large amount
of data.

6 (SI) 2 Smart items Net-
work

Platform inde-
pendent service,
description, deploy-
ment

Run time support, ser-
vice discovery and deploy-
ment. Abstraction, Inte-
gration with other system.

7 DySSco Wireless sensor net-
work

Dynamic self con-
figuration service
coverage

Service deployment,
transparency, abstraction,
Configurable service.

8 B-VIS Distributed RFID
and Sensor net-
works

Real time Tracking
and monitoring
trough sensors,
Programming for
real time data.

Abstraction ,Interop-
erability, Efficient for
handling large amount of
data. Integration with
other system.

9 SOMDM Wireless Sensor
Network

Component archi-
tecture to reduce
data processing

Service transparency, ab-
straction to heterogeneous
nodes, interoperability be-
tween other nodes.

6 Conclusions and Future Works

Our Proposed Flexible Service Oriented Network Architecture is developed with java plat-
form. XML format is used to provide interoperability between different services. Flexible Service
Oriented Network Architecture is providing a facility to user for service selection and compo-
sition, adoption of new service, protocol. Through this architecture users can get best service
from the broker as per the requirements of application.

Also, the architecture provides a facility to couple the module (service) in the real time
service domain and feasible to connect the heterogeneous and homogeneous services on common
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platform. This architecture can be used by novice users having no or little knowledge regarding
the low level technical detail of services. In future we will convert the XML format to RDF
format, rating of service on constraints.
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Abstract: The paper proposes a novel steganalytic technique for ±k steganography
based on noncausal linear predictor using prediction coefficients obtained from the au-
tocorrelation matrix for a block of pixels in the stego-image. The image is divided into
equal-size blocks, autocorrelation matrix is found for the block, and the appropriate
noncausal linear prediction coefficients is selected to predict all pixels in that block. A
pixel is assumed to be embedded with message bit if the absolute difference between
the original pixel value and predicted pixel value exceeds the pre-defined threshold.
The effectiveness of the proposed technique is verified using different images.
Keywords: LSB embedding, noncausal linear predictor, RS analysis, steganalysis,
steganography.

1 Introduction

Our world is becoming smaller and smaller day by day due to the rapid development in
computer and network technology, empowered with unlimited expansion of communication and
information technology capability globally for exchange of information with large involvement
of individuals at home, private and public sectors and government organizations. Both business
and society now are highly dependent on the Internet and multimedia technology as an integral
part for communication, which on other hand serves two purposes - one for the exchange of
vast amount of information and knowledge for the welfare of human beings, and another for
the destruction of humanity by using such medium. Law enforcement personnel and criminals
conceal their message, work plan, and important information in digital media. This technique is
called steganography, which is the art and science of embedding secret messages inside different
cover media such as text, audio, image and video without any suspicion. The Internet itself
provides hundreds of freeware and shareware, which can be freely used by anyone including
criminals and terrorists. To detect and extract the hidden message from stego-data by the cyber
security personnel and law enforcement professional is the current interest of steganalysis, which
is the science of discovery of existence of hidden information.

The race between steganography and steganalysis is ongoing and never-ending competition,
in which the former develops newer and more robust algorithms to embed secret message into
cover medium such as text, audio, image and video to form stego-data, which is not different
from the original medium perceptually to the ordinary person, and does not arouse any suspi-
cion, while the later tries to stop all steganographic techniques or detect the embedded secret
message from the stego-data. Two important media which appeal to hide secret message are
the image and video due to the inherent presence of high redundancy in representation of such

Copyright © 2006-2014 by CCC Publications
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data. The most obvious of steganography is to hide data, but its general applications include
covert and invisible communication between two or more parties, secret data storing in storage
devices, integrity checking of data by using hash value, access control mechanism for digital
content distribution by including access key for selective extraction, and media database system
by unifying the media data such as music, picture, video with other information like date and
time of recording such data as metadata [1].

Steganalysis finds applications in gathering and tracking criminal and cyber terrorist activities
and anti-social elements over the Internet, cyber forensics investigation for extraction of hidden
message from compromised digital systems, cyber warfare for waging war using the Internet,
peaceful purposes for improving steganographic tools to identify their weakness [2]. In the recent
decades, cyber security community and professionals take challenging, interesting and exciting
researches in developing new and robust steganographic algorithms as well as better stegana-
lytic algorithms to counter the steganography [3–5]. The powerful and popular LSB detection
algorithms are Chi-square [6], RS [7], Gradient Energy-Flipping Rate (GEFR) Detection [8] and
Histogram difference [9]. These algorithms can estimate the length of the embedded message
in LSB embedding. LSB matching (LSBM) steganographic technique adds or subtract by 1 if
LSB does not match with message bit [10] [11]. LSBM is a special case of k steganography with
k=1 [12]. In k steganography, pixel values are either increased or decreased by k. k steganog-
raphy is an important steganographic technique, and number of steganalytic algorithms for k
steganography particularly based on linear prediction is very few. This motivates to develop this
novel k steganalytic algorithm.

This paper proposes a new steganalytic technique for k steganography using noncausal linear
predictor based on prediction coefficients obtained from the autocorrelation matrix for each block
of pixels in the image. Most appropriate elements from that matrix are used for predicting all
pixel values in that block. The difference between the predicted pixel value and the original pixel
value gives the knowledge about the presence of message bit.

The paper is organized as follows. Section 2 deals with a short introduction on the order of
prediction, which is used in the proposed algorithm. Section 3 proposes the new steganalytic
algorithm, followed experimental results in Section 4 and conclusions in Section 5.

2 Order of Linear Prediction

The order of linear prediction in images can be based on the neighbourhood set G, which is
defined at a coordinate (m,n)∈ G with the points lying within a specified radius as its elements
[13]. An ηth order neighbourhood set at coordinate (m,n) is defined using the Euclidian distance
for defining the radius as

Sη(m,n) = {(i, j) : 0 < (m− i)2 + (n− j)2 ≤ Dη} (1)

where (i,j) is the coordinates of pixels in the neighbourhood set, (i, j) ̸= (m,n), Dη and is an
increasing integer function of η. Take for examples

1) 1st order neighbourhood set : η = 1;Dη = 1;
S1
(m,n) = {(m− 1, n), (m+ 1, n), (m,n− 1), (m,n+ 1)}

2) 2nd order neighbourhood set : η = 2;Dη = 2;
S2
(m,n) = {(m− 1, n), (m+ 1, n), (m,n− 1), (m,n+ 1), (m− 1, n− 1),

(m+ 1, n+ 1), (m− 1, n+ 1), (m+ 1, n− 1)}
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Similarly, the 3rd and 4th order neighbourhood sets are defined with η = 3, Dη = 4 and η = 4,
Dη = 5 respectively. The neighbourhood sets up to order 5 for linear prediction is shown in
Figure. 1. The pixel to be predicted is labeled ‘0’. For the first-order prediction, the neighbour-
hood set consists of pixels marked ‘1’, for the second-order prediction, the neighbourhoods set
involves pixels marked as ‘1’ and ‘2’ and so on. Figure. 1 shows the causal and noncausal regions
of supports with pixels lying to the left of dark line for the causal prediction.

3 Proposed Steganalytic Algorithm

Linear prediction is used for modelling, estimating and coding of one-dimensional signals, in
speech coding and understanding, geophysics and biomedical signal processing applications [14],
and of two-dimensional signals in image compression, image segmentation and classification and
spectrum estimation [15]. Linear prediction model is used in estimating pixels at any location
of the image due to strong correlation among neighbouring pixels in the image. Most of the
applications of linear prediction use the causal linear prediction, which predicts the current pixel
value based on its surrounding past pixels only. Sometime, same prediction coefficients are used
to predict entire pixels for the same block in the image.Asif and Moura wrote that the noncausal
linear prediction, which is based on both the past and future pixels in the neighbourhood of the
current pixels give better results [13].

Figure 1: The neighbourhood sets for the 1st-order to 5th-order prediction.

The predicted pixel x̂(m,n) at the location (m,n) is given by

x̂(m,n) =
∑

(i,j)∈W

∑
a(i, j)x(m− i, n− j) = xηaη (2)

where W represents the prediction window that excludes (0, 0) and a(i, j) is the prediction
coefficient, xη is a row vector of pixels used for prediction and aη is the column vector formed
by the corresponding prediction coefficients. The linear prediction error (LPE) is given by

e(m,n) = x(m,n)− x̂(m,n) = x(m,n)− xηaη (3)

The corresponding mean-square error E(e2(m,n)) is given by

E(e2(m,n)) = E(x(m,n)− xηaη)2 = E(x2(m,n))− 2áηE(x́ηx(m,n)) + áηE(áηxη)aη
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= Rx(0, 0)− 2áηrxη + áηRxηaη (4)

where Rxη = E(x́ηxη) is the autocorrelation matrix, rxη = E(x(m,n)x́η) is its cross-correlation
vector with the pixel to be predicted and Rx(0, 0) = E(x2(m,n)) . The optimal prediction
coefficient vector is obtained by minimizing E(e2(m,n)) with respect to aη and found by the
condition

∇(E(e2(m,n))) = 0 (5)

where ∇ is the gradient operator with respect to the vector aη This yields in the following matrix
form of normal equations or Wiener equations

Rxηaη = rxη (6)

The solution of the above matrix equation gives the prediction coefficient vector aη. Using the
symmetry property Rx(i, j) = Rx(−i,−j)of the autocorrelation function of wide-sense stationary
image random field, it can be shown that [16]

a(−i,−j) = a(i, j) (7)

The symmetry property simplifies the computation of the prediction coefficients. The predicted
pixel value x̂(m,n) should be different from the original pixel value x(m,n) by k (where k is an
integer value by which the value of the pixel at (m,n) is changed to hide a binary bit) if the
message bit is hidden in the pixel value x(m,n). The absolute error between the original and
the predicted pixel values is given by

|e(m,n)| = |x(m,n)− x̂(m,n)| (8)

The total number of absolute errors, which exceeds a pre-defined threshold Θ is the estimate
of length of hidden message bit in the stego-image. The following sub-sections are on different
causal and noncausal linear predictors for the first and second order.

3.1 First-order Causal Linear Predictor

The predicted pixel x̂(m,n) of the centre pixel x(m,n) for the first-order causal linear pre-
diction is given by

x̂(m,n) = a1(0, 1)x(m,n− 1) + a1(1, 0)x(m− 1, n) = x1a1

= [x(m,n− 1)x(m− 1, n)]

[
a1(0, 1)

a1(1, 0)

]
(9)

The pixels x(m,n− 1) and x(m− 1, n), marked as "1" are shown to the left side of dark line in
Figure.1, and used in the first-order causal linear prediction. The prediction coefficients a1(0, 1)
and a1(1, 0) for the first-order causal predictor are related with the autocorrelation functions by
the following normal equation in Eq. 6: Rx1a1 = rx1 where

Rx1 =

[
Rx(0, 0) Rx(1,−1)
Rx(1,−1) Rx(0, 0)

]
and rx1 =

[
Rx(0, 1)

Rx(1, 0)

]

The number of different elements from the autocorrelation matrix is 4 for the first-order causal
predictor.
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3.2 First-order Noncausal Linear Predictors

The predicted pixelx̂(m,n) of the centre pixel x(m,n) for the first-order noncausal linear
prediction is given by

x̂(m,n) = a1(0, 1)x(m,n− 1) + a1(0,−1)x(m,n+ 1) + a1(1, 0)x(m− 1, n) + a1(−1, 0)x(m+ 1, n)

= a1(0, 1)x(m,n− 1) + x(m,n+ 1) + a1(1, 0)x(m− 1, n) + x(m+ 1, n) = x1a1

=
[
x(m,n− 1) + x(m,n+ 1) x(m− 1, n) + x(m+ 1, n)

]′ [
a1(0, 1) a1(1, 0)

]′ (10)

where a1(0, 1) = a1(0,−1), and a1(1, 0) = a1(−1, 0) due to Eq. 7. The pixels x(m,n−1), x(m,n+
1), x(m−1, n) and x(m+1, n) marked as ”1” are used in the first-order noncausal linear prediction
and shown in Figure. 1. The prediction coefficients a1(0, 1) and a1(1, 0) the first-order noncausal
predictor are related with the autocorrelation functions by the following normal equation in Eq.
6: Rx1a1 = rx1 where

Rx1 =

[
Rx(0, 0) +Rx(0, 2) Rx(1,−1) +Rx(1, 1)

Rx(1,−1) +Rx(1, 1) Rx(0, 0) +Rx(2, 0)

]
and rx1 =

[
Rx(0, 1)

Rx(1, 0)

]

The number of different elements from the autocorrelation matrix is 7 for the first-order
noncausal predictor.

3.3 Second-order Causal Linear Predictor

The predicted pixel x̂(m,n) of the centre pixel x(m,n) for the second-order causal linear
prediction is given by

x̂(m,n) = a2(0, 1)x(m,n− 1) + a2(0, 1)x(m− 1, n) + a2(1, 1)x(m− 1, n− 1) + a2(1,−1)x(m+ 1, n− 1)

= x2a2 =


x(m,n− 1)

x(m− 1, n)

x(m− 1, n− 1)

x(m+ 1, n− 1)



a2(0, 1)

a2(1, 0)

a2(1, 1)

a2(1,−1)

 (11)

The pixels x(m,n− 1), x(m− 1, n), x(m− 1, n− 1) and x(m+ 1, n− 1), marked as ”1” and
”2” are shown to the left side of dark line in Figure.1, and used in the second-order causal linear
prediction. The prediction coefficients a2(0, 1), a2(1, 0), a2(1, 1) and a2(1,−1) for the second-
order causal predictor are related with the autocorrelation functions by the following normal
equation in Eq. 6: Rx2a2 = rx2 where

Rx2 =


Rx(0, 0) Rx(1,−1) Rx(1, 0) Rx(1,−2)
Rx(1,−1) Rx(0, 0) Rx(0, 1) Rx(0, 1)

Rx(1, 0) Rx(0, 1) Rx(0, 0) Rx(0, 2)

Rx(1,−2) Rx(0, 1) Rx(0, 2) Rx(0, 0)

 and rx2 =


Rx(0, 1)

Rx(1, 0)

Rx(1, 1)

Rx(1,−1)


The number of different elements from the autocorrelation matrix is 7 for the second-order causal
predictor.
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3.4 Second-order Noncausal Linear Predictor

The predicted value x̂(m,n) of the centre pixel x(m,n) for the second-order noncausal linear
prediction is given by [17]

x̂(m,n) = a2(0, 1)x(m,n− 1) + a2(0,−1)x(m,n+ 1) + a2(1, 0)x(m− 1, n) + a2(−1, 0)x(m+ 1, n)+

a2(1, 1)x(m− 1, n− 1) + a2(−1,−1)x(m+ 1, n+ 1) + a2(1,−1)x(m− 1, n+ 1) + a2(−1, 1)
x(m+ 1, n− 1) = a2(0, 1){x(m,n− 1) + x(m,n+ 1)}+ a2(1, 0){x(m− 1, n) + x(m+ 1, n)}+
a2(1, 1){x(m− 1, n− 1) + x(m+ 1, n+ 1)}+ a2(1,−1){x(m− 1, n+ 1) + x(m+ 1, n− 1)}

= x2a2 (12)

where a2(0, 1) = a2(0,−1), a2(1, 0) = a2(−1, 0), a2(1, 1) = a2(−1,−1) and a2(1,−1) = a2(−1, 1)
due to Eq. 7. The pixels (m,n−1), x(m,n+1), x(m−1, n), x(m+1, n), x(m−1, n−1), x(m+1, n+
1, x(m−1, n+1)) and x(m+1, n−1), marked as ”1” and ”2” are used in the second-order noncausal
linear prediction and shown in Figure.1. The prediction coefficients a2(0, 1), a2(1, 0), a2(1, 1) and
a2(1,−1) for the second-order noncausal predictor are related with the autocorrelation functions
by the following normal equation in Eq. 6: Rx2a2 = rx2 where

Rx2 =


Rx(0, 0) +RX(0, 2) Rx(1,−1) +RX(1, 1) Rx(1, 0) +RX(1, 2) Rx(1,−2) +RX(1, 0)

Rx(1,−1) +RX(1, 1) Rx(0, 0) +RX(2, 0) Rx(0, 1) +RX(2, 1) Rx(0, 1) +RX(2,−1)
Rx(1, 0) +RX(1, 2) Rx(0, 1) +RX(2, 1) Rx(0, 0) +RX(2, 2) Rx(0, 2) +RX(2, 0)

Rx(1,−2) +RX(1, 0) Rx(0, 1) +RX(2,−1) Rx(0, 2) +RX(2, 0) Rx(0, 0) +RX(2,−2)



and rx2 =
[
Rx(0, 1) Rx(1, 0) Rx(1, 1) Rx(1,−1)

]′
The number of different elements from the autocorrelation matrix is 13 for the second-order
noncausal predictor. A block of the size B × B gives an autocorrelation matrix of the size
(2B−1)×(2B−1) . Selective elements for the autocorrelation matrix are given below. RX(0, 0) =
RX2(B,B), RX(0, 2) = RX2(B,B−2), RX(1,−1) = RX2(B−1, B+1), RX(1, 1) = RX2(B−1, B−
1), RX(1, 0) = RX2(B−1, B)RX(2, 0) = RX2(B−2, B), RX(0, 1) = RX2(B,B−1), RX(1,−2) =
RX2(B − 1, B + 2)RX(1, 2) = RX2(B − 1, B − 2), RX(2, 1) = RX2(B − 2, B − 1), RX(2,−1) =
RX2(B − 2, B + 1), RX(2, 2) = RX2(B − 2, B − 2), RX(2,−2) = RX2(B − 2, B + 2) The first 7
elements in the above are used to predict all pixels in that blocks for the first-order noncausal
prediction, and all elements in the above to predict all pixels in that block of the image for the
second-order noncausal linear prediction.

4 Experimental Results

A set of 100 high-quality RGB images was collected from the Internet including satellite im-
ages, biomedical images, texture images, aerial images, photographic images, computer generated
images and classic images commonly used in the color image processing literature. All images
are of size 512 × 512 Figure. 2 shows representative images from this set. The performance of
the proposed algorithm depends on the following various parameters and results are taken based
on these parameters.

(I) Block-size of the prediction window (II) Noncausal or causal
(III) order of prediction (IV) Value of k
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Figure 2: (a) Lena, (b) Golden Gate, (c) Earth, (d) Oakland, (e) Zelda, (f) Girl, (g) Building,
(h) Aptus, (i) Hdr and (j) Sail.

4.1 Comparison of Performance based on Block-size

Experiments were taken to find the most appropriate block-size of the prediction using 100
different images. Results were taken for both the first-order causal and noncausal for the block-
sizes of 4×4, 8×8, 16×16,32×32 and 64×64 respectively. These results in terms of percentage
estimated length (EL) and percentage error (ER) are shown in Table1 and Table 2. Results were
taken based on the averages of EL and ER of 100 images for k=9. The results in these tables are
shown for the first-order. It was found that the performance is poor for both smaller and larger
block-sizes. The most appropriate block-size is 16 × 16, which gives the least ER for majority
of embedding percentages for both causal and noncausal predictors. The poor performance of
the smaller block-size is due to the fact that the prediction coefficients obtained from smaller
blocks can give accurate prediction if the blocks contain highly similar pixel values, but a block
does not contain similar pixel values usually. On the other hand, larger block-sizes also give
erroneous results, because the larger blocks contain many heterogeneous pixel values. Without
loss of generality, block-size of 16× 16 was used for all results afterward.

Table 1: Selection of the best block-size in terms of EL and ER for the first-order noncausal
predictor

Embedding Percentage

Block-size EL ER

0% 10% 20% 30% 40% 50% 10% 20% 30% 40% 50%
4× 4 -0.17 9.78 21.58 28.99 40.40 47.93 2.20 -15.80 10.10 -4.00 20.70
8× 8 -0.64 9.77 22.83 28.88 39.56 50.58 2.30 -28.30 11.20 4.40 -5.80
16× 16 -1.46 10.64 20.75 30.02 40.28 49.62 -6.40 -7.50 -0.20 -2.80 3.80
32× 32 -0.94 10.13 23.50 29.69 40.28 46.60 -1.30 -35.00 3.10 -2.80 34.00
64× 64 2.87 19.18 16.41 39.10 36.35 41.81 -91.80 35.90 -91.00 36.50 81.90

4.2 Comparison of Performance of Noncausal and Causal Predictors

Table 1 and Table 2 show that the noncausal predictors give less ER than causal predictor.
The noncausal predictor uses all past and future pixels surrounding the pixels to be predicted
and the causal predictor uses only the past pixels surrounding the pixel to be predicted. This
results in better performance for the noncausal predictor.

4.3 Comparison of Performance based on Orders of Prediction

Table 3 gives the comparison of performance based on the orders of prediction. Results were
based on the average results of all images for the causal and noncausal predictors with k=9. ER
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Table 2: Selection of the best block-size in terms of EL and ER for the first-order causal predictor
Embedding Percentage

Block-size EL ER

0% 10% 20% 30% 40% 50% 10% 20% 30% 40% 50%
4× 4 -2.51 12.53 23.03 28.63 38.95 49.22 -25.30 -30.30 13.70 10.50 7.80
8× 8 -1.17 10.86 22.04 28.70 39.80 49.48 -8.60 -20.40 13.00 2.00 5.20
16× 16 -1.58 10.66 21.16 30.49 39.92 48.77 -6.60 -11.60 -4.90 0.80 12.30
32× 32 -1.82 10.84 21.85 30.61 39.94 48.49 -8.40 -18.50 -6.10 0.60 15.10
64× 64 -1.80 11.10 21.33 30.75 39.87 48.56 -11.00 -13.30 -7.50 1.30 14.40

of the first-order predictor is comparatively less than that of the second-order predictor. Results
of orders higher than the second are not shown, because performance deteriorates as the order
increases.

Table 3: Performance based on different images for the first-order noncausal and causal second-
order predictors in term of EL and ER

Embedding Percentage

Type First-order noncausal linear predictor Second-order noncausal linear predictor

0% 10% 20% 30% 40% 50% 0% 10% 20% 30% 40% 50%
EL -1.46 10.64 20.75 30.02 40.28 49.62 -3.23 12.08 23.11 31.34 39.55 47.07
ER – -6.40 -7.50 -0.20 -2.80 3.80 – -20.80 -15.55 -4.46 1.12 5.86

4.4 Performance for Different k

Table4 4 gives the results of dependency of the performance of extraction on the values of k
for noncausal and causal predictors on average results. The result is taken for values of k from
1 to 9 with the increment 2 for block size of 16 × 16. Tables show that the performance of the
proposed technique was better for higher values of k. It is because the predictor can give larger
value of absolute error |e(m,n)| when the predicted pixel is different from the neighboring pixels.

Table 4: Performance based on value of k for the first-order noncausal predictor in terms of EL
and ER

Embedding Percentage

Value of k EL ER

0% 10% 20% 30% 40% 50% 10% 20% 30% 40% 50%
1 18.70 23.73 17.08 29.11 25.34 28.21 -137.30 29.20 8.90 146.60 217.90
3 1.92 11.27 23.32 32.45 31.11 52.08 -12.70 -33.20 -24.50 88.90 -20.80
5 1.48 12.83 21.57 36.55 37.23 48.81 -28.30 -15.70 -65.50 27.70 11.90
7 1.78 9.10 18.62 31.88 38.16 49.45 9.00 13.80 -18.80 18.40 5.50
9 -1.46 10.64 20.75 30.02 40.28 49.62 -6.40 -7.50 -0.20 -2.80 3.80
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5 Conclusions

This paper presents a novel steganalytic technique of ±k steganography based on noncausal
linear predictor using prediction coefficients obtained from a block of pixels in the image. The
effectiveness of the proposed technique in estimating the length of the embedded message bits
in the stego-image was verified using different types of images. It was found that noncausal
predictor gives better results than causal predictor, and the first-order predictor gives better
performance than the second-order. It is also found that the performance is better for higher
values of k.

Bibliography

[1] Kawaguchi E.; Noda H.; Niimi M.; Eason R.O. (2003); A Model of Anonymous Covert Mailing
System Using Steganographic Scheme, in Information modelling and knowledge bases, XIV,
H. Yaakkola et al. (Eds), IOS Press, 81-85.

[2] Wang H.; Wang S. (2004); Cyber Warfare Steganography vs Steganalysis, ACM Commun.,
47: 76-82.

[3] Anderson R.J.; Pettitcolas, F.A.P. (1998); On The Limits Of Steganography, IEEE Journal
on Selected Areas in Communication, 16(4): 474-481.

[4] Zhang X.; Wang S. (2006); Dynamically Running Coding In Digital Watermarking, IEEE
Signal Processing Letters, 13(3): 165-168.

[5] Provos N.; Honeyman P. (2003); Hide And Seek: An Introduction To Steganography, IEEE
Security And Privacy, 1(3): 32-44.

[6] Westfeld A.; Pfitzmann A. (1999); Attack On Steganographic Systems, Proc. Information
Hiding - 3rd Intel Workshop, Springer Verlag, 61-76.

[7] Fridrich J.; Goljan M. (2000); Practical Steganalysis Of Digital Images - State Of The Art,
Security And Watermarking Of Multimedia Contents IV, E.J. Delp III and P.W. Wong,
editors, Proc. of SPIE, 4675, 1-13.

[8] Zhi L.; Fen S.A.; Xian Y.Y.A. (2003); LSB Steganography Detection Algorithm, Proc. IEEE
ISPIMRC, 2780-2783.

[9] Zhang T.; Ping X. (2003) ; Reliable Detection Of LSB Steganography Based On The Dif-
ference Image Histogram, IEEE International Conference on Acoustics, Speech, and Signal
Processing, 3: 545-548.

[10] Mielikainen J. (2006); LSB Matching Revisted, IEEE Signal Processing Letters, 13(5): 285-
287.

[11] Li X.; Yang B.; Cheng D.; Zeng T. (2009); A Generalization Of LSB Matching, IEEE Signal
Processing Letters, 16(2): 69-72.

[12] Fridrich J.; Soukal D.; Goljan M. (2005); Maximum Likehood Destination Of Secret Message
Length Embedded Using PMK Steganography In Spatial Domain, Proc. Of IST/SPIE Elec-
tronic Imaging: Security, Steganography And Watermarking Of Multimedia Contents, VII,
5681, 595-606.



632 K.M. Singh, Y.J. Chanu, T. Tuithung

[13] Balram N.; Moura M.F. (1996); Noncausal Predictive Image Codec, IEEE Trans. On Image
Processing, 5(8): 1229-1242.

[14] Schroeder M.R.; Atal B.S. (1985); Code-excited Linear Prediction (CELP): High Quality
Speech At Very Low Bit Rates, IEEE Proc. ICASSP, 937-940.

[15] Fang W.; Yagle A.E. (1994); Two-dimensional Linear Prediction And Spectral Estimation
In Polar Raster, IEEE Trans. On Signal Processing, 42(3): 628-641.

[16] Jain A.K. (1989); Fundamental of Digital Image Processing, Prentice Hall, Information and
System Science Series.

[17] Singh K. M. (2012); Vector Median Filter Based On Noncausal Linear Prediction For De-
tection Of Impulse Noise From Images, Inderscience International Journal of Computational
Science and Engineering, 7(4): 345-355.



INTERNATIONAL JOURNAL OF COMPUTERS COMMUNICATIONS & CONTROL
ISSN 1841-9836, 9(5):633-643, October, 2014.

A Modified Ant Colony Algorithm for Traveling Salesman
Problem

X. Wei, L. Han, L. Hong

Xianmin Wei*, Liqi Han, Lu Hong
School of computer engineering, Weifang University,
Weifang 261061, P.R. China
weixm@wfu.edu.cn, liqi.han@wfu.edu.cn, sdkfz234@163.com
*Corresponding author: weixm@wfu.edu.cn

Abstract: Ant colony algorithms such as Ant Colony Optimization (ACO) have
been effectively applied to solve the Traveling Salesman problem (TSP). However,
traditional ACO algorithm has some issues such as long iterative length and prone to
local convergence. To this end, we propose we embed ACO into Cultural Algorithm
(CA) framework by leveraging the dual inheritance mechanism. Best solutions are
evolved in both population space and belief space, and the communication between
them is achieved by accept and influence operations. Besides, we employ multiple
population spaces for parallel execution. Experiments show that the performance of
our proposed algorithm is greatly improved.
Keywords: Traveling Salesman Problem (TSP), Ant Colony Optimization (ACO),
Cultural Algorithm (CA).

1 Introduction

Traveling Salesman Problem (TSP) is a typical NP hard problem [1]. Given a number of
cities and the distances between them, TSP aims to calculate the shortest tour for the salesman
to visit each city exactly once and return to the starting point. Solving TSP problem can be
beneficial to applications such as deployment of network devices [2], transportation [3] and traffic
control [4].

Ant Colony Optimization (ACO) algorithm [5] is one possible solution for solving TSP prob-
lem. ACO simulates the foraging process of ants, where the routes with more pheromones are
more likely to be selected. The process of applying ACO algorithm for TSP can be described
as follows. Suppose there are ants and cities. The movement of each ant is to choose the next
unvisited city to visit by certain rules, and meanwhile update the amount of pheromones on that
route.

Although the advantages of ACO, such as positive feedback, distributed, parallel and self-
organization, facilitate the solving of TSP problem, there still remain some issues. For example,
at earlier iterations, the amount of pheromones is relative exile, so the accumulation of enough
pheromones costs a long time. Besides, at later iterations, the positive feedback mechanism
greatly increases the possibility of local convergence.

To deal with the above long iteration time and local convergence issues, we propose an
improved algorithm in this paper. The general idea is to accelerate the evolution and revise
the best solution at each iteration. To this end, we leverage the Cultural Algorithm (CA) [6]
framework to embed the traditional ACO algorithm. Indeed, as indicated in [7, 8], it is feasible
and efficient to adapt CA for optimize ACO. Our experiments prove that the dual inheritance
mechanism of CA helps to improve the performance of ACO.

The remainder of this paper is organized as follows. Section 2 reviews related work. The
proposed algorithm is discussed in Section 3. Empirical experiments of evaluating the improved
algorithm are conducted in Section 4. Finally, the paper is concluded in Section 5.

Copyright © 2006-2014 by CCC Publications
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2 Related work

Many efforts have been made to solve the problems of traditional ACO algorithm. For ex-
ample, Dorigo et al. [9] proposed an ant system with positive feedback, distributed computation,
and a constructive greedy heuristic. Bullnheimer et al. [10] proposed a new rank based ver-
sion of ant system. Gutjahr et al. [11] proposed a graph based ant system. Gambardella et
al. [12, 13] introduced Q-learning to ant system for solving TSP problem. Ciornei et al. [14]
developed a hybrid algorithm with ant colony and genetic algorithm, so that the proposed al-
gorithm can achieve faster convergence and better search capability for global best solution.
Stutzle et al. [15] designed a Max-Min Ant System (MMAS) for better exploitation ability and
accelerated the accumulating the pheromone of the best solutions. Walter and Thomas et al.
proved the convergence of ACO algorithm [16–18].

Indeed, ACO algorithms have been applied to many problems such as the TSP problem. Zhou
et al. [19] provided the theoretical convergence analysis on the traditional ACO, and proved the
feasibility of applying ACO algorithm for TSP. Zhang et al. [20] proposed an adaptive heteroge-
neous multiple ACO to solve TSP, which used an evolution coefficient to evaluate the solutions
obtained by the ant colony and then update the phenomenon. Tuba et al. [21] modified ACO by
improving the pheromone correction mechanism, where the pheromone values for highly unde-
sirable links are significantly lowered by a posteriori heuristic. Negulescu et al. [22] presented an
adapted ACO that incorporates methods and ideas from genetic algorithms (GA) by simulating
artificial ants with different behaviors as synthetic genes. Besides, ACO has been employed in
many applications. Gajpal et al. [23] applied ACO to the route selection of tucks, and the search
all the customers during the routing path using a multi-route search principle. Hu et al. [24]
employed a new method to update the phenomenon to deal with the continuous optimization
problems. Ghoseiri et al. [25] developed an algorithm to solve the dual-object shortest path
problem with a multi-objective ACO algorithm. Gajpal et al. [26] proposed a modified ACO
method for a vehicle routing problem. Secui et al. [27] applied ACO for optimal allocation of
capacitor banks in electric power distribution networks.

Cultural algorithm (CA) was first proposed by Reynolds [6]. Then, Chung et al. [28] developed
a new framework to embed the evolutionary programming into the population space to simulate
the evolution process. Liu et al. [29] combined CA with particle swarm optimization algorithm
and applied it to the numerical optimization problem. Ma et al. [30] applied CA to solve the TSP
problem and utilized the idea from simulated annealing to ensure the accuracy and efficiency.

Unlike existing work, in this paper we design a modified ACO algorithm by leveraging CA
framework, that is, to employ a dual inheritance mechanism into the traditional ACO algorithm.
Besides, we apply the modified algorithm on TSP problem. Note that, for the consideration of
parallelism, we use multiple population spaces.

3 Proposed algorithm

The disadvantages of the traditional ACO algorithm include slow convergence and prone to
stagnation. Although there are some modifications over the traditional ACO version, most of
them are built upon the traditional computing structure to determine the internal status of the
algorithm and estimate the search capabilities of the ant colony through qualitative analysis. For
example, the improvements are made by updating pheromones, changing evaporation coefficient
or the amount of released pheromones in order to avoid stagnation.

Different from existing efforts, we embed the ACO algorithm into another framework, Cul-
tural Algorithm (CA) [6], which could essentially improve the performance. The intuitive is that
both algorithms are population based and share information through interactions among the
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population. We perceive that the ACO algorithm can benefit from the dual inheritance of CA.
Besides, the inherent nature of parallelism of ACO indicates that parallel algorithm can improve
the efficiency due to the mature of hardware and software. Therefore, in this section, we propose
a parallel ACO algorithm based on CA algorithm, and then apply it for solving the traditional
TSP problem.

Figure 1: The framework of culture algorithm

CA simulates the evolution process of human society, which regards culture as the infor-
mation carrier. While the culture is accepted by the whole population of the society, it can
be used to direct the behavior of each individual in turn. There are two evolution spaces in
CA algorithm: belief space, which is composed of the experience knowledge acquired during
the evolution process; and population space, which is composed of the individuals. These two
spaces communicate through specific protocols. The framework of CA is illustrated as Figure
2. Generally, the lower space contributes to the upper space periodically, and the upper space
continuously evolves, which in turn influences the lower space. This is called dual inheritance
mechanism.

As shown in Figure 2, the major operations of CA algorithm are accept() and influence(),
while other operations are performed inside belief or population space independently. Therefore,
it is feasible to embed other algorithms into CA framework by adding specific logics into belief
and population spaces and implementing accept() and influence() operations between them.
The parallel version of CA is illustrated as Figure 3, where exist multiple population spaces.
Each population space performs parallel evolution, and then produces local best individuals for
next generation. Then accept() operation is performed by all population spaces periodically to
update belief space in a synchronous way. On the other hand, belief space conducts evolution as
well, and calls influence() operation to direct the evolution process of each population space.

3.1 Designing population space

Let m be the number of ants, n be the number of cities C = {C1, C2, . . . , Cn}, dij(i, j =
1, 2, . . . , n, i ̸= j) be the distance between any two cities, and τij be the amount of pheromones
from i to j. At the beginning, τij is initialized as a constant, that is, τij(0) = c , where c is
a constant. At t-th iteration, the pheromones on path i, j is notated as τij(t). According to
MMAS [12] algorithm, τij(t) is restricted between τmin and τmax in order to avoid premature
local convergence.
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Figure 2: The process flow of culture algorithm

Figure 3: The framework of culture algorithm

τmax(t) =
1

2(1− ρ)L(t)
+

σ

L(t)
(1)

τmin(t) =
τmax(t)

20
(2)
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where L(t) is the length of the best solution at iteration t, ρ is the evaporation coefficient of
pheromones, and σ is the number of best solutions at iteration t.

Suppose ηij(t) denotes the heuristic information on path (i, j). The general idea is that ants
would select closest path with larger amount of pheromones. Therefore, the probability of ant k
transferring from city i to j is calculated as:

pkij(t) =


[
τij(t)

]α · [ηij(t)]β∑
j∈allowedk

[
τij(t)

]α · [ηij(t)]β , j ∈ allowedk,

0, otherwise,

(3)

where allowedk denotes the available nodes to choose at the next step for ant k, α is the heuristic
factor, meaning the importance of path with remaining pheromones, β is the heuristic factor for
ηij(t), denoting the affect of heuristic information.

After ants iterate all the nodes, remaining pheromones are updated as follows:

τij(t+ 1) = (1− ρ)τij(t) +
m∑
k=1

∆τkij(t) (4)

where 1 − ρ is the residual coefficient of pheromones, and ρ ∈ [0, 1). ∆τkij(t) is the amount of
pheromones remaining on the path at current iteration for ant k, which can be calculated as:

∆τkij(t) =

{
Q
Lk
, if ant k passes (i, j) at current iteration,

0, otherwise,
(5)

where Q is a constant, and Lk is the total length of ant k’s tour.

3.2 Designing belief space

Belief space is responsible for updating knowledge, that is, to further optimize the best
solutions provided by the population space, which are transferred through accept() operation.
For TSP problem, we employ 3-OPT algorithm to evolve belief space. Suppose there exist any
three nodes i, j, k, and current best solution is C = {Cs · · ·CiCi+1 · · ·CjCj+1 · · ·CkCk+1 · · ·Ct}.
As shown in Figure 4, if d(Ci, Ci+1) + d(Cj , Cj+1) > d(Ci, Cj) + d(Ci+1, Cj+1), then reverse sort
is performed on C = {Ci+1, . . . , Cj}; if d(Cj , Cj+1) + d(Ck, Ck+1) > d(Cj , Ck) + d(Cj+1, Ck+1),
then reverse sort is performed on C = {Cj+1, . . . , Ck}.

3.3 Accept operation

We accept a fixed ratio of all population spaces as the belief space, e.g. 20%. The accept()

operation passes the local best solution of each population space R∗ and the corresponding length
of route L∗ to the belief space.

When accept() operation is performed, the relative poor individuals are replaced by the
current best one of each population space. Suppose tcurrent is the current iteration, tend is the
predefined maximum iterations, and taccept is the iteration where accept() is called, which can
be calculated as:

taccept = fix
(
C1 +

tcurrent

tend
C2

)
(6)

where fix() is a rounding function, and C1, C2 are constants.
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Figure 4: 3-OPT algorithm

3.4 Influence operation

After further optimization via 3-OPT in belief space, influence() operation passes the short-
est path and its length to each population space periodically, and updates the global pheromones.
Suppose the iteration where influence() operation is performed is tinfluence, which can be rep-
resented as:

tinfluence = fix
(
C1 +

tend − tcurrent

tend
C2

)
(7)

where fix() is a rounding function, and C1, C2 are constants.
The improved algorithm has one belief space and multiple population spaces. Each space

evolve independently, and the communication between them is achieved by accept() and influence()

operations. The process flow of belief space is shown in Figure 5. In belief space, the update is
achieved by 3-OPT algorithm for computing the shortest path. When accept() is called, the
solution is updated by the local best from population space. When influence() is called, the
global best solution in belief space is transferred to each population space. If the termination
condition is satisfied, the algorithm is completed.

As shown in Figure 6, the update of population space is achieved by ACO algorithm. When
accept() is called, the local best solution from each population space is updated up to the belief
space. When influence() is called, the global best solution in belief space is transferred down
to each population space. If the termination condition is satisfied, the algorithm is completed.

4 Experiment

The environment of our experiments is Intel 2.3 GHz, 2GB RAM, Windows 7 operating
system, and MATLAB 7.0 for programming. The dataset is achieved from TSPLIB library .
The parameters settings are as follows: ρ = 0.5, α = 1, β = 5, Q = 100, tend = 200. We use 4
population spaces, and the maximum number of evolution of both belief space and population
space is 200. We compare our algorithm with the traditional ACO. Both algorithms are ran
independently for 50 times, and the average execution time is supposed to the performance.

As shown in Table 1, we evaluate three examples from TSPLIB, i.e., eil51, berlin52 and st70.
We can see that our proposed algorithm outperforms the typical ACO method for solving TSP
problem. Moreover, the best solution provided by our method is much better than the known
best.
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Figure 5: Flow chart of evolution of belief space

Table 1: Results of ACO and our algorithm with different datasets
Example Example Example Example Our

cities solution ACO algorithm
eil51 51 426 428.87 412.12

berlin52 52 7542 7542 7088.34
st70 70 675 677.11 652.80

Besides, take eil51 as an example, we compare the best tour and convergence speed between
our algorithm and traditional ACO for TSP in Figure 7. The blue line denotes the performance
of ACO, while the green line is for our algorithm. The result shows that our algorithm can
achieve shorter tour with rapid speed of convergence.
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Figure 6: Flow chart of evolution of population space

Figure 7: Evolution of best tour length of eil51 for ACO and proposed algorithm
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5 Conclusions

In this paper, we propose a new ant colony algorithm and apply it to the typical traveling
salesman problem. Specifically, we embed the traditional ACO algorithm into cultural algorithm
framework, where the set of ants makes up the population space, and the best solutions found
at specific iteration are updated up to the belief space. The evolution of population space is
indeed based on ACO, and that of the belief space is based on 3-OPT algorithm for calculating
the shortest path. The communication between population space and belief space is performed
by accept and influence operations. Moreover, to minimum the execution cost, we design mul-
tiple population spaces for parallel execution. The experiments evaluate that our algorithm
outperform the traditional ACO algorithm.
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Abstract: Telemonitoring systems have been shown to greatly reduce medical costs
while improving the quality of medical care. Today, the main factors restricting
the development and popularization of Telemonitoring systems include scalability
and compatibility. The challenge for the remote healthcare lies in the variety of
heterogeneous medical sensors which need to be dynamically removed or added to
the environment according to the health care needs. This paper presents the design
for an ontology-based context model and related middleware that provides a reusable
and extensible application platform for Remote Healthcare. We designed the ontology
context model to describe physiological parameters, medical tasks and the patients
personal profile. Developers may extend the ontology model by considering new
requirements as needed.
Keywords: telemonitoring, ontology, knowledge-based System, Context-Aware ap-
plication

1 Introduction

Increasing life expectancy, due to medical progress, and decreasing birth rates lead to a
change in the population structure of Germany. As illustrated in Fig. 1, the percentage of
people over the age of 65 is steadily increasing while the number of people under the age of 25 is
declining [1]. This results in continuously rising costs for healthcare, especially for elderly people.
One approach to this problem is the utilization of telemonitoring systems to enable a relocation
of the therapy to the patients home, thus shortening the expensive periods of hospitalization.

A Medical Telemonitoring System can be defined as a technological means for sending remote
physiological information and medical signals through a communication network to a monitoring
center for analysis and diagnostics. The system generally include three components: a monitoring
center, medical sensors, and a communication network connecting the two components.

However Telemonitoring systems are still in the early stages of development and currently
face many challenges. Compared to a general monitoring environment, a remote healthcare
environment has the following features: (1) Dynamistic: the remote healthcare environment
usually requires a number of medical sensing devices and, unlike air conditioning which is fixed in
an environment, some medical sensors need to be removed or added to the environment according
to the health care needs; (2) Complexity: in the healthcare environment, a wide variety of medical
terminology are used, and the relationships between them are very complex [2].

In order to solve these problems, we designed a Mobile Context and Ontology-based Rea-
soning/Feedback (MCOM) health-monitoring system which monitors a patients health status
using a Smartphone. On the Smartphone, a Context-Aware Middleware is developed to connect

Copyright © 2006-2014 by CCC Publications
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Figure 1: Projected Percentage of Elderly People in German Population

different types of medical sensors. In addition, MCOM uses an ontology-based context model to
process and determine a patients health status.

2 Healthcare Context-Aware Middleware (HCAM)

2.1 Context-Aware Middleware

The first problem above mentioned can be solved by establishing a Context-Aware Middleware
[3]. Context-Aware computing refers to a general class of mobile systems that can sense their
physical environment, and adapt their behavior accordingly [4]. In order to extricate remote
medical applications from tedious sensor data acquisition and management, this paper proposes
a Healthcare Context-Aware Middleware (HCAM). With HCAM, the upper-layer applications
would not be concerned about acquiring the context data, but only about the business logic
itself.

As shown in Table.1, applications based on HCAM are divided into three layers. HCAM
separates the collection of context information and the development of aware applications. It
provides a Subscriber API (i.e. Subscriber Application Programming Interface [5]) for the devel-
oper of the upper-layer application; HCAM is then responsible for completing the data collection
of various kinds of sensors.

Table.1 Healthcare Context-Aware Middleware
Context aware applications

Healthcare Context-Aware Middleware Subscriber API
Pub/Sub framework

Provider API
Data collection

All kinds of sensors

2.2 Ontology Modeling

The second problem can be solved using the Ontology Context Model and Reasoning. On-
tology can be defined as, an explicit and formal specification of a shared conceptualization [6]
and provides a kind of shared vocabulary, including object type or concepts, their properties,
and relationships existing in special fields. In this work, it is used to define information and re-
lations, including sensor data, medical tasks, control strategies, and a patients personal domain
knowledge. A medical task, like an Emergency Alert, can be triggered by Context Information
reasoning based on the analysis of physiological parameters.
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Figure 2: Telmonitoring System Architecture: Management Modules and Communication link

2.3 System structure

This work aims at describing the ontology-based context model and middleware that have
been developed in order to ease the development of Context-Aware applications for remote health-
care [7]. The system architecture is shown in Fig.2. From a physical perspective, it is based on
a C/S architecture which includes the sensor terminal, Smartphone client terminal, and remote
server terminal. From a functional perspective, the whole system can be divided in to three
modules: Client Management Modules (CMD), Server Management Modules (SMD), and com-
munication mechanisms.

1. The core module at the Smartphone client is the HCAM Middleware. It is responsible
for communicating with various sensors and performing data collection. Other core com-
ponents include data processing, analysis, and display modules plus server communication
modules. It should be noted that, unlike other Telemonitoring systems, the communication
between client and server is bidirectional. In addition to sending data to a server, the client
terminal can also synchronize information with the server. The design concept of the client
terminal is to offload as much processing as possible to the server, so that the Smartphone
client operates only as gateway to display and transfer data.

2. On the Server-side, the core component is the knowledge-base, based on ontology. Other
components on Server include a communication module that is responsible for transmitting
information between the server and the client terminal, a data management module, plus
a web service module. These modules communicate through a task bus.

3. As shown in Fig.2, the communication between CMD and SMD is implemented through
HTTP/HTTPS, SOAP [18] and SOCKET. HTTP is used in synchronous XML workflow
description; SOAP is used to transmit ontology instance information; SOCKET connection
is used in high real-time demand, for example, transmitting ECG (1024Byte/Sec) and
Acceleration (200Byte/Sec) data.

2.4 HCAM Structure

The HCAM proposed in this paper is designed and developed based on the Android system for
Mobile Phone. Its architecture is shown in Fig.3. According to the previously mentioned three-
layer structure, HCAM include these three layers, i.e. context data acquisition, context data
transmission and distribution, etc. HCAM first uses the context provider to collect the original
context data provided by the sensors, then transmits the data to the upper layer applications via
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Figure 3: HCAM Architecture

the Pub/Sub framework. The Pub/Sub framework [8] completes the context data transmission
and distribution. The following are the core components of the HCAM .

1. Sensor Layer All the original context of physiological data are derived from the sensor,
which is the basis of any Context-Aware application. This paper divided sensors into two
categories; internal sensors (located in the Smartphone) and external medical sensors.

2. Data Provider Data provider (Internal) 1 and data provider (External) 2 are shown in
Fig. 3. A data provider usually exists in the form of a plug-in and is written using Provider
API. Once the providers are completed, the Provider API will transmit the data to the
upper sensing applications. During the actual realization process, data provider 1 and data
collector 1 are usually combined and exist as many different system plug-ins. However, data
provider 2 and the data package resolver, are combined and exist as an independent plug-in.
Under these circumstances, the data provider can directly transmit the data, read by the
data collector, and the data analyzed, by the data package resolver, to the upper sensing
applications via Data-Bus [9].

3. Context Discovery and Access (CDA) CDA consists of the context provider, Pub/-
Sub framework, and context transfer. The context provider serves as a context discovery
protocol to connect different sensors. The Pub/Sub framework collects context information
from the context provider, and the context transfer uploads the data to the central server

4. Context Handler (CH) CH reasoning is accomplished through the context instance
from the client sensor data. The context information uses an inference engine based on
conditions to conduct reasoning via OWL/RDF [10] modeling (Knowledge-base). Once the
conditions are met, the context handler module will send information to the Context-Aware
task and monitoring server.
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3 Knowledge-base design

Before processing the Context Information, we first need to construct the Context Model.
In an ubiquitous medical environment, a large number of medical devices and domain terms are
used. With the advancement of technology, new domain terms can be joined very quickly. In
addition, in the rescue and medical care process, the pathological conditions of a patient usually
cannot be identified directly; medical professionals must filter and integrate information from a
variety of different sources. Therefore, the context model permits not only adding the description
of a new concept, but also supports the context reasoning.

By using ontologies and various reasoning methods, the system can process the sensor data
gathered in a more parameters to create a method by which the engine can infer the patients
health status [11].

The context knowledge-base has two parts. The first part stores the ontology and their
instances in the system. The other part provides a reasoning interface and context discovery,
i.e., how to inquire and to add modules. Ontology instances may be pre-defined in the profile or
may be retrieved from the device and other Webservice. The pre-defined profile is dynamically
imported into the system at the start of system operation. The context information also includes
some fixed information from a specific time; for example, the patients blood type, emergency
telephone number, clinical records, etc. Fig.4 shows a UML diagram of the context ontology
specialized for the Patient Personal Domain. In the Patient Personal Domain, relevant context
items include Measurements, Patient Profile, Device, and Task. These data can be used by the
system to automatically deduce the patient health status and detect possible medical tasks.

The Class Patient, (see Fig. 4), constitutes the core of the ontology. Each defined patient
will be configured as an instance of this Class. One patient personal profile instance is generated
and associated for one particular patient, but this patient could have more than one patient
profile instance associated to him [12]. A specialization of the Measurements Class is added for
each specific physiological parameter which is gathered from a sensor (e.g., HeartRate Class).
Measurement values are used to determine patient health status by comparing these values
with a set of parameter ranges (MeasurementsRange Class) or results of the specialized Data-
processing-algorithm (like the Stress-assessment algorithm in [13]). When a measured value falls
outside the limits, a task (e.g., Alarm Task) of the corresponding level is then triggered. For
Example, Class HeartRate (see Fig. 4) is a subclass of the Measurements Class ,and in this
case, there are three alert rangeslow, medium, and high which can be modified by the Expert to
adapt to patients’ specific needs. In the case of HeartRate, the three ranges indicate HeartRate
is too low, Normal or too high. And the model can be easily extended to include further levels.
The hasCurrentValue attribute contains the most recently received sensor value from the mobile
client.

This system uses OWL to construct the model and process it using Sample Semantic Web
Rule Language [14]. The reason for using the context to construct the model is that, it can not
only express the context information, but can also use the inference engine based on conditions
to conduct inference to the subtle context to get higher level information [2] The context models
have the following forms: (Subject, Predicate, Value)

• Subject belongs to S*: set of subject names. a patient, a place , a Smartphone, or an
Emergency Task for example.

• Predicate belongs to P*: the set of Predicate names, the patients current body temperature
for example.

• Value belongs to V*: the overall value of the Subject.
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Figure 4: Patient Remote Healthcare Domain Ontology UML Representation

For example, we have a patient with ID 001, body temperature 37°C and use a PDA to connect
to the monitoring center, then information would be recorded as follows:

• (PDA, online, true), (Patient001, Temperature, 37)

Table 2 shows a few example rules, which the system uses to predict the sensor-data-specific
task and Table 3 shows basic example policy we defined for each Emergency Task level [7]. The
HeartRateHigh rule assigns the Emergency Task level when the heart rate is abnormally high.
The hasMinRange and hasMaxRange properties specify a normal heart rate in each instance of
the HeartRate Class. If a patients heart rate is greater than the specified normal maximum,
then the system sets the Heartrate alarm and starts the Emergency Task .

Table 2: rules for the systems alarm management
RULE DESCRIPTION

HeartRateHigh (?patient rdf:type HeartRate) ,
(?par1 hasCurrentValue ?v1) ,

(?par1 hasMaxRange ?Max) greaterThan(?v1, ?Max) ,
− > (?taskstate hasAlarmLevel HES)

HeartRateLow (?patient rdf:type HeartRate) ,
(?par1 hasCurrentValue ?v1) ,

(?par1 hasMinRange ?Min) , greaterThan(?v1, ?Min) ,
− > (?taskstate hasAlarmLevel LES)

Table 3: Alarm Task Notification Policy Examples
Alarm TASK LEVEL NOTIFICATION POLICIES

Low Alarm Task (LES) sensor alarm
sms to patient relative

Medium Alarm Task (MES) sensor alarm
sms , mail and call to relative

High AlarmTask (HES) sensor alarm
message to emergency operator

call to relative



650 W. Zhang, K. Thurow, R. Stoll

Unlike common ontology systems, in this paper the medical task is also included in the
ontology; the task will invoke specific activities. There are two advantages in doing this: the
first advantage is that the specific details of the task and the sub-actions are divided. Under
these circumstances, the description of the task doesnt need to be changed when the device
information, used by a sub-activity, changes. The other advantage is that the description of task
by ontology, can make inference to the changes that should be made by the task; the inference
processing depends on the task status, context information, and the custom rule. At the root
node, is the design of a type of named task and a specific task level taking task. After inference
is completed and the instances of task type exist, SOAP objects are sent to the task response
components and then to the client terminal, including all task information. We use the following
attributes to describe a task (see experiment):

1. TaskName: the name of the task;

2. TaskType: The type of task and function description information;

3. Todo: describes the current sub-activities of the task;

4. TaskState: indicates the current state of a task. There are three values to be chosen:
-CLOSE. , -INIT and -OPEN and they respectively indicate the task has not been started,
or the task needs to be initialized or is started for use.

5. RelatedTo: indicates which specific function in the ontology the task is related to, and
what kind of device instances the task is related to.

6. DataDescription: data description describes the data type and format that needs to be
collected by the task. The information is stored in the task profile and uploaded when the
system is operational.

3.1 Simulation

In this section we will use an emergency assistance task as a practical example to describe
the above described design pattern: how new devices are added to the ontology knowledge-base
and medical treatment begins via conditional reasoning.

The specific scenario for an emergency assistance task is as follows: An anomaly has been
detected for a patient suffering from heart disease or high blood pressure; based on system
reasoning, emergency assistance is requested. According to this task profile, the response time of
the task is one minute, meaning that medical personnel must respond within one minute, react to
the patients condition and initiate corresponding measures. After the response, the tasks mode
is set to CLOSED. If the patient’s condition remains abnormal, the task is started again.

The first step is to add new devices: In the experiment we used the wearable
multi-parameter sensor Equivital01 produced by (Hidalgo Ltd., Cambridge).

When a new device is connected to the HCAM sensor adapter, context information must be
converted into ontology instances before being sent to the knowledge base. The HCAM context
handler inquires whether classes with identical names already exist in the knowledge-base. If
not, a new class is added with the new < device >. The following example shows the class of an
Equivital device being added:

• < owl : Classrdf : ID = Equital >
< rdfs : subClassOfrdf : resource = ∗Device/ >
< owl : disjointWithrdf : resource = ∗/ >
< /owl : Class >
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Then a new class is added which acts as subclass of Measurement. Below the classes
HeartRate and BloodPressure are added for the Equital device.

• < owl : Classrdf : about = ∗HeartRate >
< rdfs : sublassOfrdf : resource = ∗Measurement/ >
< owl : disjointWithrdf : resource = ∗/ >
< /owl : Class >
< owl : Classrdf : about = ∗BloodPressure >
< rdfs : sublassOfrdf : resource = ∗Measurement/ >
< owl : disjointWithrdf : resource = ∗/ >
< /owl : Class >

With the establishment of the above-mentioned ontology, it is ensured that the device descrip-
tion file and the ontology name match. When the HCAM context provider receives data from
the device, it looks for the parameters in its own device files and device task files and creates an
instance. The above-mentioned Equivital device might, for example, receive event messages
from the HCAM detailing HeartRate-hasCurrentValue = 60(Beats/Minute), BloodPressure-
hasCurrentValue = 120(systolic, mmHg). In this case the practical example would look as
follows:

• < HeartRaterdf : about = ∗EquitalHeartRate >
< hasCurrentV aluerdf : datatype = double > 60.0 < /hasCurrentV alue >
< /HeartRate >
< BloodPressurerdf : about = ∗EquitalBloodPressure >
< hasCurrentV aluerdf : datatype = double > 120.0 < /hasCurrentV alue >
< BloodPressure >
< Equitalrdf : about = ∗Equital001 >
< measurementsrdf : resourcee = ∗EquitalHeartRate/ >
< measurementsrdf : resource = ∗EquitalBloodPressure/ >
< /Equital >

After the context information is converted, the context handler will send the aforementioned
information to the knowledge-base.

The second step is to execute the task.
When the middleware is executed, the system automatically generates an instance for every task
class, which is saved in the knowledge-base. The important information in these task instances
is as follows:

• < MedicalTaskrdf : about = ∗EmergencyTask >
< taskType > External < /taskType >
< taskState > CLOSE < /taskState >
< todordf : resource = ∗AlarmTask/ >
< todordf : resource = ∗PrepareEmergencyOperator/ >
< /MedicalTask >

With the previous scenario in mind, we can define the specific conditions for the emergency
task to be triggered: e.g. the Heart Rate of the patient drops below 40, or the blood pressure
(systolic) exceeds 170. Reasoning may be carried out according to the rules of the language itself,
for example:

• (?a?p?b), (?prdf : subPropertyOf?q)− > (?a?q?b)
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Figure 5: mHealth Prototype System Architecture

User defined rules may also be used in the reasoning process, e.g.:

• (?patient, EquitalBloodPressure001, vl), GE(?vl, 170), (?patient, EquitalBloodPressure, vl),
LE(?vl, 40)− > (?patient, healthStatus, danger)

• (?patient, healthStatus, danger), (?Patient, healthStatus,movementfail),
(EmergencyTask, taskState, CLOSE)− > (EmergencyTask, taskState,OPEN)

3.2 Deployment and Execution

The deployment configuration includes at least two Context Manager nodes as shown in
Fig.5: We used a SonyEricsson-Xperia smartphone as Client Manager (CM) node, connected
with the medical sensor module Equivital [15] via Bluetooth; and a Server Manager (SM) node,
which is deployed on a Central Application Server, in the domain of the organization which is
responsible for the integration and delivery of Emergency Web Task.

The Home Smartphone hosts the Client and communicates with the Central Application
Server via 2G/3G/WiFi. The Central Application Server hosts the Server SM and other assis-
tance and information task applications. These tasks include: a Emergency Task as Webservice,
Data management, and a web application which offers web-based access to health operators via
mobile device.

4 Results and Discussion

Fig.6 shows the sensor data for a patient. The graphic curve represents any changes in the
data for a given day. Date and time can be changed easily, access a patients historical data; this
data are stored in a central server database. The alarm is normally triggered automatically by
context reasoning and, in some cases, the medical professionals can manually send a message
to the client. Directly above the line chart in Fig.6, a message window is located. Medical
professionals can send a message to the patient’s Smartphone through it.

In this technical approach, the system structure improves the scalability and interactivity of
telemonitoring systems; In our current work, we improve the reliability of the system by adding
layers of redundancy, in case a particular system or function fails. In addition, we created a
back-up system on the mobile client to save sensor data locally, in the event of a loss (or lack)
of internet connection. Security issues can be divided into two parts: one is the security of local
data transferred from the sensor to the mobile client; another is the security of remote data
transferred from the mobile client to the central server. On the client side we implement the new
128-bit lightweight cryptographic algorithm Hummingbird-2 [16] cipher to encrypt the sensor
data with java code. On the server side, we use Secure Socket Layer (SSL) to encrypt vital data
and utilize 3P-AAA-SPs [17], Authorization and Accounting Task Providers to authenticate the
client access.
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Figure 6: mHealth Prototype System Architecture

This paper designs an innovative Telemonitoring platform based on context and ontology
technology. A Context-Aware Middleware is developed to support the scalability of the telemed-
ical system; new sensor device and data formats can be integrated into the system conveniently.
In the context reasoning module, ontologies are used to construct target medical tasks and cir-
cumstances. This paper, however, does not address the handling of context conflicts in the
process of constructing ontologies and reasoning conditions. Further research will focus on the
reliability and energy consumption problem of remote medical systems. Concerning the energy
consumption problem, some new ultra low power transmission protocols, like BLE and ANT,
have appeared that can greatly improve the sustainability of remote monitoring. Other chal-
lenging tasks will include the development of an intelligent error discovery and system recovery
mechanism to maintain the stability of the system over time.
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